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1. Introduction
This contribution takes new stage 1 requirements into account and compares them with current stage 2 specifications to elaborate whether new key issues for TR 23.796 need to be documented.

The normative stage 1 requirement is documented in 3GPP TS 22.280.

	[R-5.10-001a]
	The MCX Service shall be able to allow the MCX Service Administrator to limit the number of simultaneous log ins of an MCX User to multiple MCX UEs.
	


3GPP TS 33.180
5.1
User authentication and authorization

5.1.1
General

The generic steps for MCX user authentication and authorisation is shown in figure 5.1.1-1.
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Figure 5.1.1-1: MCX authentication and authorisation

At UE power-on, the MCX UE performs LTE authentication as specified in TS 33.401 [14]. The MCX UE then performs the following steps to complete authentication of the user, authorisation of the user, MCX service registration, and identity binding between signalling layer identities and the MC service ID(s).

-
A: MCX user authentication.

-
B: SIP Registration and Authentication.

-
C: MCX Service Authorization.

These procedures are described in more detail in subsequent clauses.

Observation #1: After checking 3GPP TS 23.280, 3GPP TS 23.379 and 3GPP TS 33.180, the requirement is not supported by the current specification. 
Observation #2: In principle a verification on how many simultaneous log ins are used by an MC service user can be done within procedure A, B and C (above) if the relevant network entities (those who verify) know how many clients are connected to the network. Please note that an MC service user may log in, but for some reason after a while the client isn't connected anymore.
Observation #3: The procedures A, B and C are specified by SA3. If SA6 concludes that the requirement shall be fulfilled by one of those procedures than SA6 needs to involve SA3.
Observation #4: The requirement does not specify if the maximum number of log ins is meant to be per service.
It is suggested to create a new key issue.
2. Reason for Change
Take new stage 1 requirements on MONASTERY2 into account.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.796v030.
* * * First Change * * * *

5.X
Key issue X – Limit the number of simultaneous log ins
Requirement [R-5.10-001a] in 3GPP TS 22.280 [2] requests that the MC system shall be able to allow to limit the number of simultaneous log ins of an MC service user to multiple MC service clients.

Current standard does not provide any means which allow to configure and control the maximum number of logged in clients from a MC service user.
Gaps:

-
Clarify which functional entity or layer (application, signalling) can enforce the configured maximum log ins per MC service user to an MC service client.
-
Identify whether any existing procedure can be re-used and describe the required changes. If the candidate procedure is outside the scope of SA6 than involve the relevant group (e.g. SA3).
-
Depending on the outcome of the previous bullet, consider which additional configuration data is required and clarify whether those are service specific. 
