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Abstract: There is an Application Identifier defined for MCData SDS that facilitates routing of SDS message to the appropriate handling application. These applications may range from being core - being on many handsets and networks - to being proprietary. This document discusses how interoperability can be ensured for those common applications in particular and proposes a way forward in general.
Introduction

An essential part of the success of any standardised application is its interoperability 
For Mission Critical SDS applications there a few issues that need to be resolved before successful interoperability of the underlying applications can take place. These include:
· How to ensure that core SDS applications are universally, uniquely identifiable and interoperable;   

· How are the core and other types of applications recognised, differentiated, defined and managed;
Resolution is needed and a process needs to be put in place in a timely fashion before any widespread growth and use of application identifiers prevents any coherent policy being implemented. 

Detail

In order for an application making use of an application identifier to function reliably across networks, it must be uniquely identifiable across its domain of operation. A classification of applications could look like:
1. Generic service (should work across all networks and all vendors supporting the service);
2. Operator-specific (should work across the MC operator network, but also be recognised across all networks that the operator may be interconnected to, or interworking with);
3. Vendor-specific (a particular service, or collection of services, offered by a vendor that should be recognised across all networks that the vendor supplies the application to, or interconnects/interoperates with);
4. Un-regulated – use of an application identifier that may not be uniquely identifiable.

It should be noted that whilst how generic services (e.g. text SMS) work is a matter for 3GPP, the requirement for other classes of service, as listed above, from a 3GPP perspective is not about how an application works, but how they are identified and the relevant application identifier(s) are not duplicated.

This paper starts by focusing on generic application identifiers and then applies a similar approach to expand to other classes of differentiation. 
How to enable identification  
3GPP CT1 has defined an application identifier in 3GPP TS 24.282 with a selection of formats available:

1. An 8-bit identifier;
2. A text string;

3. A URI
In terms of identifying a specific generic application, this can be done by officially reserving an instance of one these identifiers to represent it. This also clearly enables (global) unique identification and would avoid application identity clashes occurring via interconnectivity and interworking.
Proposal 1: Generic MCData SDS services that use application identifiers shall be identified by reserving an application identifier.
In terms of managing a broader set of classes of application identifier, as in those enumerated above, a natural way is to partition the application identifier space. By definition this would avoid collision between application identifiers in different partitions.   
Using an existing Mission Critical system as an example, TETRA makes use of an eight-bit application identifier only, and certain application types are defined in ETSI TS 300 392-2 Table 29.21, subclause 29.4.3.9. Separate ranges of vendor-specific values have also been allocated on a potentially time-limited basis (see ETSI TS 300 392-2 Appendix J). This creates a partition of the application identifier space.
In the case of 3GPP application identifiers, application address space in the case of text strings and URIs is not at a premium and a time-limited reservation approach does not currently seem to be necessary. 
In the case of both text string and URI use, a natural way to partition off sections of the address space is simply to reserve a prefix to text strings or URIs (in the latter case this is effectively the same as owning the lease of a web address). In both cases it is reasonable to expect that any prefix is appropriate in terms of length/fraction of space reserved (e.g. not a single letter) and ownership (e.g. avoids URIs that may already be owned by other entities). 
Proposal 2: Operator specific and vendor specific application families that wish to be uniquely identified shall be identified by a reserved text string and/or URI.
Responsible body for recording the identifiers
TETRA application identifiers are regulated by ETSI in the TETRA specifications. In the case of 3GPP Mission Critical application identifiers it would seem logical that 3GPP owns the management of any reserved application identifiers. SA WG6 is the designated working group within 3GPP for the management of applications related to critical communications and would seem to the natural fit within 3GPP for the management of these identifiers, and there is no Stage 3 impact of partitioning the application identifiers.
Proposal 3: SA6 should be the manager of the MCData application identifiers.  
Where to record application identifiers
In terms of how any reserved application identifiers and any necessary data formats are recorded, there are two primary options – record any reserved values within 3GPP TS 23.282 or record them within a separate document. Creating a separate document solely to record a few pages of identifer values and generic message data formats would represent a significant management overhead. If recording within 3GPP TS 23.282 is preferred, then two further options arise – whether the details are recorded within a subclause of the main body of the specification, or within a normative annex. A CR (S6-181063) has been produced showing how a subclause approach could work.
Proposal 4: The necessary details of any reserved application identifiers shall be recorded within 3GPP TS 23.282. 
Proposal 5: The necessary details of any reserved application identifiers shall be recorded within subclauses of the main body of 3GPP TS 23.282.
Conclusion
It is proposed to agree the following proposals for the management of application identifiers:
Proposal 1: Generic MCData SDS services that use application identifiers shall be identified by reserving an application identifier.

Proposal 2: Operator specific and vendor specific application families that wish to be uniquely identified shall be identified by a reserved text string and/or URI.
Proposal 3: SA6 should be the manager of the MCData application identifiers.  

Proposal 4: The necessary details of any reserved application identifiers shall be recorded within 3GPP TS 23.282. 

Proposal 5: The necessary details of any reserved application identifiers shall be recorded within subclauses of the main body of 3GPP TS 23.282.
