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1. Introduction
This pCR propose a new solution for UE and user data synchronization.
2. Reason for Change
The pCR propose a new solution for IOPS MC system. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.778.
* * * First Change * * * *

6.x
Solution 1-x: UE and user data synchronization

6.x.1
Description

This solution addresses part of key issue 2-1 MC system configuration data synchronization. In the MC service configuration procedure as described in 3GPP TS 23.280 [x] subclause 10.1, the UE retrieves after the bootstrap the initial UE configuration. This is followed by the user authentication and authorization the UE retrieves UE configuration, MC service user profile configuration and group configuration.
The solution described in this clause covers the above configuration data except the group configuration that resides in the group management system.

It is assumed that the initial UE configuration (e.g. APN details) can be kept as is and that there is no need to synchronize this data with the IOPS MC system. The initial UE configuration is provisioned by offline methods over reference point CSC-11.
It is assumed that the UE configuration data (e.g. MCPTT server URI) is of static nature and can be synchronized at system start up or reboot operation.

The MC service user profile data is dynamic data (e.g. contact lists) and may be updated daily which makes the synchronization of the data a challenge.
This solution proposes to synchronize the MC service user profile with the current (or IOPS tagged) profile that is currently active and downloaded in the MC service client. The procedure in figure 6.x.1-1 updates the MC service user profile for the MC service user in the IOPS MC system.
With this solution the MC service client is used to provide synchronization of the user data stored in the primary configuration management server with the configuration management server in the IOPS MC system. 
Pre-conditions:

-
The user must be defined in the IOPS MC system.

-
The MC service client is authenticated and authorized by the IOPS MC system.
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Figure 10.1.4.5-1: MC service user updates MC service user profile data to the MC IOPS system
1.
The configuration management client is triggered (e.g. by detecting an MC IOPS system) to store or update the MC service user profile data on the configuration management server in the MC IOPS system.
NOTE:
Step 1 could be triggered by the configuration management server.
2.
The configuration management client sends create or update MC service user profile data request to the configuration management server, which includes the MC service user profile data to be updated.

3.
The configuration management server stores the received MC service user profile data.

4.
The configuration management server sends update MC service user profile data response to the configuration management client to confirm the MC service user profile data update is complete.
There is one disadvantage of this solution. Some parameters in the MC service user profile is not known by the UE. It is proposed to not use these in an IOPS MC system. In the current version of 3GPP TS 23.379 [x] the following parameters are not downloaded to the UE:

-
User profile status
-
Authorised to create and delete aliases of an MCPTT User and its associated user profiles.
-
Maximum number of simultaneously received group calls (Nc5)
-
Priority of the user for initiating/receiving calls

-
Authorisation to create a group-broadcast group

-
Authorisation to create a user-broadcast group

-
Authorisation to provide location information to other MCPTT users on a call when talking
-
Authorisation of an MCPTT user to request a list of which groups an MCPTT user has affiliated to
-
Authorisation to change affiliated groups of other specified user(s)

-
Authorisation to recommend to specified user(s) to affiliate to specific group(s)
-
Authorisation to query whether MCPTT User is available for private calls
-
Authorisation to restrict provision of private call set-up failure cause to the caller
-
Authorisation of an MCPTT user to cancel an emergency alert on any MCPTT UE of any MCPTT user

-
Authorisation for a MCPTT user to enable/disable an MCPTT user

-
Authorisation for an MCPTT user to (permanently /temporarily) enable/disable a UE

-
Authorisation to revoke permission to transmit
-
Maximum number of simultaneous transmissions received in one group call for override (N7)
-
Authorised to interrogate the functional alias(es) active for another MCPTT user

-
Authorised to take over a functional alias from another MCPTT user
Editor's note: How to handle the above parameters is FFS.
6.1.2
Impacts on existing nodes and functionality

Editor's Note: Capture impacts on existing 3GPP nodes and functional elements.

6.1.3
Solution evaluation
This solution does not prevent offline synchronization between MCPTT user databases or configuration management systems in primary MC system and IOPC MC system. To avoid user data conflicts between IOPS MC system and IOPS C system, changes to MC service user profiles should not be allowed during IOPS mode.
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