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	Reason for change:
	Legacy remotely initiated MCPTT call procedure can not support emergency or imminent peril call which required in chapter 6.16.3, TS 22.179.
6.16.3
Remotely initiated MCPTT call

6.16.3.1
Overview

A Remotely initiated MCPTT Call is a feature that allows an authorized user, typically a dispatcher, to cause a remote MCPTT UE to initiate a call by itself, without its user explicitly initiating the call by depressing the PTT switch. The purpose of this feature allows the dispatcher to listen to activities at the Location of the remote MCPTT UE to find out what is happening around that MCPTT UE. This feature is also known as "Remote Unit Monitoring" in P25 systems.

The behaviour of the remotely initiated Call is not different from a normal call initiated by the local user. The same rules for resource allocation and interactions with other services apply, but the initiator of the feature can have the capability to request a pre-emptive or high priority for that Call to ensure it is set up even in case of resource congestion or to limit disturbance by other services.
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* * * First change * * * *

10.16.2.1
Remotely initiated MCPTT call request

Table 10.16.2.1-1 describes the information flow remotely initiated MCPTT call request from the MCPTT client to the MCPTT server and from the MCPTT server to MCPTT client.

Table 10.16.2.1-1: remotely initiated MCPTT call request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the called party (remote)

	Notification to remote user of remotely initiated call
	M
	Use to determine whether the called party (remote) receives any indication of the remotely initiated MCPTT call.

	MCPTT ID
	O (NOTE 1)
	For a remotely initiated MCPTT private call the MCPTT User ID to be called 

	MCPTT Group
	O (NOTE 1)
	For a remotely initiated MCPTT group call to use.

	Emergency indicator
	O(NOTE 2)
	For a remotely initiated Emergency MCPTT private or group call to use.

	Imminent peril indicator
	O(NOTE 2)
	For a remotely initiated Imminent peril MCPTT group call to use.

	NOTE 1: One and only one of these shall be present.
NOTE 2: Only one exists when MCPTT Group field presents.


* * * Second change * * * *

10.16.3.1
Remotely initiated MCPTT call request

The remotely initiated MCPTT call request procedure includes the initial remotely initiated MCPTT call request from the MCPTT user to the remote UE and either the MCPTT private call procedures or the MCPTT group call procedures originating at the remote UE.

Procedures in figure 10.16.3.1-1 show the signalling control plane procedures for the MCPTT client initiating a remotely initiated MCPTT call request with the chosen MCPTT user.
Pre-conditions:

1.
If the MCPTT user on MCPTT client 1 wants the resulting remotely initiated MCPTT call to be:

a.
an MCPTT group call, then MCPTT user 2 on MCPTT client 2 is an affiliated MCPTT group member of the MCPTT group that is the target of the remotely initiated MCPTT call.  Otherwise prior to these procedures the MCPTT user 1 on MCPTT client 1 can use existing procedures (e.g., remotely change MCPTT group affiliation (10.3.5.1.1), if authorized, to satisfy the necessary preconditions for the MCPTT user 2 on MCPTT client 2 to initiated a MCPTT group call from that MCPTT group.

b.
an MPCTT private call, then the MCPTT user 2 on MCPTT client 2 is permitted to initiate an MCPTT private call to the identified MCPTT user.
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Figure 10.16.3.1-1: Remotely initiated MCPTT call request

1.
MCPTT user on MCPTT client 1 initiates a remotely initiated MCPTT call request to the MCPTT user of MCPTT client 2.

2.
MCPTT client 1 sends a remotely initiated MCPTT call request towards the MCPTT server.
3.
MCPTT server checks whether the MCPTT user at MCPTT client 1 is authorized to initiate a remotely initiated MCPTT call request.
4.
If authorized, MCPTT server sends the corresponding remotely initiated MCPTT call request towards the MCPTT client 2.
5.
Based on the received information the receiving MCPTT client 2 may notify the user of the remotely initiated MCPTT call request.

6.
Optionally the receiving MCPTT client 2 sends a remotely initiated MCPTT call response to the MCPTT server.

7.
After receiving the remotely initiated MCPTT call response from MCPTT client 2, the MCPTT server informs the MCPTT client 1 about successful remotely initiated MCPTT call request.

NOTE 1:
Step 6 and step 7 might not be sent, since it could be determined that the remotely initiated MCPTT call was successful by receiving the MCPTT call initiated by MCPTT client 2.

8.
Based on the received information the MCPTT client 2 initiates an MCPTT call (either an MCPTT group call or an MCPTT private call) using the normal, emergency or imminent peril MCPTT call establishment procedures (10.6.2.3.1.1.2, 10.6.2.6.1.1, 10.6.2.6.2.1 or 10.7.2.2) with implicit floor request.

NOTE 2:
Step 6 and step 7 are received in this order. However, step 6 or step 7 or both might occur before or after step 8.
The result of these procedures is an on-going MCPTT (group or private) call which includes MCPTT client 1.
* * * End change * * * *
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