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1. Introduction
3GPP TS 22.280 captures new requirements for Rel-16 which shall prevent from de-affiliation from a MC service group when a specific functional alias has been activated for an MC service user and used in that group:
	[R-6.4.4-003]
	The MCX Service shall be able to prevent the MCX User having registered a specific Functional Alias from revoking their affiliation with a specific MCX Service Group.

	[R-6.4.4-004]
	The MCX Service shall be able to prevent the MCX User to revoke his affiliation with a specific MCX Service Group if the MCX User is the only MCX User in the MCX Service Group registered a specific Functional Alias.


3GPP TS 23.280 subclause 10.8.4.2 describes the MC service group de-affiliation procedure:

In step 1 of this procedure the MC service client requests the MC service server to de-affiliate from an MC service group or a set of MC service groups.

In step 2 the MC service server checks if the user of the MC service client is authorized to de-affiliate from the requested MC service group(s). and if the user of the MC service client has affiliated to the requested MC service group(s).

In step 3 the MC service user is de-affiliated and the affiliation status of the user for the requested MC service group(s) is updated.

Currently the authorisation checks done by the MC service server in step 2 do not take the use of functional alias(es) into account and no rules or configuration data is available to prevent the MC service user from de-affiliation.
A new key issue is suggested to address the new stage 1 requirements.

2. Reason for Change
New stage 1 Rel-16 requirements are to be addressed by stage 2.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.796v010.
* * * First Change * * * *

5.5
Key issue 5 – Functional alias enhancements

Editor's note: Functional aliases were introduced in Rel-15 and an initial set of functions was specified, which build the basis for new requirements in Rel-16. This new set of requirements is listed below and require definition of proper key issues:

1.
It shall be possible that functional aliases can structured by meaningful elements (e.g. role.mission@department.company).

2.
The MC system shall allow to use information (e.g. operational schedules, locations, velocity or direction) from external sources to create or delete a functional alias.

3.
The MC system shall allow to assign a communication priority for a functional alias.


4.
The MC system shall allow to assign a time limit to a functional alias after which the functional alias will be deactivated.

5.
The MC system shall support automatic activation and de-activation of a functional alias based on the operational criteria (e.g. MC service ID, registration, other information).



8.
The MC system shall provide a mechanism to configure the conditions under which MC service communications shall be terminated (e.g. last participant leaving, initiator leaving, last MC service user having activated a specific functional alias is leaving).

9.
The MC system shall provide a means for an authorized MC service user to activate a one-time location information or continuous location information of an MC service user or a specific functional alias.

* * * Next Change * * * *

5.X
Key issue X – Prevent de-affiliation when using a specific functional alias(es)
3GPP TS 23.280 [8] subclause 10.8.4.2 describes the MC service group de-affiliation procedure. In step 2 of this procedure the MC service server checks if the user of the MC service client is authorized to de-affiliate from the requested MC service group(s).
New stage 1 requirements were agreed which shall allow the MC system

· to prevent the MC service user from de-affiliation when a certain functional alias is used, or
· to prevent de-affiliation from an MC service user when the MC service user is the only user using a specific functional alias.
Currently the authorisation checks done by the MC service server in step 2 do not take the use of functional alias(es) into account and there are no rules or configuration data which allows to prevent the MC service client from sending de-affiliation requests.
NOTE: The MC service user can select an activated functional alias for use within a certain group communication, which may become the criteria to prevent de-affiliation.
Gaps:

· Study which mechanisms and configuration data is required to prevent the MC service client from de-affiliation when a specific functional alias is used.
· Study how existing de-affiliation procedures can be extended and which additional configuration data is needed to prevent that an MC service user de-affiliates from a MC service group when the MC service user is the only (remaining) user using a specific functional alias in that group.
· Study how a MC service server and/or a MC service client knows which functional alias activated by a user is to be used to prevent de-affiliation on a group.
· Study whether there is an interaction between needing to prevent de-affiliation to the group, and preventing the MC service user from deselecting the functional alias.
· 

Editor's note:
The relationship with implicit de-affiliation procedures needs further consideration.

* * * End of Change * * * *

