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1. Introduction
This pCR introduce a new key issue to 3GPP TR 23.778
2. Reason for Change
To access a local MC system in an IOPS capable eNB the MC service clients and UE's need to be provided with initial MC service access data in a similar manner as in a centralized MC system. This pCR introdcue a new key issue to study this issue further.
3. Proposal

It is proposed to agree the following changes to 3GPP  TR 23.778.
* * * First Change * * * *

4.2.x
Key issue 2-a MC service client configuration for IOPS
4.2.x.1
Description

An MC service operating in an IOPS mode is completely or partly isolated from the network and application infrastructure normally utilized. For the MC service client to access the local MC system in IOPS mode, the client shall be configured with access information (e.g. server addresses) of the local MC system. There may be several eNBs in a network that are IOPS capable and each of them hosting a local MC system. This introduce challenges when configuring MC service clients with access information to all IOPS capable eNBs in a network.
To define procedures for MC service client and UE configuration of local system access data, the following areas should be further studied:

-
What MC service client and UE data are required to be configured for accessing a local MC system in IOPS mode.
-
How should this configuration be done.
-
How to handle users from partner system and migrated user.
-
Any differences from a procedural perspective in IOPS mode due to backhaul failure or limited backhaul or in IOPS mode in nomadic deployments. 
