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* * * First Change * * * *

4.2.2
Requirements

[AR-4.2.2-a] The CAPIF shall provide a mechanism to publish the service API information to be used by the API invokers to discover and subsequently invoke the service API.

[AR-4.2.2-b] The CAPIF shall provide a mechanism for the API invokers to discover the published service API information as specified in [AR-4.2.2-a] according to the API invokers' interest.

[AR-4.2.2-c] The CAPIF shall provide a mechanism to restrict the discovery of the published service API information by the API invokers, based on configured policies.

[AR-4.2.2-d] The CAPIF shall provide a mechanism to configure policies to restrict the discovery of the published service API information.

* * * Second Change * * * *

Annex X (normative):
Configuration data for CAPIF
The configuration data is stored in the CAPIF core function. The configurations provided by the CAPIF administrator. 

The configuration data for CAPIF are specified in table X-1. 

Table X-1: Configuration data for CAPIF
	Reference
	Parameter description

	Subclause 4.2.2
	List of published service API discovery restrictions

	
	> Service API identity information

	
	> API invoker identity information

	Subclause 4.7.2
	List of service API log storage durations

	
	> Service API identity information

	
	> Service API log storage duration (in hours) (see NOTE)

	Subclause 4.7.4
	List of API invoker interactions log storage durations

	
	> Service API identity information

	
	API invoker interactions log storage duration (in hours) (see NOTE)

	Subclause 4.10
	List of access control policy per API invoker

	
	> Volume limit on service API invocations (total no. of invocations allowed)

	
	> Time limit on service API invocations (The time range of the day during which the service API invocations are allowed)

	
	> Service API identity information

	
	> API invoker identity information

	NOTE:
If no value is set for the duration, the duration is assumed to be unlimited.


* * * End Change * * * *

