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1. Introduction
This contribution provides key issue update for ROHC and FEC handling.

2. Reason for Change
The FEC and ROHC capability can be supported by MC application, MC MBMS user agent or both. It should be studied how the MC application and the MC MBMS user agent can know each other about whether FEC and/or ROHC are supported.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.792.
* * * First Change * * * *

5.2
ROHC and FEC handling 
When ROHC is applied on a media delivered over MBMS, header decompression is currently performed by the MC service client (see 3GPP TS 23.280 [3], clause 10.7.3.12).

When application layer FEC is used as protection against the packet losses, the MC service client is currently in charge of FEC decoding.

The FEC and ROHC capability can be supported by either the MC application, or the MC MBMS user agent, or can be supported by both.
Both header decompression and FEC decoding are specific functions to MBMS delivery, to optimize of the MBMS channel usage. It should be studied how the MC MBMS API can be made to support these functions.

