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* * * First Change * * * *

5.4
File distribution capability
The MCData service shall support distribution of files for one-to-one and group communications. 

The MCData service shall allow the MCData user to send a file or a URL of a file to another MCData user. The source of the file can originate either from an MCData client or from a network functional entity. The generated URL shall be a reference to a stored file to allow for subsequent retrieval. The file storage policy may determine the availability of the file to be retrieved, and is subject to expiry time and size limitations.
When the file delivery request is set by the sending user to mandatory download, the MCData service shall proceed to deliver the file to the recipient when possible. The file distribution mechanisms shall support both unicast and broadcast delivery methods.

Editor's Note: Requirements for automatic re-try mechanisms and maximum retry count is FFS.
The MCData service shall support aggregation of download completion and disposition notification reports when files are distributed to multiple recipients.
NOTE:
Requirements for repairing the lost data from MBMS transmission for file distribution are not addressed in the present document.
