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1. Introduction
The document provides details rearding integration of NB APIs with CAPIF.
2. Reason for Change
CAPIF is developed to be utilized with NB APIs and it is incomplete without the information on how NB APIs can be integrated with CAPIF.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.222 V0.1.0.
* * * First Change * * * *

X
Integration of NB APIs with CAPIF

X.1
General
This clause describes the set of functionality required to facilitate the integration of NB APIs with CAPIF.
X.2
Service APIs
To integrate new or existing Northbound APIs with CAPIF architecture, the API provider shall:

1.
implement the following functional entities:
a.
API exposing function, providing the API invokers a service communication entry point to the service APIs. Capabilities of the API exposing function are listed in subclause 6.3.4 of this specification;
b.
API publishing function, to publish the service APIs related information, making them discoverable by the API invoker. Capabilities of the API exposing function are listed in subclause 6.3.5 of this specification; and

c.
API management function, providing administrative capabilities, such as, event monitoring and onboarding. Capabilities of the API exposing function are listed in subclause 6.3.6 of this specification; and
2.
support the following reference points between the functional entities:

a.
CAPIF-2, which exists between the API exposing function and an API invoker which is within the PLMN trust domain. CAPIF-2 reference point is detailed in subclause 6.4.4 of this specification;

b.
CAPIF-2e, which exists between the API exposing function and an API invoker which is outside the PLMN trust domain. CAPIF-2e reference point is detailed in subclause 6.4.5 of this specification;

c.
CAPIF-3, which exists between the API exposing function and the CAPIF core function. CAPIF-3 reference point is detailed in subclause 6.4.6 of this specification;

d.
CAPIF-4,
which exists between the API publishing function and the CAPIF core function. CAPIF-4 reference point is detailed in subclause 6.4.7 of this specification;

e.
CAPIF-5, which exists between the API management function and the CAPIF core function. CAPIF-5 reference point is detailed in subclause 6.4.8 of this specification; 

X.3
API invoker 
To communicate with CAPIF core function and API exposing function in order to invoke APIs, the application acting as API invoker shall:

1.
implement the API invoker functional entity. The functional capabilities of the API exposing function are listed in subclause 6.3.4 of this specification;
2.
support the following reference points between the functional entities:

a.
CAPIF-1, which exists between an API invoker within the PLMN trust domain and the CAPIF core function. CAPIF-1 reference point is detailed in subclause 6.4.2 of this specification;

b.
CAPIF-1e, which exists between the API invoker which is outside the PLMN trust domain and the CAPIF core function. CAPIF-1e reference point is detailed in subclause 6.4.3 of this specification;

c.
CAPIF-2, which exists between an API invoker which is within the PLMN trust domain and the API exposing function. CAPIF-2 reference point is detailed in subclause 6.4.4 of this specification;

d.
CAPIF-2e, which exists between an API invoker which is outside the PLMN trust domain and the API exposing function. CAPIF-2e reference point is detailed in subclause 6.4.5 of this specification;

X.4
CAPIF functionalities
API providers and API invokers shall utilize the following CAPIF functionalities, as required:

1.
Publishing service APIs: the API provider shall utilize the API publishing function over CAPIF-4 reference point to publish the service APIs on the CAPIF core function, as specified in subclause 8.2 of this specification;

2.
Discovering service APIs: the API invoker shall discover the service APIs over CAPIF-1/CAPIF-1e reference points, as specified in subclause 8.3 of this specification;

3.
API event subscription and notification: the API invoker shall subscribe to and receive service API event notifications over CAPIF-2/CAPIF-2e reference points, as specified in subclause 8.4 of this specification;

4.
Authenticating with CAPIF: the API invoker shall authenticate itself over CAPIF-2/CAPIF-2e reference points, as specified in subclause 8.5 of this specification;

5.
Authorizing with CAPIF: the API invoker shall obtain service API authorization over CAPIF-2/CAPIF-2e reference points, as specified in subclause 8.6 of this specification;

6.
Topology hiding:
the API provider, to hide the topology shall utilize the API exposing function over CAPIF-3 reference point, as specified in subclause 8.7 of this specification;

7.
Authenticating the API invoker prior to service API invocation: the API provider, to authenticate the API invoker prior to the service API invocation, shall utilize the API exposing function over CAPIF-2/CAPIF-2e and CAPIF-3, as specified in subclause 8.8 of this specification;

8.
Authenticating the API invoker upon the service API invocation: the API provider, to authenticate the API invoker upon invocation of the service APIs, shall utilize the API exposing function over CAPIF-2/CAPIF-2e and CAPIF-3, as specified in subclause 8.9 of this specification;

9.
Authorizing API invoker:  the API provider, to authorize the API invoker to access the service APIs, shall utilize API exposing function over CAPIF-2/CAPIF-2e and CAPIF-3, as specified in subclause 8.10 of this specification;
10.
Access control: the API provider, to control the access of the service API by the API invoker based on policy or usage limits, shall 

-
utilize API exposing function over CAPIF-2/CAPIF-2e and CAPIF-3, as specified in subclause 8.11 of this specification; or

-
in a cascaded deployment, utilize API exposing functions over CAPIF-2/CAPIF-2e, as specified in subclause 8.12 of this specification;
11.
Logging service: the API provider, to maintain the log of the API invocations at CAPIF core function for services such as charging, invocation history, shall utilize API exposing function over CAPIF-3, as specified in subclause 8.13 of this specification;

12.
Charging service: the API provider, to facilitate charging of the API invocations, shall utilize API exposing function over CAPIF-3, as specified in subclause 8.14 of this specification;

13.
Service monitoring: the API provider, to facilitate monitoring such as API invoker's ID and IP address, shall utilize API management function over CAPIF-5, as specified in subclause 8.15 of this specification;

14.
Auditing: the API provider, for auditing, shall utilize API management function over CAPIF-5, as specified in subclause 8.16 of this specification;
[image: image1.jpg]Y




