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1. Introduction
This pCR adds clarifies that either LMR E2EE and/or MC media encryption or both can be used with any type of interworking call.
2. Reason for Change
The present version of TS 23.283 gives several examples of interworking call setups in clauses 10.3 and 10.4 but only one example of encryption being used (where MC media encryption is used). Thus it is not immediately obvious that encryption can be used for all types of calls and that the encryption can be E2EE (if transcoding is not used) or MC media encryption or both.

It is proposed to explain this in the "general" clause 10.3.3.1 concerning group call and in a new clause concerning private calls.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.283 V0.2.0. 
* * * First change * * * *

10.3.3.1
General
The subclauses 10.3.3.2 and 10.3.3.3 describe the group call setup between MCPTT system and LMR system on an interworking group defined in the MCPTT system. The subclauses 10.3.3.4 and 10.3.3.5 describe the group call setup between MCPTT system and LMR system on an interworking group defined in the LMR system.The LMR users are presented in this interworking group as MCPTT IDs or MCPTT group ID linked to the LMR system. Group calls may use MC media encryption between the IWF and the MCPTT clients as described in 3GPP TS 33.180 [10]. A call setup that requests the use of an LMR vocoder can request the use of E2EE. When E2EE is requested the calling and called parties must have previously been provisioned with the appropriate LMR encryption keys. MC media encryption can be applied to a media stream that has already been encrypted with LMR E2EE techniques.
* * * Second change * * * *

10.4.X
Encryption of private calls

Private calls may use MC media encryption (see TS 33.180 [10]) between the IWF and the MCPTT client. A call setup that requests the use of an LMR vocoder can request the use of E2EE. When E2EE is requested the calling and called parties must have previously been provisioned with the appropriate LMR encryption keys. MC media encryption can be applied to a media stream that has already been encrypted with LMR E2EE techniques.
* * * End of changes * * * *

