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1. Introduction
This contribution is proposed to merge the step 4 to step 8, and step 5 to step9 in figure 10.4.3-1. 
2. Reason for Change
The step 4 and step 5 are the failure case of the private call request, which are optional.
3. Conclusions
4. Proposal

It is proposed to agree the following changes to 3GPP .TS 23.283 v0.1.0.
* * * First Change * * * *

10.4.3
Private call setup in manual commencement mode
10.4.3.1 MCPTT user is initiating an MCPTT private call

In this procedure, an MCPTT user is initiating an MCPTT private call (manual commencement mode) for communicating with an LMR user via an IWF, with or without floor control enabled. 

In figure 10.4.3.1-1, an MCPTT client initiates establishment of an MCPTT private call with an LMR user. 
Pre-conditions:

1.
The calling MCPTT user has selected manual commencement mode for the call. 
2.
The MCPTT client is registered to the MCPTT service, as per procedure in subclause 10.2 in 3GPP TS 23.379 [7].
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Figure 10.4.3.1-1: Private call setup in manual commencement mode – initiated by an MCPTT user
1.
The MCPTT user at the MCPTT client would like to initiate an MCPTT private call. The MCPTT client sends an MCPTT private call request towards the MCPTT server. The MCPTT private call request contains:

-
the MCPTT ID corresponding to the called LMR user and an SDP offer containing one or more media types; 
-
the encryption algorithm;

-
the encryption mode (encrypted or not)

-
an indication that the MCPTT client is requesting the floor;

-
requested commencement mode (manual in this case); and

-
an indication of whether the call is to be full or half duplex (whether to establish floor control).

Editor's note:
The need for the encryption algorithm parameter is FFS.

2.
The MCPTT server checks whether the MCPTT user at the MCPTT client is authorized to initiate the private call. If the IWF private call request is requesting manual commencement mode then the MCPTT server also checks whether the MCPTT user at the MCPTT client is authorized to initiate a call in manual commencement mode.

3.
If authorized, the MCPTT server sends the IWF private call request towards the IWF, including the original parameters with possible modification to the listed media types.
4.
If the IWF modifies any parameters, the IWF sends an IWF private call response to the MCPTT server, which may indicate alternative values, and the IWF should not proceed with the call setup (the scenario will either restart from step 1 or will be abandoned by the MCPTT client). The call is restarted because the steps to continue with a new set of parameters from the calling party is the same as the steps above, starting with step 1, which is to essentially restart the call.
5. 
The MCPTT server forwards the MCPTT private call response to the MCPTT client. If the result parameter indicates failure, the MCPTT client may abandon the call. If the parameters in the MCPTT private call response have changed and are acceptable to the MCPTT client, then the MCPTT client can send a new MCPTT private call request with the new parameters to the MCPTT server and behaves according to those parameters. The calling user may be notified of the change in parameters, for example, that the call is to be without floor control. The calling user may choose to end the call rather than continue with the new parameters.
6.
The receiving IWF sends an IWF ringing to the MCPTT server while waiting for the call to be accepted.

7.
The MCPTT server forwards the MCPTT ringing to the MCPTT client. The MCPTT client may indicate to the MCPTT user that the LMR user has been notified, e.g. by producing ringback audio.

8.
Once the call has been accepted by the called user, the IWF sends an IWF private call response to the MCPTT server.

9.
The MCPTT server forwards the MCPTT private call response to the MCPTT client. The MCPTT client may indicate to the MCPTT user that the call is connected, e.g. by stopping the ringback audio.
10.
The MCPTT client has successfully established media plane for communication to the IWF. The MCPTT system initiating the call is responsible of granting the foor and solving the competing floor requets, e.g. floor revoked indication. 
Editor's note:
Information flows between the MCPTT client and the MCPTT server may need to be enhanced in existing specifications to add new parameters.
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