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1. Introduction
CAPIF TS skeleton includes clause for adding procedures and information flows. This pCR is proposing to include procedure and information flows for discovering service APIs. The baseline proposal used for this subclause is from "7.2.2
Solution 2: Discover service APIs" in TR 23.722.
	7.2.2
Solution 2: Discover service APIs

7.2.2.1
Solution description

The following solution corresponds to the key issue on discover service APIs specified in subclause 5.1.

Figure 7.2.2.1-1 illustrates the solution for discover service APIs.

The service API discovery mechanism is supported by the CAPIF core functions.
Pre-conditions:

1.
API invoker is onboarded and has received an API invoker identity.

2.
The CAPIF core functions is configured with a discovery policy information for API invoker(s). The policy may be based on API invoker’s role (E.g. administrator, guest, application developer).
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Figure 7.2.2.1-1: Solution 2 – Discover service APIs
1.
The API invoker sends a service API discover request to the CAPIF core functions. It includes the API invoker identity, and may include query information. The query information may include the details of the required service API (e.g. service type, communication type, interfaces, protocols).

2.
Upon receiving the service API discover request, the CAPIF core functions verifies the identity of the API invoker (via authentication). The CAPIF core functions retrieves the stored service API(s) information from the CAPIF core functions (API registry) as per the query information in the service API discover request. Further, the CAPIF core function applies the discovery policy and performs filtering of service APIs information retrieved from the CAPIF core functions (API registry).
3.
The CAPIF core functions sends a service API discover response to the API invoker with the list of service API information for which the API invoker has the required authorization.
7.2.2.2
Solution evaluation

This is the only solution that enables the discovery of service APIs by the API invokers.

This solution will be considered for Release 15 normative work.


2. Reason for Change
Proposal to include procedure and information flows for discovering service APIs.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.222 V0.0.0.
* * * First Change * * * *

8.x
Discover service APIs

8.x.1
General
The following procedure in this subclause corresponds to the architectural requirements on discover service APIs.

8.x.2
Information flows
8.x.2.1
Service API discover request

Table 8.x.2.1-1 describes the information flow Service API discover request from the API invoker to the CAPIF core functions.

Table 8.x.2.1-1: Service API discover request
	Information element
	Status
	Description

	API invoker ID
	M
	Identity of the API invoker discovering service APIs 

	API URL
	M
	URL of the API for discovering service APIs

	API invoker role
	M
	API invoker's role is administrator or guest or application developer

	Query information
	O
	Details of the required service API (e.g. API type, interfaces, protocols)


8.x.2.2
Service API discover response
Table 8.x.2.2-1 describes the information flow Service API discover response from the CAPIF core functions to the API invoker.

Table 8.x.2.2-1: Service API discover response
	Information element
	Status
	Description

	API invoker ID
	M
	Identity of the API invoker discovering service APIs 

	Result
	M
	List of service APIs corresponding to the request, including API description such as API name, API type, interface details (e.g. IP address, port number, URI), protocols, version, data format


8.x.3
Procedure

Figure 8.x.3-1 illustrates the procedure for discover service APIs.

The service API discovery mechanism is supported by the CAPIF core functions.
Pre-conditions:

1.
API invoker is onboarded and has received an API invoker identity.

2.
The CAPIF core functions is configured with a discovery policy information for API invoker(s). The policy may be based on API invoker’s role (E.g. administrator, guest, application developer).
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Figure 8.x.3-1: Discover service APIs
1.
The API invoker shall send a service API discover request to the CAPIF core functions. It includes the API invoker identity, and may include query information. The query information may include the details of the required service API (e.g. service type, communication type, interfaces, protocols).

2.
Upon receiving the service API discover request, the CAPIF core functions verifies the identity of the API invoker (via authentication). The CAPIF core functions retrieves the stored service API(s) information from the CAPIF core functions (API registry) as per the query information in the service API discover request. Further, the CAPIF core function applies the discovery policy and performs filtering of service APIs information retrieved from the CAPIF core functions (API registry).
3.
The CAPIF core functions shall send a service API discover response to the API invoker with the list of service API information for which the API invoker has the required authorization.
* * * Next Change * * * *
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