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1. Introduction
This contribution proposes CAPIF architectural requirements related to protocol design
2. Reason for Change
According to the study of CAPIF in 3GPP TR 23.722 the architectural requirements related to protocol design were agreed to be moved to normative phase. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.222 v0.0.0.
* * * First Change * * * *

4
Architectural requirements
Editor's note:
Add architectural requirements here.

4.11
Protocol design requirements

4.11.1
General

In order for the CAPIF to be common across all present and future API invokers for various usages and purposes, a minimum common protocol stack model should be defined so that all API invokers that use the common-framework-based API need to support only one and the same set of protocols, e.g. security layer protocol(s).

4.11.2
Requirements
[AR-4.11.2-a] The CAPIF shall define a minimum common protocol stack model common for all API implementations to be based on.

[AR-4.11.2-b] The CAPIF shall define a common protocol security model for all API implementations to provide confidentiality and integrity protection.

NOTE:
The protocol definition for API framework is within the stage 3 scope. HTTP/TLS (HTTPS) is one example that has been specified in other API work done by other 3GPP WGs, such as 3GPP TS 29.155 [5] and 3GPP TS 29.201 [7].
* * * End Change * * * *

