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Abstract: This discussion paper discuss on the Layer-2 group ID for public safety regarding new group creation. 
1. Back groound
In public safety, only the group member can discover and communicate with each other. To support Prose directionommunication in off-network group communication, the mapping of MC service group ID and Prose Layer-2 Group ID is pre-configured at group management server and MC service UE. The NOTE 2 in subclause 10.6.3.3 of TS 23.379 clarify the usage of the mapping relationship.
NOTE 2:
By using the ProSe Layer-2 Group ID mapping with the MCPTT group ID, ProSe layer ensures that the messages sent for the corresponding MCPTT group are only received by its group's members.
SA6 has agreed that the retrieval mechanism of the off-network information (ProSe Group IP multicast address and ProSe Layer-2 Group ID) from ProSe function to group management server is out of scope of SA6.
2. Discussion

In TS 23.203, the information for Prose direct discovery and communication is either pre-configured by DPF or 3rd party public safety provider application server. 
Currently in mission critical service, it is the GMS delivers the group document to the GMC including the mapping of MC service group ID, Prose Layer-2 Group ID and ProSe group IP multicast address. There are two ways for the 3rd party public safety provider application server to acquire the Prose Layer-2 Group ID:


-
Manual mode with human participation. The 3rd party public safety provider requests the Prose Layer-2 Group IDs from the PLMN operators, and configures them to the GMS. So when creating a new group, the GMS can select one layer-2 group ID for this group. This solution brings much burden to manage the layer-2 group id resource both for the 3rd party public safety provider and the PLMN operators especially when running out of layer-2 group IDs.


-
Automatic mode with standardized reference: In this way, the GMS contacts and asks the DPF to allocate the Prose layer-2 ID(s) at any time, e.g., when creating a new group, or requesting Prose layer-2 ID(s) for reservation for future group creation operations.

Another possible way indicated in TS 23.203 is the DPF pre-configures the mapping information to the UE. However, before the group is created, DPF has no means to know the membership of each UE, so DPF cannot pre-configure the information. There maybe two possible ways for DPF to deliver this mapping information to group members:


-
DPF Push: GMS sends the MC service group ID and the member list to DPF. DPF allocates a Layer-2 Group ID to MC service group ID, and sends the mapping information of MC service group ID and Prose Layer-2 Group ID to the UEs within the group via PC3 reference point.

-
UE Pull: After receiving the group document from GMS, the UEs within the group request
However, neither the standardized procedure for the 3rd application server to acquire Layer-2 group from DPF, nor the standardized procedure for the UE to get the mapping from DPF is specified in TS 23.203.
3. Conclusions
In public safety, a flexible mechanism of configuring the mapping information of MC service group ID and Prose Layer-2 Group ID is needed.
4. Proposal

It is proposed to discuss the potential issues with layer-2 group ID used for public safety, and send LS to SA2 for further clarifications and solutions.
