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1. Introduction
This pCR proposes a solution for the binding of MBMS subchannel information (IP address and port number) to TMGIs, to be used in monitoring for incoming traffic and packet delivery.
2. Reason for Change
Section 6 of TR 23.792 collects proposed solutions for adoption in the API. The proposed solution in this pCR enables the processing by the MC service Client of MBMS bearer announcement messages, Map/Unmap Group To Bearer Message and delivery of packets. 
3. Proposal
It is proposed to agree to inclusion in the TR 23.792.


[bookmark: _Toc488760253][bookmark: _Toc469901507][bookmark: _Toc488760251][bookmark: _Toc488941279]				**** First Change ****
[bookmark: _Toc488760261][bookmark: _Toc488941285]6.x	<Solution X> MC service Client MBMS bearer binding
[bookmark: _Toc488760262][bookmark: _Toc488941286]6.x.1	Solution description
[bookmark: _Toc488760263][bookmark: _Toc488941287]Editor’s note: the exact names of the methods, parameters and error codes, the naming conventions, the data types and the comprehensive identification of errors are FFS.
This solution is intended for the processing of the MBMS bearer announcement message as it refers to the binding of the application control channel to a designated general purpose MBMS subchannel and the processing of the Map Group To Bearer and Unmap Group To Bearer messages as they refer to the binding of the group related traffic to a specific MBMS bearer. The following methods are being defined:
Method name: bindSubchannelToBearer_req
Direction: from MC service Client
Input parameters: requestId, registrationId, listOfBearers, IPaddress, PortNumber
Action: Once the values for the IPaddress (either IPv4 or IPv6) and the PortNumber become known to the MC service Client, it invokes this method, providing a list of MBMS bearers (identified via the TMGI) where incoming packets can be expected.  

Method name: bindSubchannelToBearer_resp
Direction: to MC service Client
Output parameters: requestId, listOfBearers, resultCode 
Action: The parameter listOfBearers is the same or a subset of the list provided in the request, and indicates the list of the TMGIs where packets may arrive. 

Method name: unbindSubchannelToBearer_req
Direction: from MC service Client
Input parameters: requestId, registrationId, listOfBearers, IPaddress, PortNumber
Action: Arriving packets with the specified IPaddress (either IPv4 or IPv6) and the PortNumber on the MBMS bearers indicated by the listOfBearers may no longer be accepted by the MC service Client.  

Method name: unbindSubchannelToBearer_resp
Direction: to MC service Client
Output parameters: requestId, resultCode 
Action: Arriving packets identified in the request will no longer be accepted by the MC service Client. The resultCode, if provided is for information only. 

Method name: packetReceived
Direction: to MC service Client
Output parameters: requestId, timestamp, IPaddress, PortNumber, TMGI, packet, resultCode
Action: This method reports the arrival of a new packet. The requestId corresponds to the most recently sent binding request identifying the IPaddress, PortNumber and TMGI where the packet was expected and received. The timestamp (in tens of milliseconds) corresponds to the time when the packet was received.   

6.x.2	Solution evaluation
The methods defined for subscription and notification to bearer events are non-blocking, allowing the MC service Client to continue performing its other functions while waiting. The methods are oriented towards processing a list of bearers, following the MBMS bearer announcement  and Map/Unmap Group To Bearer functional models.  
The defined methods are straight forward and meet the requirements for mission critical functionality.
**** End of Changes ****

