Page 1



3GPP TSG-SA WG6 Meeting #19
S6-171151
Dubrovnik, Croatia, 9th – 13th October 2017
(revision of S6-17xxxx)

	CR-Form-v11.2

	CHANGE REQUEST

	

	
	23.280
	CR
	0079
	rev
	-
	Current version:
	15.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Architecture requirements for migration

	
	

	Source to WG:
	BlackBerry UK Limited, Motorola Solutions

	Source to TSG:
	S6

	
	

	Work item code:
	MCSMI
	
	Date:
	2017-09-22

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	The MC service migration feature requires additional architectural requirements on MC systems in order for it to work.

	
	

	Summary of change:
	Addition of new architectural requirements, and associated definitions, for the support of MC service migration.

	
	

	Consequences if not approved:
	MC service migration will not work.

	
	

	Clauses affected:
	3.1, 5.2.Y (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	The contents of this CR should be implemented into TS 23.280 after implementation of the CR 23.280‑0081 (architectural requirements for interconnection). However, the contents of that CR and this CR are not dependent upon each other.


* * * First Change * * * *

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Active MC service user profile: The MC service user profile that is currently used by an MC service client of an MC service user while receiving MC service.

Location: The current physical location of the MC service UE.
MC service: A generic name for any one of the three mission critical services: either MCPTT, or MCVideo, or MCData. 

MC service affiliated group member: An MC service user who has indicated an interest in a particular MC service group and has been accepted to participate in MC service group communication for that MC service group.
MC service client: A generic name for the client application function of a specific MC service. MC service client could be replaced by MCPTT client, or MCVideo client, or MCData client depending on the context.

MC service group: A defined set of MC service users with associated communication dispositions (e.g. media restrictions, default priority and commencement directions) configured for the use with one or more MC services.

MC service group affiliation: A mechanism by which an MC service user's MC service(s) communication interest in one or more MC service groups is determined.
MC service group call: A mechanism by which an MC service user can make a one-to-many MC service(s) transmission to other users that are members of MC service group(s).

MC service group de-affiliation: A mechanism by which an MC service user's MC service(s) communication interest in one or more MC service groups is removed.

MC service group home system: The mission critical system where the MC service group is defined.
MC service group host MC service server: The MC service server within a mission critical system which provides centralised support for a particular MC service of an MC service group defined in a MC service group home system.
MC service group member: An MC service user, whose MC service ID is listed in a particular MC service group.
MC service ID: A generic name for the user ID of a mission critical user within a specific MC service. MC service ID could be replaced by MCPTT ID, or MCVideo ID, or MCData ID depending on the context.

MC service server: A generic name for the server application function of a specific MC service. MC service server could be replaced by MCPTT server, MCVideo server, or MCData server depending on the context.

MC service user: An authorized user, who can use an MC service UE to participate in one or more MC services.

MC service user profile: The set of information associated to an MC service user that allows that user to employ one or more MC services in a given role and from a given MC service UE.
MC service UE: A UE that can be used to participate in one or more MC services.
MC user: A user, identified by an MC ID, who, after authorization, obtains mission critical service(s).
Migration: A means for an MCPTT user to obtain MCPTT service directly from a partner MCPTT system.

Mission critical system: The collection of applications, services, and enabling capabilities required to provide a single mission critical service or multiple mission critical services to one or more mission critical organizations.
Partner MCPTT System: Allied MC system that provides MC Services to an MC service user based on the MC service user profiles that are defined in the primary MC system of that MC service user.
Pre-selected MC service user profile: The MC service user profile that is to be selected as the active MC service user profile through configuration, and applicable for an authenticated MC service user upon MC service authorization.

Primary MCPTT System: MC system where the MC service user profiles of an MC service user are defined.
Selected MC service user profile: The MC service user profile that is to be selected as the active MC service user profile for an MC service upon request by an MC service user.
For the purposes of the present document, the following terms given in 3GPP TS 22.280 [3] apply

Mission Critical
Mission Critical Applications

Mission Critical Organization

Mission Critical Service
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5
Assumptions and architectural requirements
...
5.2
Architectural requirements
...
5.2.Y
Migration

5.2.Y.1
General

MC service interconnection needs to be provided between MC systems that wish to provide migration of their MC service users.
Migration of MC service users between any two MC systems can be on a bilateral or unilateral basis.

NOTE:
Whether migration is bilateral or unilateral between any two MC systems is left to business agreements between the two MC service providers, and is outside the scope of the present document.

During migration of an MC service user to a partner MC system, media of the MC service user's calls may need to be routed to the MC service user's primary MC system e.g. for logging purposes.

5.2.Y.2
PLMN utilisation
Migrated MC service users should utilise the HPLMN of the partner MC system to access MC services in the partner MC system, however, utilising the HPLMN of the primary MC system is not precluded.

NOTE 1:
The above recommendation ensures the security policy of the partner MC system is not compromised, the expected QCIs are used on the RAN, and ensures service‑level delay requirements are consistently met (which are especially at risk when the HPLMN of the primary MC system and HPLMN of the partner MC system are far apart from a geographical point of view).

NOTE 2:
Whether the HPLMN of partner MC systems or the HPLMN of the primary MC system is used to access MC services in partner MC systems is left to business agreements between MC service providers, and is outside the scope of the present document.

MC service users enabled for migration shall be provisioned with configuration that specifies which PLMNs may be used to migrate to different MC systems.

If the HPLMN of a partner MC system is different from the HPLMN of the primary MC system (i.e. migrating MC service users roam onto the HPLMN of the partner MC system), then:

-
EPC‑level roaming (see subclause 5.2.2) is needed between the HPLMN of the primary MC system and HPLMN of the partner MC system;

-
the HPLMN of the partner MC system needs to enable local break-out for the APNs specified in subclause 5.2.7 that identify the PDNs of the partner MC system; and

-
the EPS subscriptions of the HPLMN of the primary MC system utilised by the MC service users who are allowed to migrate to the partner MC system need to be provisioned with, and local break-out enabled for, the APNs specified in subclause 5.2.7 that identify the PDNs of the partner MC system.

If the HPLMN of the partner MC system and the HPLMN of the primary MC system are the same (i.e. migrating MC service users continue to use the HPLMN of their primary MC system), then:

-
the EPS subscriptions of the HPLMN of the primary MC system utilised by the MC service users who are allowed to migrate to the partner MC system need to be provisioned with the APNs specified in subclause 5.2.7 that identify the PDNs of the partner MC system.

NOTE 4:
Provisioning of APNs in all of the above includes provisioning of any needed access credentials e.g. PAP, CHAP.

5.2.Y.3
SIP core / IMS utilisation
Migrated MC service users should utilise the SIP core / IMS of the partner MC system.

NOTE 1:
The above recommendation ensures the security policy of the partner MC system is not compromised and ensures service‑level delay requirements are consistently met (which are especially at risk when the SIP core / IMS of the primary MC system and the SIP core / IMS of the partner MC system are far apart from a geographical point of view).

Where connectivity and security policies allow, the same SIP core / IMS can be utilised to connect to the primary MC system and one or more partner MC systems.

NOTE 2:
Whether the same SIP core / IMS can be utilised to connect to the primary MC system and a partner MC system is left to business agreements between MC service providers, and is outside the scope of the present document.
For each partner MC system, MC service UEs of MC service users enabled for migration shall be provisioned with:

-
configuration that controls whether the MC service UE shall connect to the SIP core / IMS of the primary MC system or a different SIP core / IMS (i.e. SIP core / IMS of the partner MC system); and

-
where a different SIP core / IMS to the primary MC system's SIP core / IMS is to be connected to then the MC service UE shall also be configured with:

-
configuration required for the MC service UE to access the SIP core / IMS; and

-
credentials required for the MC service UE to register with the SIP core / IMS.

Editor's note: It is FFS how the MC service UE connects to the SIP core / IMS of the partner MC system to access MC services in the partner MC system.

