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Hereafter some notes on SA6 related topics at TSG SA#77 (13-15 September 2017). More detailed report can be found in Draft Report of TSG SA meeting #77 at www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_77/Report/.


SA6 status report to SA#77

SP-170677 was presented and noted. 
Some discussion took place on whether the CAPIF related WID (Common API Framework for 3GPP Northbound APIs) will include 5G requirements. 
Some discussion also on CAPIF TR 23.722 being sent for one-stop approval (i.e. not first sent to SA for information) while submitted very late after the SA submission deadline, which do not give enough time to interested companies to check contents of the TR.


CR packs

All SA6 agreed CRs were block approved:
SP-170678,Rel-14 CRs to TS 23.379 for MCImp-eMCPTT
SP-170679,Rel-14 CRs to TS 23.280 for MCImp-MC_ARCH
SP-170680,Rel-14 CRs to TS 23.281 for MCImp-MCVideo
SP-170681,Rel-14 CRs to TS 23.282 for MCImp-MCData
SP-170682,Rel-15 CR to TS 23.282 for eMCData
SP-170683,Rel-15 CRs to TS 23.280, TS 23.281 for eMCVideo
SP-170684,Rel-15 CRs to TS 23.280 for MCSMI
SP-170685,Rel-15 CRs to TS 23.282, TS 23.379 for MCCI


New SA6 work items

1. MONASTERY_ARCH (Application Architecture for the Mobile Communication System for Railways (stage 2)) work item was approved in SP-170756.
1. CAPIF (Common API Framework for 3GPP Northbound APIs) work item proposal (SP-170757) was revised to SP-170798 and approved. In the objectives part it is clarified that the work is about northbound APIs. It is also clarified that the common API framework applies to both EPS and 5GS, and is independent of the underlying 3GPP access (e.g. LTE, NR). More supporting companies were also listed.




Revised SA6 work items

1. MBMS_MCservices (MBMS usage for mission critical communication services) revised WID (move of completion date to December 2017) was approved (SP-170686).


Study items:

1. FS_FRMCS_ARCH: TR 23.790 was presented for information to SA (SP-170754) and noted.
1. FS_CAPIF: TR 23.722 was presented for approval (SP-170755). It was noted that this TR is sent for one-stop approval and was submitted late after the document deadline. It was decided to only note the TR at this SA meeting, to allow companies more time to check TR contents before approving it. It was clarified that this would not mean that the normative WID and TS work cannot start. It was felt that in general 3GPP should not encourage such late submission of documents for one-stop approval. TR 23.722 will need to be submitted again for approval to SA#78 (20-22 December 2017). No further work is expected in SA6 on CAPIF TR.


Rel-14 Mission Critical Communications work progress in other WGs

· SA3 (see SA3 report in SP-170633)
1. TS 33.180 "Security of the Mission Critical Service" is now 100% complete.
· CT WGs (see CT Chairman's report in SP-170794)
· Rel-14 MC Services work nearly completed in CT WGs.
· Still open security related issues will be resolved until December 2017.


Rel-15 Mission Critical Communications work progress in other WGs

· SA1 (see SA1 report in SP-170688)
1. SA1 work item for Mobile Communication for Railways (MONASTERY) is formally 100% complete (see revised WID approved in SP-170697).
· SA3 (see SA3 report in SP-170633)
1. TR 33.880 "Study on Mission Critical Security Enhancements" is now 70% complete. 
1. Mission Critical Security Enhancements work has not started, SA3 awaiting SA6 progress.
· SA4 (see SA4 report in SP-170599)
1. TR 26.881 "FEC for MC Services" is 15% complete.
· CT WGs (see CT Chairman's report in SP-170794)
1. New WID on Protocol enhancements for Mission Critical Services was approved (CP-172145).
1. New WID on enhancement for Mission Critical Push-to-Talk was approved (CP-172030).
1. New WID on enhancement for Mission Critical Data was approved (CP-172146).
1. New work item on Enhancements to Mission Critical Video – CT aspects was approved (CP-172147).




Rel-16 Mission Critical Communications work progress in other WGs

· SA1 (see SA1 report in SP-170688)
1. FS_FRMCS2 (Future Railway Mobile Communication System 2) is now 20% complete. Target completion date moved one quarter back to SA#80 (June 2018).
1. MONASTERY2 (Mobile Communication System for Railways 2): No progress on normative requirements, focus was on FS_FRMCS2 work. Target completion date moved one quarter back to SA#80 (June 2018).
1. FS_MARCOM (Maritime Communication Services over 3GPP system) is now 35% complete. 


Renaming of Stage 1 MC TSs (5G and mission Critical aspects)

SA#77 discussed renaming stage 1 TSs for mission critical services. 
· One aspect is related to the unnecessary restriction of current specifications to LTE, see company contribution in SP-170709 (SyncTechno, BMWi, FirstNet, Home Office, MoI, The Police of the Netherlands), which is related to a discussion in SA6#18 and LS from SA6 on renaming the title of 3GPP TS 23.283 (SP-170630). It was agreed in principle to broaden the applicability of MC specs to (specific) additional 3GPP accesses beyond “LTE”. It was recommended that interested parties propose study items and work items in SA1, to consider how to support MC services using 3GPP accesses other than LTE.
· Another aspect is related to whether MC services specifications apply beyond "Mission Critical". It was recommended that consideration of renaming proposals start at SA1 #80. SA will consider SA1 results and other inputs at SA 78.
· For more details, please refer to Mission Critical (MC) Specification Way Forward proposal which was endorsed in SP-170812.

· Note after SA#77: 
These topics will be on SA1#80 (27 November – 1 December 2017, Reno, Nevada, US) agenda. SA1 Chairman will schedule these discussions in an evening session or an early morning session, so that interested SA6 delegates can possibly attend.


API related work progress in other WGs

· NAPS work is now complete in SA2.
· NAPS work (4G + 5G) is in progress in CT3, see CT Chairman's report in SP-170794 for stage 3 implementation choices and technical details.
· New SA3 WID for Northbound APIs Security for SCEF - SCS/AS Interworking (NAPS_Sec) was approved in SP-170635.


V2X application aspects

SA discussed incoming LS from 5GAA WG4 on Cellular-V2X application layer protocols, facility layer, and security use cases and requirements (SP-170758) and a related company contribution (SP-170761, Huawei). A reply LS to 5GAA WG4 was approved (SP-170803), it is copied to SA1 and SA6.




Releases planning

· Rel‑15 (aka "5G phase 1"):
-	Stage 1 freeze: June 2017
-	Stage 2 freeze: December 2017
-	Stage 3 5G Non-Stand Alone (NSA) Radio freeze: December 2017
-	Stage 3 (other aspects) freeze: June 2018
-	ASN-1 freeze: Sept 2018 (milestone: 5G NR NSA by Mar. 2018)
· Due to the demanding timeline of Rel-15, it is seen as an essential necessity by CT that the timelines agreed for Rel-15 are strictly kept by all SA WGs.

· Tentative dates for Rel‑16 (aka "5G phase 2"):
-	Stage 1 freeze: Dec 2018
-	Stage 2 freeze: June 2019
-	Stage 3 freeze: Dec 2019
-	ASN-1 freeze: Mar 2020


Work item summaries

· The available work item summaries were block endorsed. 
· Summaries have been provided by SA6 Rapporteurs for Rel-14 work items MCImp-eMCData (SP-170752), MCImp-MC_ARCH (SP-170766) and MCImp-MCVideo (SP-170767).
· Summary for Rel-14 MCImp-eMCPTT has not been provided yet.
· TR 21.914 "Release 14 Description; Summary of Rel-14 Work Items" contains the description for all Rel-14 features. See latest version at http://www.3gpp.org/ftp/Specs/latest-drafts/.
· Template for work item summaries is available in the annex of TR 21.914, and also at www.3gpp.org/ftp/Information/All_Templates/WI_summary_Template.zip


Others

Check-in at meetings (see MCC report in SP-170711):
· "At the June 2017 TSG plenaries, we noticed a disturbing tendency for delegates to check in on behalf of other delegates, having acquired those delegates' tokens. Following discussions during the meetings and in the margins, MCC was tasked to investigate the circumstances behind these check-ins of doubtful validity."
· "As a conclusion to this exercise, we request delegates to abide by the following points:
·  do NOT check in on behalf of any other delegate, even a colleague;
·  keep your meeting check-in token available for use at meetings – the token and the address of the page on the meeting server is given to you in the acknowledgment message sent to you automatically when you successfully register for the meeting;
·  if your company’s IT policy means you cannot access your emails while away from base, copy and paste the URL and token from the registration acknowledgment message into a text or rich text file and save it locally on your PC where you can get at it.
·  if your company’s IT policy means that you cannot connect to the local server (normally the private network address 10.10.10.10) at all, then ask your company to make an exception for the PC you bring to 3GPP meetings! (or use your own, private, PC / phone / tablet).
·  if all the above fail, see the meeting secretary in person during the meeting and ask him to arrange for a manual check-in by MCC. Do this during the meeting."
