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1. Introduction
This contribution proposes the CAPIF deployment models
2. Reason for Change
The functional model deployment is captured in 3GPP TR 23.722. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.222 v0.0.0.
* * * First Change * * * *

7
Application of functional model to deployments
Editor's note:
Describe deployment scenarios that the functional model can be applied in different situations.

7.1
General

The CAPIF deployments in centralized and distributed models are described in subclause 7.2 and subclause 7. 3. The CAPIF deployment models shown are not exhaustive and do not provide the representation for the following API provider functions:

-
API publishing function; and

-
API management function.

The above API provider functions can be further deployed in centralized and distributed manner as determined by the PLMN operator.

7.2
Option 1 – Centralized deployment

The CAPIF can be deployed centrally as illustrated in the figure 7.2-1.
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Figure 7.2-1: Centralized deployment of CAPIF

In centralized deployment, the CAPIF core and the API exposing function are co-located. The API invoker can interact independently with the CAPIF core and the API exposing function including the service APIs. The CAPIF appears as a gateway for all API invoker interactions. The API invoker obtains the service API information and its entry point details from the CAPIF core via CAPIF-1. The service communication point of entry for the service API is the API exposing function which also applies any access control or policy control to the internal interactions between the API invoker and the service API in coordination with the CAPIF core.

NOTE:
The API invoker can be outside the PLMN trust domain and will access the CAPIF via CAPIF-1e and CAPIF-2e instead of CAPIF-1 and CAPIF-2.

7.3
Option 2 – Distributed deployment
The CAPIF can be deployed in a distributed manner illustrated in the figure 7.3-1.
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Figure 7.3-1: Distributed deployment of the CAPIF

The API invoker can interact independently with the CAPIF core and the API exposing function including the service APIs. In this deployment, API exposing function appears as an agent for all service API invocations from the API invoker. The API invoker obtains the service API information and its entry point details from the CAPIF core via CAPIF-1 interface. The first point of entry for the service API is the API exposing function during API invocation. The API exposing function acts as agent for service API applying any access control or policy control to the interactions between the API invoker and the service API in coordination with the CAPIF core via CAPIF-3 interface.

The CAPIF can be deployed by splitting the functionality of the API exposing function among multiple API exposing function entities, of which one acts as the entry point. The CAPIF deployment with cascading API exposing functions is as illustrated in the figure 7.3-2.
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Figure 7.3-2: Distributed deployment of the CAPIF with cascading API exposing functions
In this deployment option, the API exposing function can have several instances like AEF-1, AEF-2 and AEF-3 which can be assigned with different roles. The roles for each API exposing function are decided by the operator. In this illustration, the API exposing functions AEF-2 and AEF-3 provide service APIs for service X and service Y respectively. The API exposing function AEF-1 provides the service communication entry point to the service APIs for service X APIs and service Y APIs. The API exposing function AEF-1 for instance can hide the topology of service X APIs and service Y APIs from the API invoker. The API exposing function AEF-1 also applies any access control or policy control to the interactions between the API invoker and service X APIs and between the API invoker and service Y APIs, in coordination with the CAPIF core using CAPIF-3. 

The CAPIF core and the API exposing function AEF-1 can be co-located. The API invoker interacts with the CAPIF core via CAPIF-1. The API invoker interacts with service (X&Y) APIs on API exposing function AEF-1 via CAPIF-2. The API exposing function AEF-1 forwards the invocation of the service X API or service Y API from the API invoker to the API exposing functions AEF-2 or AEF-3 respectively via CAPIF-2. The API messages are forwarded via CAPIF-2 in the interactions between API exposing functions. The API invoker cannot directly interact with service X APIs and service Y APIs provided by API exposing functions AEF-2 and AEF-3 respectively.

Different splits of responsibility are possible. In another example illustrated in figure 7.3-3, the API exposing function AEF-1 could provide topology hiding for API exposing functions AEF-2 and AEF-3, plus access control for AEF-3. The API exposing function AEF-2 would provide its own access control, interacting with the CAPIF core via CAPIF-3.
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Figure 7.3-3: Another example of distributed deployment of the CAPIF with cascading API exposing functions

NOTE:
The API invoker can be outside the PLMN trust domain and will access the CAPIF via CAPIF-1e and CAPIF-2e instead of CAPIF-1 and CAPIF-2.

* * * End Change * * * *
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