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1. Introduction
This pCR provides a number of functional requirements based on current and envisioned functionality . 
2. Reason for Change
Section 4.1 of TR 23.792 defines requirements in order to drive the design of the API.
3. Proposal
It is proposed to agree to inclusion in the TR 23.792.


				**** First Change ****
[bookmark: _Toc488760242][bookmark: _Toc488941270]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.282: "Mission Critical Data services over LTE".
[3]	3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".
[4]	3GPP TS 23.282: "Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2".
[x]	3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control; Protocol Specification".
[y]	3GPP TS 24.380: "Mission Critical Push To Talk (MCPTT) media plane control; Protocol Specification".
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[bookmark: _Toc488760246][bookmark: _Toc488941274][bookmark: _Toc469901499]4	Requirements and reference model
[bookmark: _Toc488760247][bookmark: _Toc488941275]4.1	Functional requirements
Editor’s note: functional requirements in this section are derived from key issues or based on existing specifications regarding the use of MBMS for mission critical services.
[MBMSAPI-FR-1] The MC MBMS API shall support registration and de-registration of MC service applications, for the use of MBMS services on the UE.
[MBMSAPI-FR-2] The MC MBMS API shall support rapid switching of traffic without data loss between an MBMS bearer and another MBMS bearer or unicast bearer within the area of coverage of the bearers.
[MBMSAPI-FR-3] The MC MBMS API shall support rapid switching of traffic with minimal data loss between an MBMS bearer and another MBMS bearer at the boundary of their respective areas of coverage.
[MBMSAPI-FR-4] The MC MBMS API shall support subscription of the MC service Client to notifications for multiple MBMS-related events and the delivery of notifications for the occurrences of each event. 
NOTE:	MBMS-related events may include detection of appearance or disappearence of certain MBMS bearers, entry or exit of various MBMS service areas, changes in the quality of the reception of an MBMS bearer, etc.
[MBMSAPI-FR-5] The MC MBMS API shall support the immediate delivery of traffic packets received on the MBMS bearers in the order received by the UE, regardless of the MBMS bearer on which they were received.   
[MBMSAPI-FR-6] Invocations of the MC MBMS API functions shall be non-blocking for the MC service Client, such that it is able to handle rapidly a potentially large number of simultaneous events and/or incoming traffic packets. 
[MBMSAPI-FR-7] The MC MBMS API shall support quick binding and unbinding  of MBMS subchannels to MBMS bearers, to enable the delivery of traffic from the same group on different MBMS bearers at different times.  
NOTE:	MBMS subchannels are defined in 3GPP TS 24.379 [x]. In 3GPP TS 24.380 [y] the Map Group To Bearer and Unmap Group To Bearer messages indicate the association of the MBMS subchannel to a particular MBMS bearer.
[MBMSAPI-FR-8] The MC MBMS API shall support the security model defined for Mission Critical services and applications, including  respecting the trust domain boundaries and ensuring the confidentiality and  protection of the security keys.
NOTE:	In practice, the MC MBMS API allows the transfer of encrypted traffic packets to the MC service client and disallows the transfer of keys and security parameters outside the MC service ckient.
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