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Abstract: The present paper reviews the Release 14 MCData SDS provisions and finds serious shortcomings in  the way individual messages are identified with specific applications and application protocols. It concludes by proposing ways to correct the problem in Release 15.
1.
Introduction

The present document looks at requirements and possible methods for implementing an "application type identifier" in MCData short data service (SDS) messages. The Release 14 MCData stage 2 [1] and stage 3 [2] specifications do not adequately support the use of application type identifiers. It is proposed to provide this important feature in MCData Release 15. 

2.
Requirements

The Release 14 MCData stage 1 specification [3] includes the following requirements on SDSs (emphasis by author):
[R-5.2.2-004] The MCData SDS shall provide the option to include a content payload of at least [1000] characters of 8 bit text or [500] characters of 16 bit text or [250] characters of 32 bit text and the necessary character encoding information (for example to identify alphabet used). 

[R-5.2.2-006] The MCData SDS shall provide the option to include a content payload of at least [1000] bytes of binary data to be used by a local running application and the necessary addressing detail to identify the intended application.
[R-5.2.2-012] The MCData SDS shall provide the option to add a field indicating location of the sending user/UE. 
[R-5.2.2-013] The MCData SDS shall allow empty messages including only a field indicating location of the sending user/UE.
[R-5.2.3-001] SDS content received in a UE, addressed to a known local application that is not yet running shall cause the UE to start the local application and pass the content to the application. This could be used to start an application and pass to it the initial data.

[R-7.1-001] Interworking between the MCData SDS and TETRA Short Data Service [5] shall be supported.

The Release 14 MCData stage 2 specification [1] clause 5.3 then adds the following additional requirement (emphasis by author):

… The supported message types shall include text, binary, or hyperlinks. Multiple message types may be interleaved within in a single message payload. The payload shall support indication of location information of the sending MCData user.  …
Clause 6.5.1 [ibid] gives the following examples of SDS data:
- information pertaining to applications e.g. health parameters of MCData user for situational awareness application; 

- information pertaining to enhanced status service; 

- text or URL data between MCData users; 

- application data (e.g. health parameters) to the MCData user; 

- location information (independent or along with user or application provided data); 

- command instructions to invoke certain operations on the MCData UE e.g. invoking UE specific applications; and 

- application plane identities for the MCData user and MCData application.
The intention is clear: an MCData SDS can carry multiple messages, and each message needs to be associated with an "application type identifier" that allows the MCData client to route each individual message to its intended application within, or connected to, the client. Thus, a single MCData message could carry a sequence of: simple text message, enhanced status message, health parameters message, a location information message. Each message requires its own application type identifier that identifies both the destination application and the protocol used inside the message.
3.
Application addressing in the present versions of the MCData standards
The Release 14 MCData stage 2 specification [1] clause 7.4.2.1 (and 9 other clauses) contains the following SDS information flow table:
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending data

	MCData ID
	M
	The identity of the MCData user towards which the data is sent

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition Type
	O
	Indicates the disposition type expected from the receiver (i.e., delivered or read or both)

	Payload Destination Type
	M
	Indicates whether the SDS payload is for application consumption or MCData user consumption

	Payload
	M
	SDS content


The Release 14 MCData stage 3 specification [3] clause 15.2.1.2 gives the following SDS SIGNALLING PAYLOAD message:

Clause 15.1.2.1 [ibid.] defines the SDS SIGNALLING PAYLOAD message content as:

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	SDS signalling payload message identity
	Message type
15.2.2
	M
	V
	1

	
	Date and time
	Date and time
15.2.8
	M
	V
	5

	
	Conversation ID
	Conversation ID
15.2.9
	M
	V
	16

	
	Message ID
	Message ID
15.2.10
	M
	V
	16

	21
	InReplyTo message ID
	InReplyTo message ID
15.2.11
	O
	TV
	17

	22
	Application ID
	Application ID

15.2.7
	O
	TV
	2

	8-
	SDS disposition request type
	SDS disposition request type
15.2.3
	O
	TV
	1


where the application ID is defined in clause 15.2.7 as:

The purpose of the Application ID information element is to uniquely identify the application for which the payload is intended. 

	8
	7
	6
	5
	4
	3
	2
	1
	

	Application ID IEI
	octet1

	Application ID value
	octet 2


and

	Application ID value (octet 1)

The Application ID contains a number that uniquely identifies the destination application.


Clause 15.1.4.1 [ibid.] defines the DATA PAYLOAD message content as:

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Data payload message identity
	Message type
15.2.2
	M
	V
	1

	
	Number of payloads
	Number of payloads
15.2.12
	M
	V
	1

	78
	Payload
	Payload

15.2.7
	O
	TLV-E
	3-x



NOTE:
The Number of payloads IE dictates the number of Payload IEs that are included in the message by the sender.
The payload is defined in clause 15.2.13[ibid.] as:

	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload IEI
	octet 1

	Length of Payload contents
	octet 2

	
	octet 3

	
	octet 4

	Payload contents
	

	
	octet n


The payload contents is defined as:
	8
	7
	6
	5
	4
	3
	2
	1
	

	Payload content type
	octet 4

	
	octet 5

	Payload data
	

	
	octet n


The Payload content type is defined as
	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	TEXT

	0
	0
	0
	0
	0
	0
	1
	0
	
	BINARY

	0
	0
	0
	0
	0
	0
	1
	1
	
	HYPERLINKS

	0
	0
	0
	0
	0
	1
	0
	0
	
	FILEURL

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.


The Release 14 MCData stage 3 specification [3] clause 6.2.2.1 says:

When generating an SDS SIGNALLING PAYLOAD message as specified in subclause 15.1.2, the MCData client:

…
6)
if the SDS message is for user consumption, shall not include an Application ID IE as specified in subclause 15.2.7;

7)
if the SDS message is intended for an application on the terminating MCData client, shall include an Application ID IE with a Application ID value representing the intended application as specified in subclause 15.2.7;

NOTE:
The value chosen for the Application ID value is decided by the mission critical organisation.

4.
What have we got in Release 14?

In Stage 2 we have a "Payload Destination Type" that indicates whether the SDS payload is for application consumption or MCData user consumption, and appears to apply to the whole payload, including all of its multiple messages.
This is not in any requirement. And what does user consumption even mean? All SDS messages go to MCData client applications, and it is then the job of the application to decide what to do with the message e.g. if a text message application: to display the message instantly or not, alert the user or not, store the message, discard the message etc. We see no value in the present "Payload Destination Type"!

The stage 3 SDS SIGNALLING PAYLOAD includes an 8‑bit "Application ID" that uniquely identifies the application for which the entire payload is intended. Unfortunately, this is not correct, because we need a separate application type identifier for each message in the payload. It also states that if the SDS message is for user consumption, the application ID shall not be included.
The stage 3 DATA PAYLOAD allows for multiple messages inside the SDS payload and each message contains a "payload content type" which can indicate text, binary, hyperlink or file URL. It is not quite clear what this is supposed to do – presumably if there is no application ID specified for the messages, the MCData client knows to display text (but when?) open a browser (immediately?) or give the user a binary message… If there is an application type identifier, the format of the message can be application specific (e.g. a text message application could specify that it sends and receives displayable text in UTF-8 format). This "payload content type" should not be present.
The present stage 2 and stage 3 specifications do not allow an MCData SDS client to route each of the multiple messages in an MCData SDS to a separate application and they do not allow sensible handling of messages intended for "user consumption". In particular, they do not satisfy requirement [R-5.2.2-012] : "the MCData SDS shall provide the option to add a field indicating location of the sending user/UE". 
5.
What can we do in Release 15?

The ideal solution would be as follows:
In stage 2 clause 7.4.2.1 (and fourteen other places), delete the payload destination type and add a note under the relevant SDS information tables saying the payload contains an application type identifier for each of its contained messages.

In stage 3 clause 15.1.2.1, delete the "Application ID" from the table.

In stage 3 clause 15.2.14, replace "Payload content type" by "Application type identifier".

In stage 3 clause 6.2.2.1, replace the note saying " The value chosen for the Application ID value is decided by the mission critical organisation" by a note saying the "Certain values of the application type identifier will be specified by 3GPP", or something similar. 
NOTE:
The application type identifier values could include "simple text message" (the simple text message application would know how and when to display a string of UTF‑8 characters), "location information", "health parameters", "enhanced status", "camera control", etc. etc. The format of the payload data following the application type identifier will be specific to the application. Organisations wishing to develop SDS applications would apply to 3GPP for an application type identifier value. There could also be a requirement for proprietary applications where an organisation applies to 3GPP for a new application type identifier value and develops a proprietary format and protocol for the payload data. If we stick with an 8-bit field for the application type identifier, one value (e.g. 0 or 255) should be reserved for future extensions. The MCData client should skip over messages with unknown application type identifiers.
The corrections for Release 15 are straightforward, but achieving them might not be so easy. For example:
-
Can SA6 agree to removal of the present "Payload destination type" (or are there some backward compatibility issues)?

-
How do we ask CT1 to correct the stage 3 aspects? Would it suffice to include a note about application type identifiers in the Release 15 stage 2 specifications, or do we need to write a liaison statement to CT1?
One thing seems clear. The Release 14 specification does not work.  We cannot simply convert the stage 2 "payload destination type" into "application type identifier" because the SDS payload can contain multiple messages. It would be possible to include a list of application identifiers in the stage 2 specification, but it is much more direct to include an application identifier in each message in the SDS payload.
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