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1. Introduction
The TR lists the following gaps in key issue #7-1. This contribution addresses the following highlighted gaps.

1.
Mapping of emergency calls and actions between systems. Emergency behaviours between systems may not be compatible. For example:

a.
Pre-emption may be allowed in one system, but not allowed in the other;
b.
Cancellation of the emergency on one system may require a deliberate action, while it may be automatic on another system (e.g. based on a timer); and,
c.
Emergency operation when Dynamic Regrouping is active has significant special processing differences in North American LMR systems.

2.
Configuration of the default emergency group may be different on one system versus the other.

3.
Similar gaps for group call and unit identities as described in subclauses 5.4, 5.5 and 5.1.1 of the present document.

4.
Emergency cancellation: trust – What should the trust relationship be between the legacy LMR system and the MCPTT system? Particularly, should each believe that the other has done an acceptable job of verifying that the user tearing down the emergency is in fact authorized to do so, or does there need to be some kind of end-to-end authentication/authorization?
5.
Emergency private call is supported in MCPTT and TETRA, but not in P25.
6.
In North American LMR systems, the system can be optionally configured to track, or not track, the group emergency over the air interface. Tracking means that all users of the group will have emergency priority when transmitting until the emergency condition is over; not tracking means only the UE with the emergency condition has emergency priority when transmitting.
7.
In TETRA, some emergency call features are customizable, such as who receives the call and who is authorized to end the call.

8.
TETRA may convey location information for emergency calls and alerts, using the LIP (Location Information Protocol). For TETRA seamless management of location information during emergencies will be a high priority requirement.
For gap 1a: for LMR systems where a user cannot be pre-empted, the IWF identifies the audio as losing audio to the system. A new solution for losing audio is needed. In this solution, authorized users (e.g. dispatchers) can add an affiliation parameter specifying that they'd like to receive losing audio for the group. The LMR audio is only identified as such as long as it's being pre-empted. When the pre-emption begins, the audio is identified as losing, when the pre-emption is done, the audio is no longer identified as losing and may resume being transmitted to the group. It's up to the IWF to handle the winning audio, or not. A new user profile item will be required to identify users who are authorized to affiliate to losing audio.
For gap 1b: emergencies in MCPTT are cancelled manually by an authorized MCPTT user. For LMR implementations that cancel emergencies automatically, the IWF implementations shall, based upon local policy, either convert automatic cancellations so that they behave as if the cancellation comes from an authorized (LMR) user or block automatic cancellations from reaching IWF-1 entirely. 

For gap 2: In MCPTT, the user's profile determines whether an emergency is raised on the user's currently selected group or on a configured default emergency group. It's up to the IWF and the legacy system to which it is connected to determine what group the emergency is raised on and whether an alert is also sent when the emergency is raised. All emergency behavior by the IWF on behalf of its users mapped to MCPTT shall comply with TS 23.379 defined behaviors. The implementation shall ensure that emergency related parameters of a group or private call are adhered to. For example, an MC group must be configured in the MC group managment system for emergency alerts in order for an emergency alert to be sent on it. This can be enforced through proper configuration of both LMR and MCPTT systems or can be enforced at run time by the IWF. If a system is configured to raise emergencies on a default emergency group, consideration must be given to configure this default emergency group, or not, for interworking.  
For gap 3: identities are handled for emergency calls in the same way they are for group calls as illustrated in solution #3-4.

For gap 4: each LMR user that is expected to interact with the MCPTT system must be given a corresponding MCPTT user ID in the MCPTT system, as described in solution #1-1, so that the MCPTT system is able to identify the user. Actions by the LMR user, such as clearing an emergency on a group that’s mapped to an MCPTT group, will be checked for authorization by the MCPTT server against the user’s profile in the MC group management system.
For gap 5: an emergency private call to an LMR user will have emergency priority for the portion of the call transported in the MCPTT system and the LTE EPS but will not receive priority on the LMR system in systems that do not support emergency private calls. 
For gap 6: the MCPTT system tracks the emergency state of every group. In interworked LMR systems that do not track the emergency state of groups, only a UE in emergency state will be given emergency priority on the LMR system when talking. For any user talking on an emergency group, the portion of the call transported by the MCPTT system will receive emergency priority. 
2. Reason for Change
To fill the gaps in the TR.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782.
* * * First Change * * * *

6.8
Prioritization and pre-emption


6.8.1
Solution #7-1: Emergency calls
6.8.1.1
General
This subclause addresses the following gaps from key issue #7-1: Emergency calls: 1a, 1b, 2, 3, 4, 5 and 6.
6.8.1.2
Description
6.8.1.2.1
Emergency call procedure
Figure 6.8.1.2.1-1 shows the procedure for an emergency call initiated by a user in the LMR system. The figure is based upon the figure for emergency calls in TS 23.379 [x], subclause 10.6.2.6.1.1. This scenario assumes that the LMR group is mapped at the IWF to an interworking group defined in the MCPTT system. Key issue #7-1, gap 3 is addressed in the scenario.
NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 1 and MCPTT client 2 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The initiating LMR user is a member of an LMR group that corresponds to an interworking group defined in the MCPTT system.
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Figure 6.8.1.2.1-1: Emergency group call

1.
An LMR user initiates an emergency group call. The IWF maps the LMR group to an MCPTT group.
2.
The IWF sends an MCPTT emergency group call request including a MCPTT group ID to the MCPTT server hosting the MCPTT group. The request contains an indication of the MCPTT emergency. The MCPTT server records the MCPTT identity of the LMR user that initiated the MCPTT emergency group call until the MCPTT emergency is cancelled. Once an MCPTT emergency call has been initiated, the MCPTT group is considered to be in an in-progress emergency state until cancelled. The IWF may indicate in its request that an MCPTT emergency alert is to be sent when initiating an MCPTT emergency group call.

3.
The MCPTT server implicitly affiliates the MCPTT ID of the LMR user to the MCPTT emergency group if the user is not already affiliated. 

4.
MCPTT server checks whether the MCPTT ID of the LMR user authorized for initiation of MCPTT emergency calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

5.
The MCPTT server configures the priority of the underlying bearers for all MCPTT participants in the MCPTT group. IWF actions for priority are out of scope of the present document.
NOTE 2:
Successive calls during the MCPTT group's in-progress emergency state will all receive the adjusted bearer priority.

6.
MCPTT server sends the MCPTT emergency group call request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of the in-progress emergency. The request contains an indication of an MCPTT emergency alert if the request from the originator indicated MCPTT emergency alert.

7.
MCPTT users are notified of the incoming MCPTT group call.

8.
The receiving MCPTT clients send the MCPTT emergency group call response to the MCPTT server to acknowledge the MCPTT emergency group call request. For a multicast call, these acknowledgements are not sent.
9.
The MCPTT server sends the MCPTT emergency group call response to the MCPTT ID of the LMR user via the IWF to inform of the successful MCPTT emergency call establishment.
NOTE 3:
How the LMR group members are called within the LMR system is outside the scope of the present document.

NOTE 4:
Step 9 can occur at any time following step 5, and prior to step 12 depending on the conditions to proceed with the call.

10.
The LMR user via the IWF, MCPTT client 2 and MCPTT client 3 have successfully established media plane for communication. 
6.8.1.2.2
Emergency cancel
The emergency cancel process follows the "MCPTT emergency group call cancel" procedure define in TS 23.379 [x] with exceptions described here:
-
Emergency cancel notifications are sent to group members on the LMR system via the IWF.
-
For LMR implementations that cancel emergencies automatically, the IWF implementations shall, based upon local policy, either convert automatic cancellations so that they behave as if the cancellation comes from an authorized (LMR) user or block automatic cancellations from reaching IWF-1 entirely. This item addresses key issue #7-1, gap 1b.

-
In the case of an interworking group, where the group might not have all LMR group members in its configuration, each LMR user that is expected to interact with the MCPTT system must be given a corresponding MCPTT user ID in the MCPTT system, as described in solution #1-1. This enables the MCPTT system to identify the user and authorize the user's actions (such as emergency cancel) against the user's profile. This item addresses key issue #7-1, gap 4.
6.8.1.2.3
Imminent peril calls
For LMR systems that do not support imminent peril, imminent peril calls may be propagated into the LMR system by the IWF as normal group calls or the IWF may reject imminent peril calls. 
6.8.1.2.4
Losing audio
For LMR systems where a user cannot be pre-empted, the IWF identifies the audio as losing audio to the system. Solution #X-1 in sub-clause 6.5.x applies to key issue #7-1, gap 1a.
6.8.1.2.5
Default emergency group 
In MCPTT, the user's profile determines whether an emergency is raised on the user's currently selected group or on a configured default emergency group. It's up to the IWF and the legacy system to which it is connected to determine what group the emergency is raised on and whether an alert is also sent when the emergency is raised. All emergency behavior by the IWF on behalf of its users mapped to MCPTT shall comply with behaviors defined in 3GPP TS 23.379 [x]. The implementation shall ensure that emergency related parameters of a group or private call are adhered to. For example, an MC service group must be configured in the MC sevice group managment system for emergency alerts in order for an emergency alert to be sent on it. This can be enforced through proper configuration of both LMR and MCPTT systems or can be enforced at run time by the IWF. If a system is configured to raise emergencies on a default emergency group, consideration must be given to configure this default emergency group for interworking so that LMR users can participate in emergencies. This item addresses key issue #7-1, gap 2.

6.8.1.2.6
Emergency private call 
An emergency private call to an LMR user will have emergency priority for the portion of the call transported in the MCPTT system and the LTE EPS but will not receive priority on the LMR system in systems that do not support emergency private calls. This item addresses key issue #7-1, gap 5.
6.8.1.2.7
LMR systems that do not track group emergencies 
The MCPTT system tracks the emergency state of every group. In interworked LMR systems that do not track the emergency state of groups, only a UE in emergency state will be given emergency priority on the LMR system when talking. For any user talking on an emergency group, the portion of the call transported by the MCPTT system will receive emergency priority. This item addresses key issue #7-1, gap 6.
6.8.1.3
Impacts on existing nodes and functionality

The MCPTT emergency call request and response messaging and media plane may need modification so that each message and media packet is sent only once to the IWF and not for every affiliated LMR group member behind the IWF.

6.8.1.4
Solution evaluation

This solution provides a means of originating and receiving emergency group calls to and from LMR users via the IWF. 
* * * Second Change * * * *
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