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1. Introduction
This contribution is proposed the solution to key issue#6-2 group linking.
2. Reason for Change
For the problems listed in key issue#6-2, the following analyses are provided:

1)
How to identify the linked group in MCPTT system.
In MCPTT system, it is possible to identify the linked group by extending MCPTT group ID, or by including new attributes into group information to indicate the special group type. The latter do not affect existing MCPTT and provide more flexibility.
2)
How to create link relationship among separate group in each system?
The link relationship can be either statically configured by adminstrator, or dynamically created by authorized users (e.g., dispatcher) when needed. Both static and dynamic group linking shall be supported.

3)
Where to store and maintain the linking relationship ?
Either GMS or IWF can create and maintain the group linking relationship. If GMS excutes the operation, then GMS will :

a.
create and store the group linking relationship including group IDs and role;

a.
indicate the the MCPTT group is linked to a LMR group;

b.
indicate the controlling role or participating role of the MCPTT group;

c. 
notify MCPTT server about that the MCPTT group is being linked and its role; and

e.
notify IWF about the linking relationgship.

If IWF excutes the operation, then IWF will 

a.
create and store the group linking relationship including group IDs and role;

b.
notify GMS that that the MCPTT group is being linked and its role;
c.
GMS will update the MCPTT group information; and

d.
GMS will notify it to MCPTT server as defined in TS 23.280. 

Obviously,  GMS excuting the operation is more simple and mostly reuses existing procedures.

4)
How to determine the controlling group among the linked groups?
Since the group are managed seperately in different systems, a controlling group is needed for the group call control and floor control. The controlling role and participating role should be determined when the linking relationship is created. Also, the controlling role and pariticipating role should be specified in the group configuration data.
3. Conclusions and proposal

It is proposed to agree the following changes to 3GPP TR 23.782 v0.5.2.
* * * First Change * * * *

6.7.X
Solution #6-X: Group linking

6.7.X.1
Description

Group linking can be created through statically configured by the administrator or dynamically created by authorized user (e.g., dispatcher) when needed. The MCPTT group configuration data should be extended to include linked group indication and the controlling/participating role indication.
Figure 6.7.X.1-1 illustrates the high level procedure of dynamic group linking.

Pre-conditions:

-
The LMR group to be linked has been configured at the authorized user.
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Figure 6.7.X.1-1: Dynamic group linking 
1.
The authorized user would like to link MCPTT group with a LMR group. The group management client sends group link request to the group management server. The requesting user identity, group identities to be linked and the role of each group are included.

2.
The group management server checks whether the requesting user is authorized to perform group linking with the requesting groups. If successful, group management server creates the group linking relationship, and includes the linked group indication and its role in the MCPTT group information. If multiple group linkings for one MCPTT group is allowed, an identity for each group linking is created. Else any identity of the linked groups can be used as the group linking identity.
3.
The group management server returns a group link response to the group management client.
4.
The group management server sends group link notification to IWF including the group linking relationship and the roles of linked group.

5.
IWF stores the group linking relationship and the roles of linked groups.

6.
The group management server sends the group link notification to MCPTT server including the group linked group indication and its role, which can be used for group call over the linked group later.
7.
The MCPTT server updates group information with the receiving information.
8.
The group management server notifies the MCPTT group members about the group linking.
Figure 6.7.X.1-2 illustrates the high level procedure of dynamic group linking cancel.

Pre-conditions:

-
The MCPTT group and the LMR group have been linked via group linking procedure.
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Figure 6.7.X.1-2: Dynamic group linking cancel 
1.
The authorized user would like to cancel the group linking between the MCPTT group and the LMR group. The group management client sends group link cancel request to the group management server. The identity of requesting user, MCPTT group ID are included.

2.
Group management server checks whether the requesting user is authorized to perform group linking cancel operation with the requesting groups. If successful, the group management server removes the group linking relationship and the related information from the group information.
3.
The group management server returns a group link cancel response to group management client.
4.
The group management server sends group link cancel notification to IWF.

5.
The IWF removes the group linking relationship, and notifies the LMR system.

6.
The group management server sends group link cancel notification to MCPTT server.

7.
The MCPTT server removes the group linking related information from the group information.
8.
The group management server notifies the MCPTT group members about the group linking cancel.
6.7.X.2
Impacts on existing nodes and functionality
New procedures are needed between the group management server and IWF.
The linked group indication, the linked LMR group and the controlling or partcipating role of the MCPTT group shall be stored in the GMS and notified to the MCPTT server. If multiple group linkings for one MCPTT group is allowed, an identity for each group linking is needed. The controlling role of the linked group is used to determine the controlling system.
6.7.X.3
Solution evaluation

The solution provides new procedures to support the static group linking, dynamic group linking and dynamic group linking cancel. The attributes of linked group indication and the controlling/pariticipating role are introduced to the group information, which will be used in later group call procedure. The solution provides another option to achieve interworking group call, and avoids dispersion of group data and user data as far as possible.
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