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Introduction
This contribution discusses the existing relevant 3GPP specs on API work that has been or currently being done by various WGs, and summarises key points of each of them. Based on it, it proposes a few pCRs to the TR.

This discussion is motivated by one of the objectives as stated in the SID in SP-170279 (yellow highlighted text).

	[quote from SP-170279]

4
Objective

The Stage 2 objectives for this study are the following:

1. Seek to identify architecture requirements for a common API framework for use by northbound entities, including the list of common aspects in coordination with relevant SA WGs:
- identity management of northbound entities

- security, including (mutual) authentication and authorization of northbound entities

- configuration and access control policy enforcement

- registration and discovery of APIs

- event subscription/notification and API usage models 

- aspects relevant to interactions between the framework and functional APIs (e.g. pre-emption, priority, QoS, etc.)

2. Investigate existing API frameworks (with respective to Objective 1) outside 3GPP e.g. OMA Net APIs, ETSI MEC, identifying any gaps, for potential re-use and harmonization of API development efforts across SDOs. The investigation will also encompass study of existing 3GPP API work e.g. xMB (SA4/CT3).
3. Study common northbound API framework architecture aspects and associated components to support objectives 1) and 2), and identify recommendations for normative work.

4. Identify common northbound API development guidelines and associated architecture requirements to enable consistency across multiple APIs on stage 2 level e.g. definitions, documentation.

Work already ongoing in 3GPP e.g. xMB (SA4/CT3), SCEF APIs (SA2), 5G service-based architecture, etc., shall NOT be delayed by this work and shall follow the already agreed completion dates.

NOTE1: Requirements from external organizations e.g. oneM2M, GSMA, will be taken into consideration.

NOTE2: The scope of this study will be limited to developing an API framework for 3GPP northbound APIs. Any other 3GPP API related activity is outside its scope. 

NOTE3: Stage 3 aspects of northbound APIs such as data types, naming conventions, fault definitions, namespaces, protocol selection, encoding will be in the domain of CT.


In S6-170074 (”Discussion paper on common API framework for 3GPP developed functions”, Samsung) in SA6 #15 (Jeju, Korea), the followings were identified as previous work that has been done by other WGs related to API specification within 3GPP:

	[quote from S6-170074]

· SA4 has defined MBMS Transport Protocol and API (TRAPI) between an application and the UE MBMS Client in order to provide 3GPP MBMS User services (point-to-multipoint service) in 3GPP TS 26.347. SA4 is also defining API for the interface between MBMS service provider and BM-SC (xMB) by modelling the application components at BM-SC based on 3GPP TR 26.981.
· SA WG2 is responsible for the Stage 2 updates required for the Service Capability Exposure Function (SCEF) functionalities and information flows in 3GPP TS 23.682. The SCEF is the key entity within the 3GPP architecture for service capability exposure that provides a means to securely expose the services and capabilities provided by 3GPP network interfaces and protocols. 
· CT3 has defined Stage 3 for Representational State Transfer (REST) protocol-based St reference point, which is used to provision the traffic steering control information to the TSSF from the PCRF in 3GPP TS 29.155. CT3 also defined Representational State Transfer (REST) reference point, which is used to exchange application level session information between the Protocol Converter (PC) and the Application Function (AF) in 3GPP TS 29.201.
· SA6 has identified the need to enable external applications to securely access and use mission critical services, based on SA1 requirements in 3GPP TS 22.280.


Although the scope of the present FS_CAPIF SI is independent from the work already done in other WGs, it’s important to study them and take them into account for gap analysis purpose for this SI. 

Discussion

This section discusses details of the existing specs mentioned above.

1. SA4: MBMS Transport Protocol and API (TRAPI) (TS 26.347)
TS 26.347: “Multimedia Broadcast/Multicast Service (MBMS); Application Programming Interface and URL” (v.14.0.0, 2017-03)
This TS defines the API between the MBMS client and MBMS-aware application in the UE. MBMS Client vendors can implement this API and URL to simplify the integration of MBMS User Services (introduction clause, clause 1).
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TS 26.347 fig. 4.1-1 End-to-end Architecture for Application Service Providers using MBMS for Delivery
The TS defines set of APIs for 3 services (subclause 4.3):

a. File Delivery Application User Service

b. DASH Application User Service

c. MBMS RTP Streaming User Service
File Delivery Application User Service has the following 20 methods defined (subclause 6.2.3):
1. Registration

2. File Delivery Application Service Registration Response

3. Getting information on available File Delivery Application Services

4. Establishing the location where files are stored for an application

5. Updating the registered service classes

6. Start File Delivery Capture

7. File Available Notification

8. File Delivery Application Service De-registration

9. File Download Failure Notification

10. File List Available Notification

11. Getting the List of Available Files

12. Stop File Delivery Capture

13. Getting the list of outstanding fileURIs being captured

14. Notification on state change for files

15. Getting the state on file(s) received or being received

16. Notification of updates to the service definition

17. Notification of File Delivery Application Service errors

18. Notification on storage limitations

19.
Notification on storage access issues

20. Checking the version for File Delivery Application Service interface
DASH Application User Service has the following 12 methods defined (subclause 6.3.3):

1. Registration

2. DASH Streaming Application Service Registration Response

3. Getting information on available DASH Streaming Application Services

4. Updating the registered service classes

5. Updating the Streaming Service List

6. Start DASH Streaming Service

7. Notification that DASH Streaming for a Service has started

8. Stop DASH Streaming Service

9. DASH Streaming Application Service De-registration

10. Notification that DASH Streaming for a Service has stalled

11. Notification of DASH Streaming Application Service errors

12. Checking the version for DASH Streaming Application Service interface

MBMS RTP Streaming User Service has the following 12 methods defined (subclause 6.4.3):

1. Registration

2. MBMS RTP streaming delivery Service Registration Response

3. Getting information on available MBMS RTP streaming delivery Services

4. Updating the registered service classes

5. Updating the RTP Service List

6. Start MBMS RTP streaming delivery Service

7. Notification that MBMS RTP streaming delivery Service has started

8. Stop MBMS RTP streaming delivery Service

9. MBMS RTP streaming delivery Service De-registration

10. Notification that MBMS RTP streaming delivery Service has stalled

11. Notification of MBMS RTP streaming delivery Service errors

12. Checking the version for MBMS RTP streaming delivery Service interface

Annex B in the TS contains the Interface Definition Language (IDL) for MBMS-API. IDL is a standard language for defining functions and method interfaces. IDL's data types and definitions are both language-neutral and platform-neutral (subclause A.2.1).
2. SA4: API for the interface between MBMS service provider and BM-SC (xMB) (TR 26.981)
TR 26.981: “MBMS Extensions for Provisioning and Content Ingestion” (v14.0.0, 2017-03)

According to the introduction clause, this TR intends to “identify key functionality of an interface from external application service/content providers to the BM-SC for provisioning and content ingestion in order to leverage all delivery methods and procedures through the interface.”
This TR captures 5 use cases (clause 4) and describes corresponding provisioning and ingestion procedures (clause 5). They are mainly related to TV broadcast delivery over MBMS.

UC 1: Live Video from multiple cameras angles into a stadium

UC 2: Nation-Wide TV channels

UC 3: VOD prepositioning

UC 4: Software Update

UC 5: TV Program Guide update delivery

It also looks into existing protocols for provisioning interface (i.e. API) in clause 7

1)
Hypertext Transfer Protocol (HTTP)

2)
Diameter

3)
EXtensible Markup Language (XML)

4)
Representational State Transfer (REST)

5)
Simple Object Access Protocol (SOAP)

As the conclusion, it recommends to use RESTful API and OAI as the modelling language for RESTful API.

	[Quote from Clause 8 Conclusion]

…

It is recommended RESTful APIs to provide the interface specification for the interface. The benefits of RESTful APIs outweigh the complexities of other protocols. RESTful APIs not only simplify the interface specification, but also simplifies implementation tasks and has lesser overhead compared to other protocols. 

It is recommended to use OAI (formerly known as Swagger) as modelling language for RESTful APIs.


3. SA2: SCEF to expose the services and capabilities provided by 3GPP network interfaces and protocols (TS 23.682)
TS 23.682: “Architecture enhancements to facilitate communications with packet data networks and applications” (v.15.0.0, 2017-03)
The SA2 NAPS WI (Northbound APIs for SCEF – SCS/AS Interworking) is in progress with 10% completion rate as of today. oneM2M defines API requirements which is used by SA2 as input upon doing this WI. Liason between SA2 and oneM2M is on-going.
4. CT3: Representational State Transfer (REST) protocol-based St reference point (TS 29.155)
TS 29.155: “Traffic steering control; Representational state transfer (REST) over St reference point” (v14.1.0, 2017-03)

This is a stage 3 TS that defines the St reference point between PCRF and Traffic Steering Support Function (TSSF) (clause 1).

St reference point is based on REST protocol-based interface for the PCRF to provision the traffic steering control information to the TSSF for the IP-CAN session.  It is based on JSON / HTTP / TCP. The PCRF uses HTTP methods (POST, PUT, GET, PATCH, DELETE) to create, query, modify, remove to manage the session/resource for traffic steering control information to the TSSF (clause 4). To secure the communication, NDS/IP network layer security or HTTPS (HTTP/TLS) transport layer security is used (clause 6).

The protocol stack diagram (Fig.5.1.1) is shown below.  RESTful HTTP is used and JSON carries the session information (subclause 5.3).

The discovery of TSSF (TSSF URI) is done by pre-configuation in PCRF (subclause 5.5).
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TS 29.155, fig. 5.1.1 Protocol stack of the RESTful St reference point
5. CT3: Representational State Transfer (REST) reference point between the Application Function (AF) and the Protocol Converter (PC) (TS 29.201)
TS 29.201: “Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC)” (v14.0.0, 2016-12)
This is a stage 3 TS that defines the reference point between AF and PC in order for the AF to communicate with PCRF. The AF runs applications that communicates with PCRF to obtain PCC information for traffic plane resources (subclause 4.2, 4.3). 

The interface to PCRF (Rx) is Diameter based. If the AF uses RESTful based API, then a protocol converter (PC) is needed to translate the protocols in the middle.  The PCRF and PC can be located within the VPLMN/HPLMN; the AF can be located in the same PLMN with the PC or in 3rd party network attached to that PLMN (subclause 4.2, 4.3). Figure 4.2-1 (REST-Rx reference model) is quoted below:
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TS 29.201 fig. 4.2.1 The REST-Rx reference model
PCC procedure over RESTful reference point (REST-Rx) covers the following functionalities (subclause 4.5) along with message diagrams (Annex A):

1. Initial Provisioning of Session Information

2. Modification of Session Information

3. AF Session Termination
4. Gate Related Procedures

5. Subscription to Notification of Signalling Path Status

6. Traffic Plane Events

REST-Rx reference point is based on REST protocol-based interface for the AF to communicate with PCRF via PC. It is based on XML / HTTP / TCP. The AF uses HTTP methods (POST, PUT, DELETE) to create, modify, and delete the resource state (subclause 5.3). To secure the communication, HTTPS (HTTP/TLS) transport layer security is used (clause 7).
The protocol stack diagram (Fig.5.1.1) is shown below.  RESTful HTTP is used and XML carries the session information (subclause 5.3). 
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TS 29.201 fig.5.1.1 Protocol stack of the RESTful Rx reference point
Summary

Based on the discussion above, this section summarises aspects from the TS / TR documents discussed earlier.

High-level summary of the above mentioned TS/TR

The following table captures the high level summary.
	WG
	Spec
	Protocol
	Note

	SA4
	TS 26.347
(MBMS Transport Protocol and API (TRAPI))
	Not specified
	3 MBMS services are defined in IDL (Annex B), which is language/platform neutral.

This WI (TRAPI) just concluded in this March (Rel.14).

	SA4
	TR 26.981
(MBMS Extensions for Provisioning and Content Ingestion)
	Recommends use of  RESTful API and OAI as the modelling language.
	This SI (FS_xMBMS) just cocluded in this March (Rel.14). 
Carry over to the normative work is not clear (at least no SA4 WI exists for this).

	SA2
	TS 23.682

(SCEF)
	(SA2 NAPS WI in progress)
	(SA2 NAPS WI in progress)

	CT3
	TS 29.155

(Traffic steering control over St ref. point)
	JSON / HTTP(S) / TCP
	First introduction in Rel.13 (2015).

Annex A defines call flows.

Annex B defined JSON schema

	CT3
	TS 29.201

(Ref point between AF and PC)
	XML / HTTP(S) / TCP
	First introduction in Rel.12 (2014).

Annex A defines call flows.

Annex B defined XML schema


Observation
From the discussion and the summary table in the previous section, some observations can be made :

· All of the specs covered in this discussion (except for the SA4 SI TR 26.981) address the need to define the actual API specification as “solution,” i.e., none of them addresses “API framework” level.
· The type of “methods” (most notably in SA4 TS 26.347 (TRAPI)) defines specific actions as required by the actual application usages. There are some “generic” methods, such as registration and discovery of information. But the rest are at the actual application-driven action to be done via API, and not at API “framework” level.

· SA4 TRAPI spec (TS 26.347) defines IDL but does not specify actual protocol. 

· Two CT3 specs are based on 2 different upper layer protocols (JSON vs. XML).

· All spec documents that have detail information (SA4, CT3) are based on RESTful API or recommend it.
· The next step of SA4’s SI just completed (TR 26.981) is not clear.
· SA2 NAPS WI is in progress to define API for SCEF based on requirements defined by oneM2M.  The completion rate is 10% as of March 2017, and the planned completion date is Sept. 2017. Details are TBD, but the WID (SP-170240) states the scope includes to “specify the architectural description (including message flows, and parameters) of the northbound API(s) between the SCEF and the SCS /AS for exposing the services and capabilities provided by 3GPP network interfaces already defined in TS 23.682”.

Discussion point / questions
Previous work done (as discussed in the above section) were to address the needs to define specific application services (e.g. file transfer, video transmission, protocol conversion, etc.). In this respect, none of these previous API work in 3GPP (as covered in this discussion) has addressed common API “framework” definition that the present SI addresses.

Contrary to defining API to tailor for application specific purpose/usage with known needs and requirements, defining common or generic API “framework” may probably be harder given that there is not specific set of external requirements to meet (i.e. how do we know that what we come up with is sufficient?).
However, some aspects should be considered whether they are within the boundary of API “framework” or not, such as:

· protocol for generic functionality such as security (HTTPS), application message transport (e.g. HTTP, XML, etc.).
For example, multiple different API implementations requiring applications to support different security protocol (HTTPS in one implementation, and something else in another implementation) seems to go against the spirit of the framework being “common”, thus such situation should be avoided.
On the other hand, API message definition, representation, and encoding (e.g. XML, JSON) may be outside of this “minimum” protocol model due to several reasons: 1) it typically falls under stage 3 specification domain, 2) suitability for API representation and encording may be influenced by different application needs, and 3) we should not exclude the possibility of any future new protocol that may emerge in the future.

Conclusion / proposal
Based on the discussion above, 2 pCRs are proposed:

1. Informative annex to capture the discussion part of this tdoc as a background knowledge of existing API specs done by other 3GPP WGs.

2. Introduction of new key issue on minimum level of protocol model definition.

The corresponding pCRs are in the S6-170529 and S6-170530.
_1554201958.doc

[image: image1]





Rx















PC







REST-Rx



























PCRF























AF




































_1554202875.vsd
L2


L1


Physical layer


TCP


HTTP


XML


PC


L1


L2


IP


TCP


HTTP


XML


AF


IP


Data link layer


Network layer


Transport layer


Application delivery


Specific application communication


REST-Rx



_1554189770.vsd
L2


L1


Physical layer


TCP


HTTP


JSON


PCRF


L1


L2


IP


TCP


HTTP


JSON


TSSF


IP


Data link layer


Network layer


Transport layer


Application delivery


Specific application communication


REST-St



