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1. Introduction
This paper adds a new Key Issue for MCData SDS Interworking on handling of the different payload sizes between the SDS (or equivalent) messages in the LMR system and the MCData SDS messages. 
2. Reason for Change
Support of the scenario for interworking MCData SDS with LMR SDS requires recording of the key issues in order that solutions can be determined and documented.  
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782.
* * * First Change * * * *

5.X
MCData SDS
5.X.A
Key Issue #Y-Z: Payload size handling
5.X.A.1
Description

When an MCData SDS message is sent towards an LMR system there is the possibility that the size of the payload of a single MCData SDS message (currently a maximum of 1000 bytes) will exceed the maximum size of a single message of the corresponding type in the LMR system.
TETRA SDS messages may also be concatenated up to a certain limit, which could also potentially lead to a larger combined message being sent towards the MCData system.
Further study on handling these maximum length differences is necessary.   
* * * Next Change * * * *

<Proposed change in revision marks>

