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1. Introduction
This document introduces an enhancement to Solution #1-1 on Identity Mapping to meet the requirements of End to End Encryption.
2. Reason for Change
The analysis of End to End Encryption requirements in S6-170222 for application to TETRA interworking shows that there is a requirement for a MCPTT device or server to be able to obtain a TETRA identity (ITSI) on the LMR network served by the IWF corresponding to a provided MCPTT ID whenever such an identity is authorised. This is in addition to any transparent identity mapping for signalling and media that pass through the IWF. 
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782 v0.4.1.
* * * First Change * * * *

6.2
Identity

6.2.1
Solution #1-1: Identity mapping

6.2.1.1
Description

This solution addresses key issue #1-1 and key issue #1-2 about user identity and group identity mapping between MCPTT system and LMR system.

The IWF provides centralised support for interworking between MCPTT system and LMR system.

The IWF shall perform the identity mapping between MCPTT system and LMR system during exchange of signalling and media messages.
In the case that E2EE with TETRA is supported, the IWF shall provide functionality to the MCPTT system that returns the value of a TETRA ITSI corresponding to an offered MCPTT ID whenever such a value is allowed. 
6.2.1.2
Impacts on existing nodes and functionality

Need a reference point to an IWF.

6.2.1.3
Solution evaluation

This solution specifies the functionality of the IWF to resolve the user identity and group identity mapping between MCPTT system and LMR system.
* * * End Changes * * * *

