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1. Introduction
The current solution for group affiliation originating from the LMR system to a group in the MCPTT system does not include the case where only a single affiliation is received from the LMR system when the first group member affiliates, and where further individual affiliations from group members are not passed to the MCPTT system. This pCR introduces more explanatory text concerning the possibilities for affiliation in a new subclause, and adds text to the existing procedures to allow the 'first in – last out' case.
2. Reason for Change
To include a solution for single affiliation from the LMR system within TR 23.782.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.782 v 0.4.1.
* * * First Change * * * *

6.3.1
Solution #2-1: Group affiliation

6.3.1.1
Description

6.3.1.1.1
Affiliation cases

The participating system of the group, which may be the LMR system or the MCPTT system, may inform the controlling system of the group concerning group affiliations, and may pass affiliation related signalling to the controlling system in one of the following ways:

-
Every group affiliation in the participating system results in an affiliation sent to the controlling system, which may contain the identity (with appropriate translation by the IWF) of the affiliating group member; or

-
A group affiliation is sent from the participating system to the controlling system when the first group member affiliates to the designated group in the participating system, and a group deaffiliation is sent to the controlling system when the last group member deaffiliates, and no other group affiliation signalling is sent

In the second option, only the group identity is sent from participating system to controlling system and group members' identities are not sent. This implies that when a call is set up or the floor is requested by a client in the participating system, the identity of the client will not be perceived by the controlling system as having previously affiliated to the group.
6.3.1.1.2
Group affiliation to group defined in MCPTT system
The LMR system may affiliate its group members to the interworking group via the IWF. The LMR system manages the affiliations from other LMR group members internally without involving the MCPTT system.

For group regroup, the affiliated group members are automatically affiliated to the temporary group.
The signalling procedure of interworking group affiliation is described in figure 6.3.1.1.2-1.

Pre-conditions:

1.
The group to be affiliated to is defined in MCPTT system.

2.
The IWF is connected to and is authorized to interwork with the MCPTT system.
3.
The interworking group information is available at the IWF.

4.
The mapping relationship of group and user identities between MCPTT system and LMR system has been configured at the IWF.

NOTE 1: 
For all the signalling messages passing through the IWF between MCPTT system and LMR system, the IWF shall perform the identity conversion and protocol translation.
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Figure 6.3.1.1.2‑1: Group affiliation to group defined in MCPTT system
1.
The IWF sends a group affiliation request to the MCPTT server on behalf of the LMR system.

2a.
MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server requests the group policy from the group management server.

2b.
MCPTT server receives the group policy from the group management server.

3.
Based on the group policy and user subscription, the MCPTT server affiliates the LMR system to the group. If a separate affiliation for each LMR user is expected, the status of the affiliating user is stored by the MCPTT server as the status associated with an MCPTT ID provided by the IWF that corresponds to the identity of that LMR user. If a separate affiliation for each LMR user is not expected, an affiliation status for the group using an identity provided by the IWF is stored, however no individual user's affiliation status is stored.
4.
The MCPTT server sends the group affiliation status update message to the group management server, the group management server stores and updates the group affiliation status.

5.
The MCPTT server returns group affiliation response to the IWF.

6.
The IWF completes the group affiliation with the LMR system.
NOTE 2:
How the LMR user(s) affiliates to a group is outside the scope of the present document.
6.3.1.1.3
Group de-affiliation to group defined in MCPTT system

The signalling procedure of interworking group de-affiliation is described in figure 6.3.1.1.3‑1.

The LMR system manages the individual de-affiliation requests from the LMR users. The LMR system may de-affiliate its group members from the interworking group via the IWF.

Pre-conditions:

1.
The mapping relationship of group and user identities between MCPTT system and LMR system has been configured at IWF. 

2.
The affiliation procedure described in subclause 6.3.1 is performed.

NOTE 1:
For all the signalling messages passing through the IWF between MCPTT system and LMR system, the IWF shall perform the identity convert and protocol translation.
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Figure 6.3.1.1.3-1: Group de-affiliation to group defined in MCPTT system
1.
The IWF sends the group de-affiliation request to the MCPTT server on behalf of the LMR system.

2.
If a separate de-affiliation from each LMR user is expected and based on the group policy and user subscription, the MCPTT server may de-affiliate the LMR group member from the group. Further, the MCPTT server may store the affiliation status of the user(s) for the requested MC service group(s). If a separate de-affiliation from each LMR user is not expected, the de-affiliation signalling de-affiliates the entire LMR system from the group.
3.
The MCPTT server sends the group de-affiliation status update message to the group management server, the group management server stores and updates the group affiliation status.

4.
The MCPTT server returns group de-affiliation response to the IWF.

5.
The IWF completes the group de-affiliation with the LMR system.
NOTE 2:
How the LMR user(s) de-affiliate from a group is outside the scope of the present document.
6.3.1.2
Impacts on existing nodes and functionality

New procedures are needed between the MCPTT server and IWF.
If a single affiliation at system level is sent from the participating system on behalf of all affiliated group members, without sending individual group member affiliations, then either the MCPTT server will need to process call set up and floor control requests from group members that have not individually affiliated as far as that MCPTT server is aware, or the IWF will have to provide a single identity on behalf of any calling group member, and calling and talking party identities corresponding to the actual LMR users will not be available to MCPTT group members.
To allow the MCPTT server to process call requests on behalf of users who have not explicitly affiliated, in the case that the identity of the calling party on the LMR system is required, the MCPTT server behaviour will need to be changed such that call setup and floor requests are permitted from users who have not explicitly affiliated to the group.
6.3.1.3
Solution evaluation

This solution provides a new procedure for an LMR user to affiliate to and de-affiliate from an interworking group defined in MCPTT system.

Using a single affiliation by the participating system when any group members have affiliated within that system and a de-affiliation only when the last group member de-affiliates will enable interworking with LMR systems that do not support sending individual group members' affiliations through the IWF.
If the identities corresponding to the calling party from the LMR system are required to be conveyed to receiving MCPTT users, the behaviour of the MCPTT server will need to be changed to allow call setup from users who have not affiliated to the group.
_1549166842.vsd
IWF


MCPTT server


Group management server


1.Group affiliation request


3.Store the affiliation status


5 .Group affiliation response


4. Group affiliation status update


6.Group affiliation complete


2a.Subscribe group policy 


2b.Notify group policy



_1549167247.vsd
Interworking function


MCPTT server


Group management server


1.Group de-affiliation request


2. Store the affiliation status


4 .Group de-affiliation response


3. Group de-affiliation status update


5. Group de-affiliation complete



