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1. Introduction
This contribution is proposed to introduce conclusions on key issues which are outside the scope of SA6 in subclause 7.
2. Reason for Change
The following key issues are identified outside the scope of SA6/3GPP:

	Key issue
	Remarks

	Key issue #3-2 – Call Back
	Editor's note:
It's unclear how the interoperability scenario described above maps to stage 1 requirements. Consultation with SA1 might be necessary.

Both MCPTT and LMR support call back, but SA1 do not provide the requirements. So it is proposed to not treat in this release in SA6 and send liaison to SA1.

	Key issue #4-2 – Inter-system transmission and message trunking
	Editor's note:
The solution for this key issue may be outside the scope of 3GPP.

The choice of trunking paradigm is made within LMR system that has no impacts on interworking group communication. So the key issue should be removed

	Key issue #5-2 – Key agreement
	Editor's note:
Need to consult SA3 on these aspects at some point.
Key agreement is under the obligation of SA3. It is proposed to send liaison to SA3 for solutions.

	Key issue #5-3 – Unencrypted transmissions within an encrypted call
	Editor's note:
The interoperability scenario described above is not currently supported by stage 1.
Key accommodation is under the obligation of SA3. It is proposed to send liaison to SA3 for solutions.

	Key issue #5-4 - Key management
	Editor's note:
Need to consult SA3 on these aspects at some point.
Editor's note:
The study may require involvement of other standardisation groups, e.g. SA3, SA3-LI, ETSI TCCE.

Key management is under the obligation of SA3. It is proposed to send liaison to SA3 for solutions.


3. Conclusions and proposal

It is proposed to agree the following changes to 3GPP TR 23.782 v0.4.1.
* * * First Change * * * *










* * * Next Change * * * *

8
Conclusions

8.1
General

Editor's note: General descriptions are needed.

8.2
Conclusions on key issues
8.2.1
Key issue #1-1 - Mapping of MCPTT and TETRA/P25 user identities
8.2.2
Key issue #1-2 - Mapping of MCPTT and TETRA/P25 group identities

8.2.3
Key issue #2-1 – Group affiliation

8.2.4
Key issue #3-1 – Private call
8.2.5
Key issue #3-2 – Call Back
For the call back key issue, MCPTT system and LMR system support call back feature, while SA1 do not have requiements about call back. It is concluded that not treat in this release. It will require dialogue with SA1 working groups for confirmation.
8.2.6
Key issue #3-3 – Group call
8.2.7
Key issue #4-1 – Vocoder reconciliation
8.2.8
Key issue #5-1 - End to end payload encryption
8.2.9
Key issue #5-2 – Key agreement
This key issue #5-2 is about key agreement in SA3. It will require dialogue with SA3 working groups for solutions.

8.2.10
Key issue #5-3 – Unencrypted transmissions within an encrypted call
This key issue #5-3 is about dynamic key accommodation in SA3. It will require dialogue with SA3 working groups for solutions.
8.2.11
Key issue #5-4 - Key management
This key issue #5-4 is about key management in SA3. It will require dialogue with SA3 working groups for solutions.
8.2.12
Key issue #6-1 - Regrouping
8.2.13
Key issue #7-1 – Emergency calls
8.2.14
Key issue #7-2 - Emergency alerts
8.2.15
Key issue#8-1: Simultaneous floor request
8.2.16
Key issue #8-2 – User's floor is revoked by another user in another system
8.2.17
Key issue #8-3 - Floor Request timing
