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1. Introduction
This paper provides description for the key issue on secure access to service APIs
2. Reason for Change
The access to service APIs should be secure. Unauthorized access to service APIs by application results in revenue loss for the service provider and also results in the denial of service to important applications. The application should be authenticated and authorized to use the service APIs. The application access to such service APIs shall be subjected to authorization verification during service communication or interaction.
3. Proposal

It is proposed to agree the following text to 3GPP TR 23.722.
* * * First Change * * * *

A
Key issues

A.1
Secure access to service APIs 

A.1.1
Key issue description

The access to service APIs should be secure. Unauthorized access to service APIs by application results in revenue loss for the service provider and also results in the denial of service to important applications. The application should be authenticated and authorized to use the service APIs. The application access to such service APIs shall be subjected to authorization verification during service communication or interaction.
* * * End Change * * * *

