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Abstract: This discussion paper aims at initiating a study item to develop a common API framework for 3GPP developed functions.
1. Background

During SA#74, in response to LS [SP-160761] from oneM2M there was a discussion on the need for development of northbound APIs in 3GPP. Specifically, the LS requested 3GPP to develop Northbound APIs for SCEF e.g. NIDD. The discussion in SA expressed the need for both short term and long term approach towards 3GPP APIs. 3GPP SA indicated [via LS SP-160952] that the required architectural aspects for short term approach (i.e. in response to the LS request from oneM2M) for northbound APIs development would fall under SA2 purview, and Stage 3 protocol aspects for the same under CT3 purview. However, for the long-term approach (i.e. a “framework” for a uniform and consistent approach for API development within 3GPP), it was agreed to discuss the proposals during SA#75, along with potential changes to ToR as required.
Subsequently, in line with the short-term approach and in alignment with the guidance from 3GPP SA, during 3GPPSA2#118-Bis, a WID was agreed to define architectural description (including message flows, and parameters) of the northbound API(s) between the SCEF and the SCS /AS for exposing the services and capabilities provided by 3GPP network interfaces, as defined in TS 23.682.
What remains open is how to proceed with the long-term approach i.e. development of APIs in 3GPP across different working groups? Should each API activity be handled entirely on its own at the stage 2 level? Or should there be some commonality sought across API work in 3GPP to achieve best practices, reusable components and promote future use by third parties of diverse APIs from 3GPP, and in combinations we cannot yet even anticipate?
2. Discussion

Since SA's recommendation to develop long term approach for APIs will be a subject of discussion at SA#75, this discussion paper aims at initiating a study item to evaluate the long term approach for API development within 3GPP, taking into account various considerations for the development of a common API framework. Further, it outlines the need for a ToR change to support such study in SA6. 
NOTE: The proposed study item will not impact the ongoing API efforts within 3GPP, but primarily aimed at creating a common API framework to support the long-term approach

2.1 Justification
Work is already underway to expose 3GPP system/service capabilities via one or more standardized API to external application providers, businesses and partners. However, the API efforts currently within 3GPP are being handled within multiple groups and in parallel.

For example: 
· SA4 has defined MBMS Transport Protocol and API (TRAPI) between an application and the UE MBMS Client in order to provide 3GPP MBMS User services (point-to-multipoint service) in 3GPP TS 26.347. SA4 is also defining API for the interface between MBMS service provider and BM-SC (xMB) by modelling the application components at BM-SC based on 3GPP TR 26.981.
· SA WG2 is responsible for the Stage 2 updates required for the Service Capability Exposure Function (SCEF) functionalities and information flows in 3GPP TS 23.682. The SCEF is the key entity within the 3GPP architecture for service capability exposure that provides a means to securely expose the services and capabilities provided by 3GPP network interfaces and protocols. 
· CT3 has defined Stage 3 for Representational State Transfer (REST) protocol-based St reference point, which is used to provision the traffic steering control information to the TSSF from the PCRF in 3GPP TS 29.155. CT3 also defined Representational State Transfer (REST) reference point, which is used to exchange application level session information between the Protocol Converter (PC) and the Application Function (AF) in 3GPP TS 29.201.
· SA6 has identified the need to enable external applications to securely access and use mission critical services, based on SA1 requirements in 3GPP TS 22.280.
Generally, to develop any APIs, it is essential to consider common aspects such as registration, discovery, authentication, authorization, addressing, approaches to resources modelling, etc. Allowing these aspects to be developed independently i.e. in silos within each working group, without a broad harmonization within 3GPP is not desirable, for the following reasons:

· Duplication of efforts and redefining common functionality within multiple working groups, and as well as potential duplication of efforts from organizations outside 3GPP e.g. OMA
· Lack of uniform design principles applied across different APIs – for instance, the data dictionaries and information structures for the set of API should be uniform. Similarly, the aspects such as identities across the APIs should remain the same for better composition and use of APIs by the northbound clients.
· Leads to multiple implementations (i.e. fragmentation) of the same underlying common API functions e.g. when APIs are developed by multiple groups invoking the same southbound interfaces.
· Developer confusion leading to lower adoption of APIs – this is particularly the case when the APIs are documented inconsistently and not well maintained. 
· Flexibility to abstract southbound interfaces may not be possible – lends from the fact that based on the requirements from vertical services, the northbound APIs may require “multiplexing” multiple southbound interfaces. Such requirements will need to be taken into consideration in a uniform manner when API development becomes a strict mapping between north and south bound interfaces.
Observation #1: A long term approach for 3GPP APIs i.e. a framework for addressing common API aspects is desired.
Although there are several commonalities when defining the APIs, there are specific aspects e.g. interaction between the framework and the underlying functions, and definition of the APIs themselves that are service or function specific. These aspects may be best handled by the respective knowledgeable working groups. Whether there are common aspects and where work on them would best be distributed across working groups needs further study.
Observation #2: An assessment of common API aspects needs to be studied, if common aspects are identified, this will help with the identification of work-split between various working groups.
2.2 Common API aspects to be considered by the framework
Examples of common aspects that may be considered as part of API framework include:

- Identity and Authentication: The application must identity itself and authenticate (often bi-directionally) in order to for use of an API to be allowed. For example, this might be achieved by means of a general purpose authentication interface between the application and the framework.
- Authorisation: Authentication must precede authorisation to determine what an application is allowed to access e.g. specific service capability feature(s) based on the access control policies that are associated with subscribers or application users. Authorization policies may have implications across multiple APIs. 

- Registration: A common registration framework to enable discovery of and communications to APIs by 3rd party applications would greatly simplify the adoption of more than one API by the same 3rd party.
- Discovery: After successful authentication, applications can discover available API features subject to access control
- Documentation, and version control: A uniform method of documentation of APIs and versioning to enable effective lifecycle management of the APIs. The principle of ‘forward compatibility’ receives significant attention in 3GPP in the context of 5G. This principle can also be taken into account in design and documentation of APIs.
- Addressing and namespaces: A common addressing scheme and management of API namespaces to enable the use of APIs for different verticals

- Consistent functional requirements: A set of consistent functional requirements may need to be established across multiple APIs.
NOTE: Service requirements will continue to be handled in SA1
- Subscription and monitoring: There is a need to enable diverse subscription plans for API consumers to subscribe to and then consume based on SLAs etc. Also how to ensure APIs are metered, rate limits, SLAs, and access limits are enforced based on usage models and subscription plans.
Observation #3: List of common features to be supported by the framework needs further study.
Observation #4: A set of common guidelines may be necessary or highly desirable to develop APIs in a consistent manner.

Proposal #1: A study item is desirable to determine the various common API aspects that constitute an API framework, and in order to support the long-term approach of API development within 3GPP.
2.3 Potential scope for the study
The common API framework study will consider the following objectives:

1. Evaluate the ongoing API efforts within 3GPP e.g. xMB (SA4), SCEF (SA2), St, PC (CT3), to derive any common aspects to be considered for the API framework. Also investigate frameworks outside 3GPP e.g. OMA, for potential re-use and harmonization of API development efforts across SDOs
2. Seek to identify requirements for a common API framework, including the list of common aspects pertaining to the framework e.g. Identity and authentication, authorization, registration, discovery, addressing, namespaces, abstraction methods, etc.
3. Study common API framework architecture solutions and associated components to support aspects in 1) and 2), and identify recommendations for normative work.
4. Develop common API development guidelines to enable consistency across multiple APIs e.g. documentation, versioning, approaches to resource modelling, etc.
5. Identify considerations for work-split and responsibilities between working groups to enable coherent development of APIs within 3GPP.
2.4 Need for ToR Change?
The present SA6 ToR were established during SA#66, and the main purpose then was to carry out the public safety applications work within 3GPP. Note that during the same discussion, there was a wide support for revisiting the Terms of Reference in the future. 
Following its inception, SA6 has been very successful in delivering the Stage 2 aspects for MCPTT in Rel-13, and as well as the significant progress made in Rel-14 (including the development of architecture specifications for MC services such as eMCPTT, MCVideo, and MCData). With these deliverables, we believe the time is appropriate to consider the expansion of SA6 ToR to cover new topics outside of public safety domain. Specifically, we envision the extended scope to include 3GPP application layer aspects including mission critical applications for both public safety and non-public safety domains e.g. railways, and as well as non-mission critical applications. We believe this step is particularly meaningful, considering that SA6 has developed a considerable amount of expertise in the application layer, and is now able to take on further work in the application space e.g. the common API framework study as described in this paper.
Proposal #2: Expansion of SA6 ToR is suggested to cover new topics outside of public safety domain i.e. to include 3GPP application layer aspects including mission critical applications for both public safety and non-public safety domains e.g. railways, and as well as non-mission critical applications e.g. the common API framework study.
3. Proposal

SA6 is requested to discuss, provide feedback and possibly endorse the following two proposals:
Proposal #1: A study item is desirable to determine the various common API aspects that constitute an API framework, and in order to support the long-term approach of API development within 3GPP [The DRAFT study item proposal is available in S6-170075].
Proposal #2: Expansion of SA6 ToR is suggested to cover new topics outside of public safety domain i.e. to include 3GPP application layer aspects including mission critical applications for both public safety and non-public safety domains e.g. railways, and as well as non-mission critical applications e.g. the common API framework study.
