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Abstract: This discussion paper provides an general analyses on the key issues listed in TS 23.782 v0.3.0 and the corresponding potential solutions, and draws a conclusion that not all the key issues need a standalone solution and can be resolved in other solutions.

1. Introduction 

There are 15 key issues in TS 23.782 v0.3.0 now, while not all the key issues is within SA6 scope and calls for a standalone solution. 
This contribution is to provide an overall analysis on all the key issues, and finally give the conclusion and proposal. 
2. Discussion 
The following table lists all the key issues and the corresponding analysis.
	Category
	Key Issue
	Remark
	Potential solution

	Identity
	Key issue #1 - Mapping of MCPTT and TETRA/P25 user identities
	The user identity used in serving system should be complied with identity format, and the identity should reveal the home system for routing and human interaction. 
User identity mapping between MCPTT system and LMR system shall be done at interworking GW.

The detail identity mapping shall leave CT to fulfil.
	It is one of the function of interworking GW. 

Add a description about general principle of user identity format and the function of user identity.
Proposed in S6-170053.



	
	Key issue #2 - Mapping of MCPTT and TETRA/P25 group identities
	The group identity used in serving system should be complied with identity format, and the identity should reveal the home system for routing and human interaction. 

Group identity mapping between MCPTT system and LMR system shall be done at interworking GW.

The detail identity mapping shall leave CT to fulfil.
	It is one of the function of interworking GW. 

Add a description about general principle of group identity format and the function of user identity.
Proposed in S6-170053.



	Homing and affiliation
	Key issue #3 - Group affiliation management
	Need standalone and explicit procedures. 
Related key issue of mapping user identity and group identity. 
	Proposed in S6-170054.

	Session setup and termination
	Key issue #4 – Private call
	Need standalone and explicit procedures.

Related key issues od mapping identity, codec, encryption and prioritisation and pre-emption.
	Proposed in S6-170050

	
	Key issue #5 – Call Back
	No such requirements in SA1
	Suggest to not treat in this release.

	
	Key issue #X – Group call
	Need standalone and explicit procedures.

Related key issues od mapping identity, codec, encryption and prioritisation and pre-emption.

The key issue is proposed in S6-170xxx.
	Proposed in S6-170051 and S6-170052

	Media plane
	Key issue #6 – Vocoder reconciliation
	Codec negotiation is done during call setup procedure.
Codec selection for interworking is in the scope of SA4.
	No standalone and explicit solution is needed. This key issue should be addressed during the group call setup procedure.

	
	Key issue #7 – Inter-system transmission and message trunking
	The solution for this key issue may be outside the scope of 3GPP.
	The solution for this key issue may be outside the scope of 3GPP.

	Encryption
	Key issue #8 - End to end payload encryption
	The end-to-end option is negotiated during the call setup.
The detail of payload encryption is in the scope of SA3.
	Address the key issue during the call setup.
The detail of payload encryption is in the scope of SA3.

	
	Key issue #9 – Key agreement
	This is SA3 scope.
	SA3 scope.

	
	Key issue #10 – Unencrypted transmissions within an encrypted call
	The interoperability scenario described above is not currently supported by stage 1
	Out of 3GPP scope.

Suggest to not contribute to this key issue.

	
	Key issue #11 - Key management
	This is SA3 scope.
	1) SA3 scope.
2) Overlap with #9.

	
	Key issue #12 - E2E Encryption and transcoding
	E2E encryption and transcoding are alternative.
	The option of E2E encryption is negotiated during the call setup. If not E2E, transcode is perform at interworking GW.

The detail of payload encryption is in the scope of SA3.

The detail of transcoding is in the scope of CT or SA4.

	Regrouping
	Key issue #13
	Need standalone and explicit procedures. 
Related key issue of mapping user identity and group identity.
	Proposed in S6-170055

	
	Key issue #x user regroup
	Need standalone and explicit procedures. 
Related key issue of mapping user identity and group identity.
	Proposed in S6-170055

	Prioritisation and pre-emption
	Key issue #14 – Emergency calls
	No standalone and explicit procedures are needed. 

The gap of prioritisation and pre-emption and be resolved by configuration.
	Add description of prioritisation and pre-emption in group call procedures. 

Configuration parameters may be needed.

	
	Key issue #15 - Emergency alerts
	No standalone and explicit procedures are needed. 

The gap of prioritisation and pre-emption and be resolved by configuration.
	Add description of prioritisation and pre-emption in group call procedures. 

Configuration parameters may be needed.


Base on the above analysis table, it can be concluded that key issue #5, #7, #9, #10 and #11 are out of SA6 cope and do not need to contribute to those key issues, and key issue #1, #2, #6, #8, #12, #14 and #15 do not need standalone and explicit procedure but some descriptions, and key issue #3, #4, #13, #x user regroup and #x (group call) need standalone and explicit procedure.
3. Proposal 
It is proposed 3GPP SA6 to agree the above conclusion and focus on the key issues within SA6 group.
