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1. Overall Description:

SA6 thanks SA3 for LS S6-161452 (S3-162082). 
This LS response addresses the following questions from SA3:
Please could you clarify the meaning of the terminology used in TS 23.280 and how these relate to SA1 requirements, which uses the term 'MCX Service'? Specifically:

 Q1) Could SA6 provide clarity on what is the 'MC Service'? SA3 requests that, if applicable, different definitions are established for the three different uses of MC Service within TS 23.280. 

 Q2) Could SA6 provide clarity on the scope of terms which include 'MC Service', such as the 'MC Service ID'.

 Q3) Does a user have a universal identifier within a mission critical deployment? If not, what identity is used by the 'Common Services Core' to identify, administer and address the mission critical user?
Background

As of Release 14, SA1 and SA6 have defined three mission critical services. These are:  MCPTT, MCVideo, and MCData.

The definitions of these service are as follows:

(TS 23.282) MCData service: A data communication service comprising at least one underlying generic capability (e.g. SDS, file distribution, data streaming) with strong security, high availability, reliability and priority handling to support applications for mission critical organizations and mission critical applications for other businesses and organizations (e.g. utilities, railways).

(TS 23.281) MCVideo service: A video communication service supporting applications for mission critical organizations and mission critical applications for other businesses and organizations (e.g., utilities, railways) with strong security, high availability, reliability and priority handling.
(TS 22.179) MCPTT Service: A Push To Talk communication service supporting applications for Mission Critical Organizations and mission critical applications for other businesses and organizations (e.g., utilities, railways) with fast setup times, high availability, reliability and priority handling.
Answers to SA3 questions

A1 (answer to Q1):
SA6 would like to inform SA3 that the term MC Service has the following meaning:

MC service: A generic name for any one of the three mission critical services: either MCPTT, or MCVideo, or MCData. In subsequent usage, the term ‘MC service’ should be able to be replaced by MCPTT, or MCVideo, or MCData. 
A2 (answer to Q2):
The following examples help illustrate how the term ‘MC service’ is used within the scope of the follow stage 2 documents TS 23.280, TS 23.379, TS 23.281, and TS 23.282.
MC service server: A generic name for the server application function of a specific MC service. MC service server could be replaced by MCPTT server, or MCVideo server, or MCData server depending on the context.
MC service client: A generic name for the client application function of a specific MC service. MC service client could be replaced by MCPTT server, or MCVideo server, or MCData server depending on the context.

MC service ID: A generic name for the user ID of a mission critical user within a specific MC service. MC service ID could be replaced by MCPTT ID, or MCVideo ID, or MCData ID depending on the context.
The following terms also use ‘MC service’:

MC service UE
MC service user
MC service group
These terms follow the convention above, however they are sometimes used to denote an entity with multiple services. Example:  MC service UE sometimes is used to refer to a UE that provides one of the MC services:  MCPTT UE, MCVideo UE, or MCData UE. Also MC service UE can be used to denote a UE configured for multiple MC sevices. SA6 is continuing to study how best to use these terms in a consistent manner.
A3 (answer to Q3):
The MC ID is the identity that an MC user presents to the Identity Management server during a user authentication transaction. Once the mission critical user has been authenticated by Identity Management, the MC service ID represents the MC service user within the respective MC service. 
Since each MC service can be delivered independently where the MC service IDs (i.e. MCPTT ID, MCVideo ID, MCData ID) for the user are independent, it should be equally possible for the MC services to be delivered in unison depending on deployment. These separate MC service IDs for the same user may be configured to be the same value, or independent values. The service authorization for each MC service may also be independent. The common services core (e.g. configuration managemetn server, group management server), within the mission critical domain for an MC service, also uses the MC service ID that has been defined for the user within the corresponding MC service.
2. Actions:

To SA3
ACTION: 
SA6 asks SA3 to kindly note the responses above and take this information into account in subsequent SA3 work for Release 14.
3. Date of Next SA6 Meetings:

SA6 Meeting MCImp-adhoc 17th – 19th January 2017
Spokane, US
SA6 Meeting #15 13th – 17th February 2017
Jeju Island, KR

SA6 Meeting #16 3rd– 7th April 2017
CN

