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1. Introduction

This contribution provides procedures for off-network SDS. The procedures cover one-to-one and group SDS. 

2. Reason for Change

Following requirements in TS 22.282:


3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.282.

* * * First Change * * * *

10.1.3
Short data service for off-network

10.1.3.1
General
10.1.3.2
Information flows for short data service

Editor's Note: Information flows should be described here. New subclauses may be added as required.

10.1.3.3
One-to-one standalone short data service using signalling control plane

10.1.3.3.1
General

Editor's Note: General functional description should be described here.

10.1.3.3.2
Procedure

Figure 10.1.3.3.2-1 describes procedures for an off-network MCData client 1 initiating one-to-one MCData data communication for sending standalone SDS data to other MCData client, with or without disposition request. Standalone refers to sending unidirectional data in one transaction. The SDS data size is assumed to be pre-configured. 

Pre-conditions:

1.
MCData user 1 has initiated communication for sending standalone SDS data to other MCData user 2.

2.
MCData client 1 and MCData client 2 are members of the same ProSe Discovery group and are ProSe 1:1 direct communication capable.

3.
MCData client 1 has discovered MCData client 2 in proximity, associated with MCData user B, using ProSe Discovery procedures.
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Figure 10.1.3.3.2-1: One-to-one standalone short data service using signalling control plane
1.
MCData client 1 checks whether the MCData user 1 is authorized to send MCData standalone data request.

2.
If MCData user 1 is authorised MCData client 1 sends a MCData standalone data request towards the MCData client 2. The MCData standalone data request contains conversation identifier for message thread indication. The MCData standalone data request may contain disposition request if indicated by the user at MCData client 1.

3.
On receiving a MCData standalone data request, the MCData client 2 checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege.

4.
If the policy assertion is positive and the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user of MCData client 2 may be notified, otherwise, the MCData user of MCData client 2 shall not be notified.
NOTE:
If the policy assertion was negative, the MCData client 2 sends an appropriate notification to MCData client 1. 
5.
If the MCData data disposition was requested by the user at MCData client 1, then the receiving MCData client 2 initiates a MCData data disposition notification for delivery, read reports.
* * * Next Change * * * *

10.1.3.4
Group short data service using signalling control plane

10.1.3.4.1
General

Editor's Note: General functional description should be described here.

10.1.3.4.2
Procedure

Figure 10.1.3.4.2-1 describes procedures for an off-network MCData client 1 initiating group MCData data communication for sending SDS data to a MCData group, with or without disposition request. The SDS data size limit is pre-configured. 

Pre-conditions:

1.
MCData user 1 has initiated group communication for sending SDS data to the MCData group.

2.
Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe Layer-2 Group ID are pre-configured in MCData client 1.

3.
MCData client 1 to MCData client N are members of the same MCData group.
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Figure 10.1.3.4.2-1: Group short data service using signalling control plane
1.
MCData client 1 checks whether the MCData user 1 is authorized to send MCData group standalone data request.

2.
If MCData user 1 is authorised MCData client 1 sends a MCData group standalone data request towards the MCData group. The MCData group standalone data request contains conversation identifier for message thread indication. The MCData group standalone data request may contain disposition request if indicated by the user at MCData client 1. If MCData group standalone data request contains disposition request, MCData group standalone data request shall also contain the IP address of the MCData client 1.
3.
On receiving a MCData group standalone data request, the MCData clients check whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege.

4.
If the policy assertion is positive and the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user may be notified, otherwise, the MCData user shall not be notified.

NOTE:
If the policy assertion was negative, the MCData client sends an appropriate notification to MCData client 1. 

5.
If the MCData data disposition was requested by the user at MCData client 1, then the receiving MCData clients initiate a MCData data disposition notification for delivery, read reports.
* * * END* * * *

[R-5.2.2-002] The MCData SDS shall provide a one to many service to affiliated members with policy assertion capabilities (e.g. certain types of message or content may only be relevant to certain members of a group due, for example, to location).


[R-5.2.2-003] The MCData SDS shall provide a one to one service with policy assertion capabilities (e.g. policy to limit certain types of message or content to certain users due, for example, to location or user privilege). 


[R-5.2.2-004] The MCData SDS shall provide the option to include a content payload of at least [1000] characters of 8 bit text or [500] characters of 16 bit text or [250] characters of 32 bit text and the necessary character encoding information (for example to identify alphabet used).


[R-5.2.2-005] The MCData SDS shall provide the option to include a content payload of at least [1000] characters of hyperlink or interleaved text and hyperlink(s) to allow subsequent access to linked content (which may be a large file).


[R-5.2.2-006] The MCData SDS shall provide the option to include a content payload of at least [1000] bytes of binary data to be used by a local running application and the necessary addressing detail to identify the intended application.


[R-5.2.2-007] The MCData SDS shall provide a message thread indication so that multiple message flows can be managed independently. 


[R-5.2.2-008] When replying to a message on the MCData SDS or sending any message which should be coupled with previously sent or received messages or message flows; the message thread indication shall use the same indication as was used for those previous messages. 


[R-5.2.2-009] The MCData SDS shall provide a selectable read receipt indication. When requested, the receiving entity shall provide receipt indication for delivered and read messages as appropriate. 


NOTE 1:	The read indication will implicitly indicate delivered as well. 


[R-5.2.2-010] The MCData SDS shall provide a configurable read receipt indication. When configured, the receiving entity shall provide receipt indication addressed to the application for delivered and read messages as appropriate. 


NOTE 2:	The read indication will implicitly indicate delivered as well. 


[R-5.2.2-012] The MCData SDS shall provide the option to add a field indicating location of the sending user/UE.


[R-5.2.2-013] The MCData SDS shall allow empty messages including only a field indicating location of the sending user/UE. 
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