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Abstract: Key issue for migration under failure conditions

Introduction

Mission critical services are generally designed to always provide service even during failure conditions.  If migration is dependent on an on-line link between primary MC system and partner MC system of the MC user in order to allow that MC user to migrate to a partner MC system, the resilience of that link becomes a critical factor in allowing the migration to take place.

This pCR introduces a key issue and architectural requirements to allow successful migration even during failure conditions in MC system to MC system connectivity.
***************************************** Change 1 **************************************************
5
Key Issues

5.x
Key Issues for migration
5.x.x
Migration during link failure conditions
5.x.x.1
Description

An MC service user may require to migrate to a partner MC system whilst there is no connectivity with the primary MC system of that MC service user, e.g. during link failure conditions between the partner MC system and the primary MC system of that MC service user, or between the PLMN that is serving the migrated MC user and the primary MC system of the MC service user or the home PLMN of the migrated MC user.
Editor's note: the stage 1 requirements for this function need to be verified
5.x.x.2
Architectural Requirements

A mechanism is necessary for a migrating MC service user to present a credential to the partner system in order to obtain MC services, without an online verification to the primary MC system of the MC service user being available.
Editor's note:
Authentication of the migrated MC user in this failure condition is FFS
The partner MC system may require the application of a user profile to the migrating MC service user that is different to the user profile that would be applied in normal migration conditions if it is not possible to verify the credentials of that MC service user in real time.
Editor's note:
Mechanisms for credential verification are in the remit of SA3.
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