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1. Introduction
This contribution is proposed to include the architecture requirements for the affiliation to group configured for multiple services.
2. Reason for Change
According to the analysis and discussion in another contribution named “DISC_Affiliation to group with multiple services”, affiliation to group with multiple service shall be supported.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.379.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Automatic commencement mode: A mode in which the initiation of the private call does not require any action on the part of the receiving MCPTT user.

Group affiliation: A mechanism by which an MCPTT user's interest in one or more MCS groups configured for MCPTT service is determined.
Group call: A mechanism by which an MCPTT user can make a one-to-many MCPTT transmission to other users that are affiliated to MCS group(s) configured for MCPTT service.

Group de-affiliation: A mechanism by which an MCPTT user's interest in one or more groups for MCPTT service is removed.

Group home MCPTT system: The MCPTT system where the MCPTT group is defined.
Group host MCPTT server: The MCPTT server within an MCPTT system which provides centralised support for MCPTT services of an MCPTT group defined in a group home MCPTT system.
Manual commencement mode: A mode in which the initiation of the private call requires the receiving MCPTT user to perform some action to accept or reject the call setup.

On-network MCPTT service: The collection of functions and capabilities required to provide MCPTT via EPS bearers using E-UTRAN to provide the last hop radio bearers.

UE-to-network relay MCPTT service: The collection of functions and capabilities required to provide MCPTT via a ProSe UE-to-network relay using ProSe direct communication paths to provide the last hop radio bearer(s).

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:
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For the purposes of the present document, the following terms and definitions given in IETF RFC 5245 [15] apply:
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* * * Next Change * * * *

5.2.5
Group affiliation and de-affiliation

Group affiliation can be achieved through the following two methods:

a)
Explicit affiliation: An MCPTT user provides interest MCPTT service communications in one or many groups configured for MCPTT service using the MCS UE. An MCPTT authorized user may remotely modify another MCPTT user's affiliation to aMCS group configured for MCPTT service.

b)
Implicit affiliation: MCPTT user's affiliations to MCS groups configured for MCPTT service are determined through configurations and policies at the MCS UE or MCPTT service and performed implicitly by the associated MCS UE or MCPTT service.

NOTE:
Group affiliation is not the same as group membership; however, an MCPTT user is a member of a group prior to becoming an affiliated member of that group.

The following functionality shall be enabled by the MCPTT service for the MCPTT users affiliated to the MCS groups configured for MCPTT service:

-
MCPTT users receive notifications for group call setup and invitation for their affiliated group(s).

-
MCPTT users receive media and events from their affiliated group(s).

Group de-affiliation indicates that the MCPTT user is no longer affiliated to that group for MCPTT service, and therefore is not able to perform any actions that are associated with an affiliated member (e.g. receive media, notifications). De-affiliation can occur either through MCPTT user's explicit request, or implicitly (e.g. changed as the result of another action, such as the user logging off).

* * * Next Change * * * *

10.3
Affiliation to MCS group(s)

10.3.1
General

When an MCPTT client wants to affiliate to MCS group(s) for MCPTT service, it shall be subject to authorization.

10.3.2
Information flows for affiliation

10.3.2.1
MCPTT group affiliation request
Table 10.3.2.1-1 describes the information flow MCS group affiliation request for MCPTT service from the MCPTT client to the MCPTT server.

Table 10.3.2.1-1: MCPTT group affiliation request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group affiliation request for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to affiliate for MCPTT service.


10.3.2.1a
MCPTT group affiliation request (MCPTT server – MCPTT server)
Table 10.3.2.1a -1 describes the information flow MCS group affiliation request for MCPTT service between the MCPTT servers.

Table 10.3.2.1a-1: MCPTT group affiliation request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group affiliation request for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to affiliate for MCPTT service and is defined in the destination MC system.


10.3.2.2
MCPTT group affiliation response

Table 10.3.2.2-1 describes the information flow MCS group affiliation response for MCPTT service from the MCPTT server to the MCPTT client.

Table 10.3.2.2-1: MCPTT group affiliation response

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group affiliation request for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to affiliate for MCPTT service.

	Affiliation status per MCS group ID
	M
	It indicates the affiliation result for MCPTT service for every MCS group ID in the list.


10.3.2.2a
MCPTT group affiliation response (MCPTT server – MCPTT server)
Table 10.3.2.2a-1 describes the information flow MCS group affiliation response for MCPTT service between the MCPTT servers.

Table 10.3.2.2a-1: MCPTT group affiliation response

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group affiliation request for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to affiliate for MCPTT service and is defined in the destination MC system.

	Affiliation status per MCS group ID
	M
	It indicates the affiliation result for MCPTT service for every MCS group ID in the list.


10.3.2.3
Group affiliation status update 

Table 10.3.2.3-1 describes the information flow group affiliation status for MCPTT service update from the MCPTT server to the group management server.

Table 10.3.2.3-1: group affiliation status update

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID for which the group affiliation status for MCPTT service needs to be updated. 

	MCS group ID list
	M
	A list of one or more MCS group IDs for which the affiliation status for MCPTT needs to be updated.

	Affiliation status per MCS group ID
	M
	It indicates the affiliation status for every MCS group ID for MCPTT service in the list.

	Service type
	M
	It indicates the affiliation status for specific service, e.g., MCPTT


10.3.2.4
MCPTT group de-affiliation request
Table 10.3.2.4-1 describes the information flow MCS group de-affiliation request for MCPTT service from the MCPTT client to the MCPTT server.

Table 10.3.2.4-1: MCPTT group de-affiliation request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group de-affiliation request for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to de-affiliate for MCPTT service.


10.3.2.4a
MCPTT group de-affiliation request (MCPTT server – MCPTT server)
Table 10.3.2.4a-1 describes the information flow MCS group de-affiliation request for MCPTT service between the MCPTT servers.

Table 10.3.2.4a-1: MCPTT group de-affiliation request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group de-affiliation request fro MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to de-affiliate for MCPTT service and is defined in the destination MC system.


10.3.2.5
MCPTT group de-affiliation response

Table 10.3.2.5-1 describes the information flow MCS group de-affiliation response for MCPTT service from the MCPTT server to the MCPTT client.

Table 10.3.2.5-1: MCPTT group de-affiliation response

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group de-affiliation request for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to de-affiliate for MCPTT service.

	De-affiliation status per MCS group ID
	M
	It indicates the de-affiliation result for MCPTT service for every MCS group ID in the list.


10.3.2.5a
MCPTT group de-affiliation response (MCPTT server – MCPTT server)
Table 10.3.2.5a-1 describes the information flow MCS group de-affiliation response for MCPTT service between MCPTT servers.

Table 10.3.2.5a-1: MCPTT group de-affiliation response

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group de-affiliation request for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to de-affiliate for MCPTT service and is defined in the destination MC system.

	De-affiliation status per MCS group ID
	M
	It indicates the de-affiliation result for MCPTT service for every MCS group ID in the list.


10.3.2.6
Group de-affiliation status update 

Table 10.3.2.6-1 describes the information flow group de-affiliation status update for MCPTT service from the MCPTT server to the group management server.

Table 10.3.2.6-1: group de-affiliation status update

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID for which the group de-affiliation status for MCPTT service needs to be updated. 

	MCS group ID list
	M
	A list of one or more MCS group IDs for which the de-affiliation status for MCPTT service needs to be updated.

	De-affiliation status per MCS group ID
	M
	It indicates the de-affiliation status for MCPTT service for every MCS group ID in the list.

	Service type
	M
	It indicates the de-affiliation status for specific service, e.g., MCPTT


10.3.2.7
MCPTT group affiliation change request
Table 10.3.2.7-1 describes the information flow MCS group affiliation change request for MCPTT service from the MCPTT client to the MCPTT server.

Table 10.3.2.7.1: MCPTT group affiliation change request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group affiliation change request for MCPTT service.

	MCPTT ID list
	M
	A list of one or more MCPTT IDs to which the originator intends to the change their MCS group affiliation relationship for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to change their MCPTT affiliation relationship with the target user.

	Change request type
	M
	It indicates the affiliation request type, i.e. mandatory or negotiated


10.3.2.8
MCPTT group affiliation change response

Table 10.3.2.8-1 describes the information flow MCS group affiliation change response for MCPTT service from the MCPTT server to the MCPTT client.

Table 10.3.2.8-1: MCPTT group affiliation change response

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCS group affiliation request for MCPTT service.

	MCPTT ID list
	M
	A list of one or more MCPTT IDs to which the originator intends to the change their MCS group affiliation relationship for MCPTT service.

	MCS group ID list
	M
	A list of one or more MCS group IDs to which the originator intends to change their affiliation relationship with the target user for MCPTT service.

	Affiliation status per MCS group ID
	M
	It indicates the MCPTT affiliation relationship change result for every MCS group ID in the list.


10.3.3
Affiliation

10.3.3.1
MCS group affiliation for MCPTT service procedure

Procedure for affiliation to MCS group(s) is described in figure 10.3.3.1-1.

Pre-conditions:

1.
MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated.

2.
MCPTT server may have retrieved the user subscription and group policy e.g. which user(s) are authorized to affiliate to what MCS group(s) for MCPTT service, priority, and other configuration data.

3.
MCPTT client may have indicated to the group management server that it wishes to receive updates of group configuration data for MCS groups(s) for which it is authorized (as described in subclause 10.1.5.3).

4.
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure 10.3.3.1-1: MCS group affiliation for MCPTT service procedure

1.
MCPTT client of the MCPTT user requests the MCPTT server to affiliate to an MCS group or a set of MCS groups. The MCPTT client shall provide the initiating MCPTT ID and the MCS group ID(s) being affiliated to.

2a.
MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server requests the group policy from the group management server.

2b.
MCPTT server receives the group policy from the group management server.

3.
Based on the group policy and user subscription, the MCPTT server checks if the MCS group(s) is enabled and if the MCPTT client is authorised to affiliate to the requested MCS group(s). The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCS groups that the user can be affiliated to simultaneously for MCPTT service.
4.
If the user of the MCPTT client is authorised to affiliate to the requested MCS group(s) for MCPTT service then the MCPTT server stores the affiliation status of the user for the requested MCS group(s) for MCPTT service.

5.
MCPTT server confirms to the MCPTT client the affiliation (5a) and updates the group management server with the affiliation status of the user for the requested MCX group(s) for MCPTT service(5b).

NOTE 1:
Steps 5a and 5b can occur in any order or in parallel.
NOTE 2:
The MCS group may be a MCPTT group.
10.3.3.2
Affiliation to MCS group(s) defined in partner MCS system

10.3.3.2.1
Functional description

When an MCPTT client wants to affiliate to MCS group(s) for MCPTT service which is defined in partner MC system, it shall subject to authorization from the partner MC system where the MCS group(s) is defined, and whether it subjects to authorization from the primary MC system is conditional.

10.3.3.2.2
Procedure

Procedure for affiliation to MC group(s) for MCPTT service which is defined in partner MC system is described in figure 10.3.3.2.2-1.

Pre-conditions:

1.
The MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated.

2.
The MCPTT server of the primary MC system may have locally cached the MCS group affiliation status for MCPTT service of the MCPTT user.

3.
The MCPTT server of the partner MC system may have retrieved the group related information from the group management server.

4.
The MCPTT client may have indicated to the group management server of the partner MCS system that it wishes to receive updates of group configuration data for MCS group(s) for which it is authorized (as described in subclause 10.1.5.3).

5.
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure 10.3.3.2.2-1: Affiliation for an MCS group for MCPTT service defined in partner MC system

1.
The MCPTT client requests the MCPTT server of the primary MC system to affiliate to an MCS group or a set of MCS groups for MCPTT service. The MCPTT client shall provide the initiating MCPTT ID and the MCS group ID(s) being affiliated to.
2.
The MCPTT server of the primary MC system shall check if the MCPTT client is authorized to affiliate to the requested MCS group(s) for MCPTT service based on the user subscription. The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCS groups for MCPTT service that the user can be affiliated to simultaneously.
3.
Based on the group information included in the request, the MCPTT server of the primary MC system, it determines to send group affiliation request for MCPTT service to the corresponding MCPTT server of the partner MC system. The request may be routed through some intermediate signalling nodes.

4a.
The MCPTT server of the partner MC system checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server subscribes to the group policy from the group management server.

4b.
The MCPTT server of the partner MC system receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the MCPTT server of the partner MC system checks if the MCS group(s) is not disabled and if the user of the MCPTT client is authorised to affiliate to the requested MCS group(s) for MCPTT service.

6.
If the user of the MCPTT client is authorised to affiliate to the requested MCS group(s) for MCPTT service then the MCPTT server of the partner MC system stores the affiliation status of the user for the requested MCS group(s) for MCPTT service.

7.
The MCPTT server of the partner MCS system sends the affiliation status result of requested MCS group(s) for MCPTT service to the MCPTT server of the primary MC system (7a) and updates the group management server with the affiliation status of the user for the requested MCS group(s) for MCPTT service (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

8.
The MCPTT server of the primary MC system stores the affiliation status of the user for the requested MCS group(s) for MCPTT service.

9.
The MCPTT server of the primary MC system sends the group affiliation status result for the requested MCS group(s) for MCPTT service to the MCPTT client.

10.3.4
De-affiliation from MCS group(s) for MCPTT service
10.3.4.1
General

When an MCPTT user does not want to communicate with an MCS group for MCPTT service anymore, the MCPTT user can revoke its MCPTT affiliation to the MCS group.
10.3.4.2
MCS group de-affiliation procedure

Procedure for revoking the affiliation with an MCS group for MCPTT service is described in figure 10.3.4.2-1.

Pre-conditions:

1.
MCPTT server has already subscribed to the MCS group information from group management server and has stored the data of MCS group(s) to which the MCPTT user is affiliated to for MCPTT service.

2.
The MCPTT user triggers the de-affiliation procedure.
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Figure 10.3.4.2-1: MCS group de-affiliation for MCPTT service procedure
1.
MCPTT client requests the MCPTT server to de-affiliate to an MCS group or set of MCS groups for MCPTT service.

2.
Based on the user subscription and stored group policy, the MCPTT server checks if the user of the MCPTT client is authorized to de-affiliate to the requested MCS group(s) for MCPTT service and if the user of the MCPTT client has affiliated to the requested MCS group(s) for MCPTT service.

3.
If the user of the MCPTT client has affiliated to the requested MCS group(s) for MCPTT service and is authorized to de-affiliate to the requested MCS group(s) for MCPTT service then the MCPTT server removes the affiliation status of the user for the requested MCS group(s) for MCPTT service.

4.
MCPTT server provides to the MCPTT client with the group de-affiliation response (4a) and updates the group management server with the de-affiliation status of the user for the requested MCS group(s) for MCPTT service (4b).

NOTE:
Steps 4a and 4b can occur in any order or in parallel.
10.3.4.3
De-affiliation from MCS group(s) defined in partner MC system

Procedure for de-affiliation from affiliated MCS group(s) for MCPTT service which is defined in partner MC system is described in figure 10.3.4.3-1.

Pre-conditions:
1.
The primary/partner MCPTT servers have already subscribed to the group information from group management server and stored the data of MCS group(s) for MCPTT service to which the MCPTT user intends to de-affiliate.
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Figure 10.3.4.3-1: De-affiliation from an MCS group defined in partner MC system
1.
The MCPTT client requests the primary MCPTT server to de-affiliate to an MCS group or a set of MCS groups for MCPTT service.

2.
The primary MCPTT server shall check if the MCPTT client is authorized to de-affiliate to the requested MCS group(s) for MCPTT service based on the user subscription. The primary MCPTT server performs the check if the user has affiliated to the MCS groups for MCPTT service. 

3.
Based on the MCS group information included in the request, the primary MCPTT server determines to send MCPTT group de-affiliation request to the corresponding partner MC server. The request may be routed through some intermediate signalling nodes.

4.
Based on the stored group policy, the partner MCPTT server checks if the MCS group is not disabled and if the user of the MCPTT client has affiliated to the requested MCS group(s) for MCPTT service and is authorized to de-affiliate to the requested MCS group(s) for MCPTT service.

5.
If the user of the MCPTT client has affiliated to the requested MCS group(s) for MCPTT service and is authorized to de-affiliate to the requested MCS group(s) for MCPTT service, then the partner MCPTT server removes the affiliation status of the user for the requested MCS group(s) for MCPTT service. 

6.
The partner MCPTT server sends the MCPTT group de-affiliation response to primary MCPTT server (6a) and updates the group management server with the de-affiliation status of the user for the requested MCS group(s) for MCPTT service (6b).

NOTE:
Steps 6a and 6b can occur in any order or in parallel.

7.
The primary MCPTT server will remove any information stored about the user's affiliation with requested MCS group(s) for MCPTT service of partner MC system.
8.
The primary MCPTT server sends the MCPTT group de-affiliation response to the MCPTT client.

10.3.5
Remote change of affiliation
10.3.5.1
Remote change of affiliation for groups defined in primary MC system

10.3.5.1.1
Authorized user remotely changes another MCPTT user's affiliated MCS group(s) for MCPTT service – mandatory mode

Procedure for the authorized user to remotely change another MCPTT user's affiliated MCS group(s) for MCPTT service without requiring target user's approval is described in figure 10.3.5.1.1-1.

Pre-conditions:

-
The MCPTT client 1 (authorized user 1) has already been provisioned (statically or dynamically) with the target MCPTT user's information and its group information, that target MCPTT user 2 is allowed to be affiliated or de-affiliated;
-
The primary MCPTT server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate or to de-affiliate to MCS group(s) for MCPTT service, priority, and other related configuration data.
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 Figure 10.3.5.1.1-1: Remotely change MCS group affiliation for MCPTT service – mandatory mode
1.
When an authorized user requires one or more MCPTT users to change the affiliation to an MCS group or set of MCS groups for MCPTT service, the MCPTT client 1 of the authorized user 1 sends MCPTT group affiliation change request with the indication of mandatory mode to the primary MCPTT server. The information (i.e. target MCPTT user(s) ID, MCS group(s) ID) used to indicate the change of the affiliation relationship between the target MCPTT user 2 and the MCS group(s) shall be included.

2.
The primary MCPTT server shall check if the MCPTT user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MCS group(s) for MCPTT service. The primary MCPTT server shall check if the target MCPTT user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MCPTT server also performs the check for the maximum limit on the total number (N2) of MCS groups that the user can be affiliated to simultaneously for MCPTT service.

3a.
The primary MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server, then, the MCPTT server subscribes to the group policy from the group management server.

3b.
The primary MCPTT server receives the group policy from the group management server via notification and locally caches the group policy information.

4.
Based on the group policy, the primary MCPTT server checks if the target MCPTT user 2 is authorized to affiliate or de-affiliate to the MCS group(s) for MCPTT service. 

5.
If the target MCPTT user 2 is authorized to affiliate or de-affiliate to the MCS group(s) for MCPTT service then the primary MCPTT server stores the new affiliation status of the target MCPTT user 2 for the MCS group(s) for MCPTT service.

6.
The primary MCPTT server updates the group management server with the affiliation status of the MCPTT user 2 for the MCS group(s) for MCPTT service.
7a.
The primary MCPTT server sends the MCPTT group affiliation change request with the indication of mandatory mode to MCPTT client 2 of the target MCPTT user 2. The target MCPTT user 2 receives the latest information about the affiliated MCS groups for MCPTT service. Further the MCPTT client 2 may subscribe for the affiliated MCS groups information with the group management server for MCPTT service.

7b. The MCPTT user 2 provides a response to the primary MCPTT server by sending an MCPTT group affiliation change response.

8.
The primary MCPTT server sends the MCPTT group affiliation change response to MCPTT client 1.

NOTE:
Steps 6, 7a, 7b and 8 can occur in any order or in parallel, with the restriction that step 7b can only occur after step 7a occurred.

10.3.5.1.2
Authorized user remotely changes another MCPTT user's affiliated MCS group(s) for MCPTT service – negotiated mode

Procedure for the authorized user to remotely change another MCPTT user's affiliated MCS group(s) for MCPTT service with the target MCPTT user's approval is described in figure 10.3.5.1.2-1. 

Pre-conditions:

-
The MCPTT client 1 (authorized user 1) has already been provisioned (statically or dynamically) with target MCPTT user's information and its group information, that target MCPTT user 2 is allowed to be affiliated or de-affiliated;
-
The primary MCPTT server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate or to de-affiliate to MCS group(s) for MCPTT service, priority, and other related configuration data.
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Figure 10.3.5.1.2-1: Remotely change MCS group affiliation for MCPTT service – negotiated mode

1.
When an authorized user requires one or more MCPTT users to change the affiliation to an MCS group or set of MCS groups for MCPTT service, the MCPTT client 1 of the authorized user 1 sends MCPTT group affiliation change request to the primary MCPTT server. The information (i.e. target MCPTT user(s) ID, MCS group(s) ID) used to indicate the change of the affiliation relationship between the target MCPTT user 2 and the MCPTT group(s) shall be included.

2.
The primary MCPTT server shall check if the MCPTT user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MCS group(s) for MCPTT service. The primary MCPTT server shall check if the target MCPTT user(s) are authorized for the requested affiliation relationship based on the user subscription and the group policy (i.e. if not available, the primary MCPTT server obtains the group policy from the group management server). The primary MCPTT server also performs the check for the maximum limit on the total number (N2) of MCS groups that the user can be affiliated to simultaneously for MCPTT service.

3.
If the target MCPTT user 2 is authorized to the changes to its affiliated MCS group(s) for MCPTT service, the primary MCPTT server sends the MCPTT group affiliation change request to the MCPTT client 2 of the target MCPTT user 2. 

4.
The MCPTT client 2 notifies the MCPTT group affiliation change request to the target MCPTT user 2 to receive the approval from the user on the proposed changes to the affiliated MCS group(s) for MCPTT service.

NOTE 1:
The procedure is aborted if the target MCPTT user 2 does not respond to the notification within an implementation dependent time.

5. 
If the target MCPTT user 2 provides a response (accept or reject) to the notification, then the MCPTT client 2 sends an MCPTT group affiliation change response to the primary MCPTT server. A response indicating target user 2's acceptance to the requested affiliation change by authorized user 1, triggers the affiliation or de-affiliation procedures at the primary MCPTT server (see subclause 10.3.3.1 or subclause 10.3.4.2) as per the MCPTT user 1's requested changes to the target user 2's affiliated group(s). 

NOTE 2:
In the case where the MCPTT affiliation changes for target user 2 includes MCS groups defined in partner MC systems, the primary MCPTT server performs the affiliation or de-affiliation procedures by interacting with the partner MC systems (see subclause 10.3.3.2 or subclause 10.3.4.3).
6. The primary MCPTT server sends the MCPTT group affiliation change response to the MCPTT client 1.

NOTE 3:
If multiple MCS groups are included in step 1, and these MCS groups belong to different partner MC systems, the primary MCPTT server can wait until all the partner MC systems provides the MCPTT group affiliation change response messages.
10.3.5.2
Remote change of MCPTT affiliation for groups defined in partner MC system

10.3.5.2.1
Authorized user remotely changes another MCPTT user's affiliated MCS group(s) for MCPTT service defined in partner MC system – mandatory mode

Procedure for the authorized user to remotely change another MCPTT user's affiliated MCS group(s) for MCPTT service defined in partner MC systems without requiring target user's approval is described in figure 10.3.5.2.1-1.

Pre-conditions:

-
The MCPTT client 1 (authorized user) has already been provisioned (statically or dynamically) with the target MCPTT user 2's information and group information, that the target MCPTT user 2 is allowed to be affiliated or de-affiliated;
-
The MCPTT client 1 (authorized user 1), MCPTT client 2 (target MCPTT user 2), and the primary MCPTT server belong to the same MC system;
-
The partner MCPTT server may have retrieved the group related information from the group management server; and

-
The primary MCPTT server may have retrieved the user policy e.g. user related information regarding user(s) authorization to affiliate or to de-affiliate to MCS group(s) for MCPTT service, priority, and other related configuration data.
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Figure 10.3.5.2.1-1: Remote change group affiliation for MCPTT service defined in partner MC system – mandatory mode

1.
When an authorized user requires one or more MCPTT users to change the affiliation to an MCS group or set of MCS groups for MCPTT service, the MCPTT client 1 of the authorized user 1 sends MCPTT group affiliation change request with the indication of mandatory mode to the primary MCPTT server. The information (i.e. target MCPTT user(s) ID, MCS group(s) ID) used to indicate the change of the MCPTT affiliation relationship between the target MCPTT user 2 and the MCS group(s) shall be included.

2.
The primary MCPTT server shall check if the MCPTT user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MCS group(s) for MCPTT service. The primary MCPTT server shall check if the target MCPTT user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MCPTT server also performs the check for the maximum limit on the total number (N2) of MCS groups that the user can be affiliated to simultaneously for MCPTT service.

3.
Based on the MCS group information included in the request, the primary MCPTT server determines to send MCPTT group affiliation change request to the corresponding partner MCPTT server (group host server).
4a.
The partner MCPTT server checks if the group policy is locally cached. If the group policy is not locally cached on the partner MCPTT server then the partner MCPTT server subscribes to the group policy from the group management server.

4b.
The partner MCPTT server receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the partner MCPTT server checks if the target MCPTT user 2 is authorized to affiliate to the MCS group(s) for MCPTT service. It is possible that the target MCPTT user 2 affiliates to one or several MCS groups for MCPTT service and also de-affiliates from one or more MCS groups for MCPTT service. 

6.
If the target MCPTT user 2 is authorized to affiliate or de-affiliate to the MCS group(s) for MCPTT service, then the partner MCPTT server stores the new MCPTT affiliation status of the target MCPTT user 2 for the MCS group(s).

7.
The partner MCPTT server updates the group management server with the MCPTT affiliation status of the target MCPTT user 2 for the MCS group(s). 

8.
The partner MCPTT server sends the MCPTT group affiliation change response to the primary MCPTT server.

NOTE:
Steps 7 and 8 can occur in any order or in parallel.
9.
The primary MCPTT server stores the new MCPTT affiliation status of the target MCPTT user 2 for the MCS group(s).

10a.
The primary MCPTT server sends the MCPTT group affiliation change request with the indication of mandatory mode to MCPTT client 2 of the target MCPTT user 2. The target MCPTT user 2 receives the latest information about the affiliated MCS groups. Further the MCPTT client 2 may subscribe for the affiliated MCS groups information with the group management server for MCPTT service.

10b.
The target MCPTT user 2 provides an MCPTT group affiliation change response to the MCPTT server.
11.
The primary MCPTT server sends the MCPTT group affiliation change response to MCPTT client 1 (authorized user).
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