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Abstract: A comparison of the two proposals on active MCPTT user profile selection (led by BlackBerry and Samsung).
Background

Multiple MCPTT user profiles can be assigned to a single authenticated MCPTT user to allow them to easily change their “persona” or job role. This enables a quick and easy change of affiliated groups and other settings/preferences by the network and UE.

At SA6 #9, it was proposed to restrict Rel-13 MCPTT to the use of only one MCPTT user profile per MCPTT user. However, this was not agreeable to the meeting, and instead it was preferred by the meeting that Rel-13 allow for multiple MCPTT user profiles per MCPTT user. At SA6 #10 in CR 23.179-0079, it was agreed that all MCPTT user profiles appropriate to a UE are provided to that UE, and if multiple MCPTT user profiles are received then the UE selects one to use as the "active" MCPTT user profile.

However, how the UE informs the network as to which MCPTT user profile out of multiple received MCPTT user profiles has been chosen as the active MCPTT user profile was not described, and it was noted that this would need to be addressed in order to provide a full solution to enable multiple MCPTT user profiles in Rel-13.
Two proposals were presented to SA6 #11:

· Solution 1: Dynamic Data solution led by BlackBerry in S6-160564 (provided in this meeting in S6-160626)
· MCPTT client/server based solution
· Solution 2: Static Data solution led by Samsung in S6-160495
· Configuration Management framework based solution
Both proposals were postponed to SA6 #12, pending further discussion.
Discussion

The following table provides a comparison between numerous aspects of the Dynamic Data proposal and the Static Data proposal.
	Feature/functionality
	Solution 1 (Dynamic Data solution)
	Solution 2 (Static Data solution)
	Comparison comments

	Approach
	Reuses existing stage 3 functionality based on SIP PUBLISH and similar to existing presence framework as per MCPTT group affiliation procedure, dynamic data for group management, etc.
	Reuses configuration management framework as per static configuration of the various UE clients. Requires addition of functionality to allow non-admin MCPTT users to edit only a subset of the MCPTT user profile (permissions XML document).
	Both solutions reuse existing procedures. At stage 2 level, Solution 1 (Dynamic Data solution) is based on the MCPTT group affiliation procedure. Solution 2 (Static Data solution) enhances the MCPTT user uploads profile data procedure but requires a different approach regarding which MCPTT users can edit their profiles, and significant new functionality at stage 3 to define which parts can be edited and which cannot.

	Functional entities involved
	MCPTT client, MCPTT server, optionally MCPTT user database (for when MCPTT user profile is not already available at the MCPTT server).
	Configuration Management Client, Configuration Management Server, MCPTT server.
	Both solutions involve the UE and functional entities in the network. Solution 2 (Static Data solution) mandatorily involves slightly more network functional entities.

	Protocol impacts
	New parameter to existing event package (poc-service-settings) already used in 3GPP TS 24.379 (transported in the already supported SIP PUBLISH).
	New XML document to convey permissions (i.e. which field(s) the MCPTT user can alter).
New set of attributes to existing config XML document.
	Solution 1 (Dynamic Data solution) requires a new parameter to an event package within an existing message. Solution 2 (Static Data solution) requires a whole new XML document (for conveying permissions for the user to alter the config XML document) as well as new attributes to the existing config XML document.

	UE-network application layer connection
	Uses existing SIP transaction (already defined in TS 24.379).
	May need to establish an HTTP connection to the CMS.
	Solution 1 (Dynamic Data solution) reuses an already existing application layer connection. Solution 2 (Static Data solution) requires a new TLS/HTTP connection, if a permanent connection with an HTTP proxy was not maintained.

	UE-network bearer level connection
	Uses existing PDN connection to the MCPTT service APN (already exists as already being used for the SIP transactions).
	May need to establish a new PDN connection to MC common core services APN, if it isn't already established (bearer may be persistent or may be established on demand, depending on PLMN operator policy, since connection to CMS is not needed all of the time).


	Solution 1 (Dynamic Data solution) reuses the already existing bearer to the SIP core. Solution 2 (Static Data solution) may require a new bearer to be established, depending on PLMN operator policy.

	New UE functionality required
	Send active MCPTT user profile index to network in SIP PUBLISH.
	Check XML permissions information, then alter config XML document if allowed.
Send altered config XML document to network in XCAP/HTTP.
	Solution 1 (Dynamic Data solution) involves just conveying the selected active MCPTT user profile's index to the network in a SIP method. Solution 2 (Static Data solution) requires the UE to first check a permissions XML document before the config XML document can be altered and sent to the network to convey the selected active MCPTT user profile's index.

	New network functionality required
	MCPTT server:

· Store indicated MCPTT user profile index

· Fetch MCPTT user profile data and Group config, if not already present

· Inform other UEs of the received indicated MCPTT user profile index, if MCPTT user is logged on to other UEs
MCPTT user database:
· As per existing functionality, provide MCPTT user profile data to MCPTT server, if asked i.e. MCPTT server fetches MCPTT user profile via MCPTT-2.
MCPTT user database:

· As per existing functionality, provide group config to MCPTT server, if asked i.e. MCPTT server fetches group config via CSC-3.
	Configuration Management Server:
· Fetch MCPTT user profile data and MCPTT user profile permissions data from MCPTT user database (2 separate XML documents)
· Send both XML documents to UE
· Wait for UE to alter MCPTT user profile data and send back to CMS

· Send to MCPTT user database the altered MCPTT user profile data

MCPTT user database:
· Provide MCPTT user profile data to CMS
· Receive updated MCPTT user profile data from CMS

MCPTT server:
· Receive updated MCPTT user profile data from MCPTT user database
	BlackBerry solution impacts mainly MCPTT server, and optionally pushes information to other UEs of the same MCPTT user.
Solution 2 (Static Data solution) impacts CMS and CMC, possibly more the CMC though. CMS requires both a pull and push of information from/to the MCPTT user database and also requires a push of information to the MCPTT server.


Previously raised objections to Solution 1 (Dynamic Data solution) and explanations are provided in the table below:
	Previously raised objections
	Explanations

	Too late for Rel-13
	At SA6 #9 (Dubrovnik) BlackBerry proposed a one-to-one mapping between MCPTT user (so MCPTT ID) and MCPTT user profile. However, this was not accepted, despite Rel-13 having been frozen at that point.
At SA6 #10 (Ljubljana) and SA6 #11 (Bangalore), progress was made on allowing multiple MCPTT user profile to be sent to a UE. Stage 3 (CT1) work has already followed suit.

If we are no longer going to have multiple MCPTT user profiles per MCPTT user, then we need to undo all of the associated work approved in SA6 #10 and SA6 #11, and agree further CRs to Rel-13 to limit the number of MCPTT user profiles that a single MCPTT user can have. Then in Rel-14, we will have the added complexity of having to deal with backwards compatibility to Rel-13 i.e. handling MCPTT UEs that can only have one MCPTT user profile.
Therefore, some work is needed for Rel-13 to solve this open issue. Rel-13 remains non-implementable until this open issue is resolved, one way or another.

	Solution 1 (Dynamic Data solution) contains a new procedure between the MCPTT client and the MCPTT server
	The proposed procedure is the same as ones used already for communicating the answer mode indication and delivering the access token, and is similar to the procedure used for affiliation. Since in TS 23.179 SA6 took the approach of having separate flow diagrams for separate features/functionality, the approach provided in Solution 1 (Dynamic Data solution) is shown as a separate message flow and flow diagram.

From a stage 3 perspective, the actual messages that flow between the UE and the MCPTT server will be the same for communicating the answer mode indication, and delivering the access token and active MCPTT user profile selection i.e. a SIP PUBLISH and its associated responses (e.g. 200 OK).

	Mapping between profile activation and multiple UEs isn't shown
	Handling of multiple registrations for the same user (i.e. multiple MCPTT clients for one MCPTT user) are described already in subclause 8.2 and 8.3.1 of TS 23.179. These are SIP level addressing aspects. The existing message flow and flow diagrams for affiliation (which have existed for a year already) do not address SIP level addressing, nor do any other message flows and flow diagrams in TS 23.179. Hence it is felt that the message flows and flow diagram for active MCPTT user profile selection should also not have to address this requirement in stage 2.
Note that CT1 are already addressing this in the stage 3, as they have identified a need to solve this for affiliation (see C1-163224 from Ericsson). Since Solution 1 (Dynamic Data solution) reuses similar messages/procedure as for affiliation, it would also be implicitly resolved for active MCPTT user profile selection too.
Safe to say that SA6 can leave CT1 to resolve this requirement in the stage 3.

	Solution 1 (Dynamic Data solution) has large stage 3 impacts
	This is incorrect. As previously stated above, Solution 1 (Dynamic Data solution) reuses existing stage 3 functionality e.g. SIP PUBLISH, poc-service-settings Event Package.

	Solution 1 (Dynamic Data solution) is incompatible with multiple MC services
	This is also incorrect. The architecture for multiple MC services has not yet been fully realised, so it is too premature to make such assessments.

Furthermore, if the definition of the architecture for multiple MC services results in Solution 1 (Dynamic Data solution) not being workable, then the same can also be said for affiliation, answer-mode setting and access-token provisioning. There is also no reason why a UE cannot use the same procedure to other MC service servers in addition to the MCPTT server, if required, or even between MC service servers directly using the same SIP signalling.


Conclusion
Regarding what 3GPP release to fix this issue in, since there are existing stage 1 requirements for multiple MCPTT user profiles to be supported in Rel-13, the fact that there will be bigger impacts to Rel-13 to now go back and restrict the whole Rel-13 MCPTT system to having only one MCPTT user profile per authenticated MCPTT user, and also there will be added complexity in Rel-14 in having to provide backwards compatibility to MCPTT UEs than can handle only one MCPTT user profile, it is proposed to address the issue from Rel-13 and onwards.

When considering both Solution 1 (Dynamic Data solution) and Solution 2 (Static Data solution) in their full impact to the MCPTT system as analysed above (i.e. including needed stage 3 functionality and implementation aspects), Solution 1 (Dynamic Data solution) is lighter-weight in comparison to Solution 2 (Static Data solution) as well as being completely in alignment with the approach taken for similar data that needs to be updated by the user (e.g. affiliation/de-affiliation of groups, answer-mode setting, access token). Solution 1 (Dynamic Data solution) keeps the Configuration Management framework's philosophy as it is currently i.e. solely for managing static data. 
It is therefore proposed that SA6 agree Solution 1 (Dynamic Data solution) for Rel-13 and onwards to fix the remaining issue of active MCPTT user profile selection for multiple MCPTT user profiles.

