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Abstract: Key issue for authentication for migration

Introduction

An MC user needs to be authenticated by a credential obtained from the primary MC system of that MC user in order to migrate.  TS 22.280 includes the following requirement:

[R-6.17.2-002] The authentication of an MCX User with an MCX Service in a Partner MCX Service System shall be based on security parameters obtained from the Primary MCX Service System of the MCX User.

NOTE 1:
This is an application layer authentication and not 3GPP network authentication.

This pCR introduces a key issue and architectural requirements for authentication for migration.
***************************************** Change 1 **************************************************
5
Key Issues

5.x
Key Issues for migration
5.x.x
Authentication of MC users during migration

5.x.x.1
Description

An MC user that wishes to migrate to a partner MC system will need to be authenticated with a credential obtained from his primary MC system when he attempts to migrate. See 3GPP TS 22.280 [x] [R 6.17.2 002].

5.x.x.2
Architectural Requirements

The migrating user will need a mechanism to obtain a credential from the primary MC system of the user, to present to the partner MC system on migration. 
The partner system will need a mechanism to verify the credential from the primary MC system and use the credential to validate the authenticity of the migrating MC user.

Editor's note:
The mechanisms are within the remit of SA3.
***************************************** End change 1 ************************************************
