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Abstract: Key issue for network topology hiding in interconnect scenarios

Introduction

The topology and configuration of an MC system, such as number of servers, location of servers, IP network structure, allocation of users to MC servers IP address plan etc is considered sensitive.  This can be considered an application level analogy to the requirements to conceal IMS network topology and the Interconnection Border Control Function (IBCF) which provides this hiding function from 3GPP Release 7.

This pCR introduces a key issue and architectural requirement for MCPTT network topology hiding to address this sensitivity.
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5.x
Key Issues for interconnect

5.x.x
MCPTT network topology hiding

5.x.x.1
Description

The topology of an MCPTT system, such as the number of MCPTT servers, their location and their IP network plan may be considered sensitive to the MCPTT system operator. The topology therefore should be hidden from a partner MCPTT network during interconnect scenarios.
5.x.x.2
Architectural Requirements

A mechanism is needed to allow an MCPTT system to interconnect to a second MCPTT system without revealing the network topology of that MCPTT system. 
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