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1. Introduction
This pCR introduces changes to clause 10.2 of the draft TS PTT to align with TS 33.179 and stage 3 work.  It mirrors the changes proposed to TS 23.179 v13.1.0 as CR105 in contribution S6-160415.  
2. Reason for Change
The user authentication process has been fully defined in TS 33.179, and clause 10.2 needs to be updated to align with that specification in order by removing the statements about optionality.
3. Conclusions

The relevant changes need to be made.
4. Proposal

It is proposed to agree the following changes to draft 3GPP TS PTT v0.1.0.
* * * First Change * * * *

10.2
User authentication for MCPTT service 

Flow 10.2-1 is a high level user authentication and authorization flow. 3GPP TS 33.179 [13] defines the specific user authentication and authorization mechanisms required by the MCPTT service in order to realize the MCPTT user authentication and authorization requirements as defined in 3GPP TS 22.179 [2].
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Figure 10.2-1: MCPTT user authentication and registration, single domain

1.
In this step the identity management client begins the user authorization procedure. The MCPTT user supplies the user credentials (e.g. biometrics, secureID, username/password) for verification with the identity management server.

2.
The signalling user agent establishes a secure connection to the SIP core for the purpose of SIP level authentication and registration.

3.
The signalling user agent completes the SIP level registration with the SIP core (and an optional third-party registration with the MCPTT server). The MCPTT client performs the MCPTT service authorization for the user. Step 3 utilizes the results of step 1.

* * * End of Change * * * *
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