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1. Introduction
This pCR modifies clause 5.2 of the draft 23.CFA TS, as part of the split across 23.CFA and 23.PTT.
2. Reason for Change
Clause 5.2 contains assumptions and requirements that can be applied across multiple MC services. 
3. Conclusions

The corresponding section is modified in draft TS 23.CFA. A separate pCR captures modification of clause 5 for the draft TS 23.PTT. Future pCRs to capture further modifications of clause 5 for both TSs will most likely be needed.
4. Proposal

It is proposed to agree to the following changes in draft 3GPP TS 23.CFA v0.1.0.
* * * First change * * * *

5.2
Architectural requirements

5.2.1
General architectural requirements

General MC service architectural requirements include:

a)
To develop economies of scale, it will be useful if PLMN operators can reuse the MC service architecture for non-public safety customers that require similar functionality. These PLMN operators may want to integrate many components of the MC service architecture with their existing network architecture.


Hence a functional decomposition of the MC service architecture into distinct logical functions is required.

b)
The MC service architecture should enable an application plane and signalling control plane split for the provisioning of the MCP services.

c)
To enable parts of the MC service architecture to be shared for other applications, the architecture should enable the group management functions (e.g. admission control; linking of groups;) to be implemented on a separate node from the main MC service functions (e.g. "call" setup/termination; allocation of TMGI to UE; floor control;).

d)
There is a need to promptly form (and release) groups of users that span multiple public safety network administrations. To enable this, the MC service architecture should provide the relevant interfaces between public safety networks.

5.2.2
Roaming requirements

MC service applications can provide MC services to users in various PLMNs. Roaming is supported using EPC-level roaming or IMS-level roaming.

5.2.8
UE-to-network relay MC service requirements

To support the requirement that a public safety ProSe UE-to-network relay shall be able to restrict the relayed group communication on a per group basis, the MC service should be able to provide a means for an MC administrator to configure a ProSe UE-to-network relay with a list of allowed MC service groups. For each allowed MC service group, a unique associated relay service code should be allocated and it may be provided to the relay UE from MC service application server or DPF.

NOTE:
According to the PLMN operator's configuration, one relay service code can map to one or multiple MC service group(s).
5.2.11
MCPTT user profile requirements

The MCPTT user profile shall: 
-
be provisioned subject to the MCPTT user authentication by the identity management server;

-
be available at configuration management server and MCPTT server;

-
be associated with an MCPTT user; and

-
contain an index to uniquely distinguish the MCPTT user profile from other MCPTT user profiles associated to the same MCPTT user.
The MCPTT user profile may be modified at the configuration management server.
* * * End of first change * * * *

