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Abstract: This contribution provides the text for Identities (clause 8) for the general application architecture.
1. Discussion
This contribution provides the text for Identities (clause 8) for the general application architecture.
2. Proposal

**********************************Begin Change-1*******************************
8
Identities

8.1
Application plane

8.1.1
Mission Critical user identity (MC ID)

The mission critical user identity is also known as the MC ID. The MC ID is the identity that an user presents to the identity management server during a user authentication transaction. In general, since identity management is a common service it uses an identity which is linked to a set of credentials (e.g. biometrics, secureID, username/password) that may not necessarily be tied to a single mission critical service. The MC ID and the service specific user identity may be the same. The MC ID uniquely identifies the user to the identity management server. The MC ID is used by the identity management server to provide the identity management client a means for mission critical service authentication. 

NOTE:
The specific security and authentication mechanisms required in order to use the MC user identity is specified in 3GPP TS 33.179 [13].























8.2
SIP signalling control plane

The SIP signalling control plane depends upon the use of both a private user identity and one or more public user identities.

When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the IMPI defined in 3GPP TS 23.228 [5].

All SIP signalling messages sent by a signalling user agent to an application server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system. The public user identity fulfils the same functions as IMPU defined in 3GPP TS 23.228 [5].
NOTE 1:
The relationship between the private user identity and public user identity is defined in 3GPP TS 23.228 [5].
The public user identities do not necessarily contain any application-level attributes (e.g., service specific user identities). Any association of the public user identities with such attributes occurs at the application layer only.
When the SIP core and the application service are part of the same trust domain, public user identities may be provided by the application service provider, or the PLMN operator. When the SIP core and the application service are part of the different trust domains, public user identities may be provided by the PLMN operator.
NOTE 2:
The application service provider can have an agreement with the PLMN operator to manage a pool of public user identities.
The SIP core may generate public GRUUs and temporary GRUUs in order to uniquely identify UEs when a user logging on from multiple devices or multiple users sharing the same device is supported per 3GPP TS 23.228 [5].
Public service identity is used as the identifier to route SIP signalling for the application service. The public service identity fulfils the same functions as PSI defined in 3GPP TS 23.228 [5].
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