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1. Introduction
This is a pseudo CR on the draft Release 14 Mission Critical Core Functional Architecture (MCCFA), currently known as S6-160356. This pseudo CR mirrors CR0106 on the MCPTT Release 13 TS 23.179v13.1.0 (see S6‑160420).
2. Reason for Change
TS 23.179v13.1.0 generally uses the term "user authentication" to describe the process of the user authenticating himself with the MCPTT server's identity management server. This was sometimes described as user logon in the early SA6 meetings, and the term "log on" still persists in clauses 10.1.4.1 and 10.5.3.1.
In proposing corrections for this, the present author also observed that the sequence of SIP registrations in figure 10.5.3.1-1 is not correct because the  MCPTT client  cannot perform SIP registration of the user until the user has successfully completed user authentication (see figure 10.2.1 and TS 33.179 clause 5.6.2.1). Also the MCPTT client may need to perform an initial SIP registration of the UE to give the MCPTT user early access to emergency calls (see TS 33.179 clauses 5.1 and 5.6.2.1).
Note also that figure 10.1.1-1 uses the term MCPTT log-off, but this has not been defined in TS 23.179, and this is not addressed by this pCR or the related CR. (Figure 10.1.1-1 may also need updating to show the sequence of SIP registrations and uer authentication and to define the term "MCPTT authorization", but this pCR does propose those changes.)
3. Conclusions

This pCR proposes correction to terminology and SIP registration and user authentication sequencing. 
4. Proposal

It is proposed to agree the following changes to the draft 3GPP TS on MCCFA (S6-160356)
* * * First Change * * * *

10.1.4.1
General

An MCPTT user is associated with at least one MCPTT user profile and can be associated with several. The MCPTT user profile is associated with the user’s MCPTT ID. The MCPTT user profile is stored in MCPTT user database. MCPTT user profile information is downloaded to the MCPTT UE. For the same MCPTT user there can be different MCPTT user profiles active on different MCPTT UEs or on the same MCPTT UE at different times. Only one MCPTT user profile per MCPTT client is active at a time.

Different parts of the MCPTT user profile are provisioned by the Mission Critical Organization, by the MCPTT service provider and by the MCPTT user, respectively. The MCPTT user profile provisioning can be initiated by configuration management client (e.g. upon MCPTT user authentication or on reconnect to MCPTT service), or initiated by configuration management server (e.g. the dynamic attributes applied to MCPTT service due to role change or organization change).
Information contained in the MCPTT user profile is listed in annex B.
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Figure 10.1.4.1-1: The relationship of MCPTT ID, MCPTT User Profile

* * * Next Change * * * *

10.5.3.1
General

The pre-established session can be established after the initial SIP registration of the MCPTT UE, MCPTT user authentication and SIP registration of the MCPTT client. Figure 10.5.3.1-1 presents the high level description of the pre-established session procedure.
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Figure 10.5.3.1-1: Pre-established session

1.
The MCPTT client performs SIP registration with the SIP core on behalf of the UE. This gives the user of the MCPTT client early access to limited MCPTT services, e.g.an anonymous MCPTT emergency group call (see TS 33.179[xx]).
2.
The user of the MCPTT client within an MCPTT UE performs user authentication for the MCPTT service.
3.
The MCPTT client performs SIP registration with the SIP core on behalf of the user of the MCPTT client.
4.
The pre-established session is a session establishment procedure between the MCPTT client and the MCPTT server to exchange necessary media parameters needed for the definition of the media bearers. After the pre-established session is established, the media bearer carrying the floor control messages is always active. Additionally, the MCPTT client is able to activate the media bearer carrying the voice whenever needed:

-
immediately after the pre-established session procedure; or

-
using SIP signalling when an MCPTT call is initiated.
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1. SIP registration of the MCPTT UE
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1. SIP registration



