Page 1



3GPP TSG-SA WG6 Meeting #10
S6-160314

Ljubljana, Slovenia, 11th – 15th April 2016
(revision of S6-160287)

	CR-Form-v11.1

	CHANGE REQUEST

	

	
	23.179
	CR
	0079
	rev
	2
	Current version:
	13.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Corrections to the use of multiple MCPTT user profiles for a single MCPTT user

	
	

	Source to WG:
	BlackBerry UK Ltd.

	Source to TSG:
	S6

	
	

	Work item code:
	MCPTT
	
	Date:
	2016-04-04

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	At SA6 #9, it was proposed to restrict Rel-13 MCPTT to the use of only one MCPTT user profile per MCPTT user. However, this was not agreeable to the meeting, and instead it was preferred by the meeting that Rel-13 allow for multiple MCPTT user profiles per MCPTT user. In addition, down-stream groups (e.g. CT4, CT1) have already specified necessary protocol aspects for this behaviour, so alignment to those groups seems reasonable now in Rel-13.

	
	

	Summary of change:
	Add the missing stage 2 specification to allow multiple MCPTT user profiles to be used on a per MCPTT user basis.

	
	

	Consequences if not approved:
	Lack of clarity as to how multiple MCPTT user profiles are used, in particular, how the UE is made aware of the different MCPTT user profile indexes for a particular MCPTT user.

	
	

	Clauses affected:
	5.2.11, 10.1.1, 10.1.4.1, 10.1.4.2, 10.1.4.3, 10.1.4.4

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


<<< FIRST CHANGE >>>
5.2.11
MCPTT user profile requirements


The MCPTT user profile shall:
-
be provisioned subject to the MCPTT user authentication in the identity management server;
-
be available at configuration management server and MCPTT server;

-
be associated with an MCPTT user; and
-
contain an index to uniquely distinguish the MCPTT user profile from other MCPTT user profiles associated to the same MCPTT user.
The MCPTT user profile may be modified at the configuration management server.

<<< NEXT CHANGE >>>
10
Procedures and information flows

10.1
MCPTT configuration

10.1.1
General
Depicted in figure 10.1.1-1 is a MCPTT configuration time sequence of the data in Annex B, representing the general lifecycle of MCPTT UE using MCPTT service.
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Figure 10.1.1-1 MCPTT UE configuration time sequence and associated configuration data 

The MCPTT UE is provided with initial UE configuration via a bootstrap procedure that provides the MCPTT UE's clients (e.g. MCPTT client, group management client, configuration management client, identity management client, key management client) with critical information needed to connect to the MCPTT system. This includes PDN connection information (see subclause 5.2.9.1) and on-network server identity information for all application plane servers with which the MCPTT UE needs to interact. See annex B.6 for more information.

The MCPTT UE is provided with UE configuration, MCPTT user profile configuration and group configuration via online configuration. While the MCPTT UE is using the MCPTT service it may receive online configuration updates.

The MCPTT service is configured with the service configuration (not shown in the figure 10.1.1-1) which the MCPTT service enforces during the entire phase of MCPTT UE using the MCPTT service.
<<< NEXT CHANGE >>>
10.1.4
MCPTT user profile

10.1.4.1
General

An MCPTT user is identified by an MCPTT ID. An MCPTT ID is associated with at least one MCPTT user profile and can be associated with multiple MCPTT user profiles (identified by an index). This is depicted in figure 10.1.4.1-1.
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Figure 10.1.4.1-1: The relationship of MCPTT user, MCPTT ID, and MCPTT User Profile

For the same MCPTT user there can be different MCPTT user profiles active on different MCPTT UEs or different MCPTT user profiles active on the same MCPTT UE at different times. Only one MCPTT user profile per MCPTT client is active at a time.

All MCPTT user profiles associated with an MCPTT user are stored in the MCPTT user database. Different parts of the MCPTT user profile are provisioned by the Mission Critical Organization, by the MCPTT service provider and by the MCPTT user, respectively.
MCPTT user profile information is downloaded to the MCPTT UE. The MCPTT user profile provisioning in the UE is initiated by the configuration management client (e.g. upon MCPTT user's initial log on or on reconnect to MCPTT service), or initiated by the configuration management server (e.g. due to role change or organization change). MCPTT user profile configuration may include more than one information exchange e.g. the configuration management server may provide the MCPTT UE with a list of some or all enabled MCPTT user profiles to allow the MCPTT user to select one (where the list may contain a subset of the MCPTT user profile information sufficient for the MCPTT user to distinguish which MCPTT user profile to select). 
The configuration management server shall provide MCPTT user profile access control by ensuring that the MCPTT user profile that is active on the MCPTT UE is an enabled MCPTT user profile. This shall apply throughout MCPTT operation i.e. from MCPTT authorization to MCPTT log off.
Information contained in the MCPTT user profile is listed in annex B.3.




10.1.4.2
MCPTT user obtains the MCPTT user profile (UE initiated)

The procedure for MCPTT user obtaining the user profile that is initiated by MCPTT UE is illustrated in figure 10.1.4.2-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.
-
The MCPTT UE has the secure access to the configuration management server.
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Figure 10.1.4.2-1: MCPTT user obtains the user profile (UE initiated)

1.
The configuration management client sends a get MCPTT user profile request message to the configuration management server, which includes the MCPTT ID.

2.
The configuration management server obtains the MCPTT user profile information.

3.
The configuration management server sends get MCPTT user profile response message to the configuration management client. When a download is necessary, this message carries the requested MCPTT user profile information that is associated with the MCPTT ID.
10.1.4.3
MCPTT user obtains the MCPTT user profile (network initiated)

The procedure for MCPTT user obtaining the MCPTT user profile or an update that is initiated by network is illustrated in figure 10.1.4.3-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.

-
The configuration management server has access to the MCPTT user profile(s) associated with the MCPTT ID of the MCPTT user.
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Figure 10.1.4.3-1: MCPTT user obtains the user profile update (network initiated)

1.
The configuration management server obtains the MCPTT user profile update information.

2.
The configuration management server sends a notification for MCPTT user profile data update to the configuration management client.

3.
The configuration management client sends get MCPTT user profile request to the configuration management server, which includes the MCPTT ID. 

4.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile update information requested in step 3.

10.1.4.4
MCPTT user updates the MCPTT user profile data

The procedure for MCPTT user uploading the user data that is related to the MCPTT user profile is illustrated in figure 10.1.4.4-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.
-
The MCPTT UE has already obtained one or more MCPTT user profiles.
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Figure 10.1.4.4-1: MCPTT user updates the MCPTT user profile data

1.
The configuration management client is triggered (e.g. by user interaction operation or by receiving information from the configuration management server per step 2 in subclause 10.1.4.3) to update the MCPTT user profile data on the configuration management server.

2.
The configuration management client sends update MCPTT user profile data request to the configuration management server, which includes the MCPTT user profile data to be updated.

3.
The configuration management server stores the received MCPTT user profile data.

4.
The configuration management server sends update MCPTT user profile data response to the configuration management client to confirm the MCPTT user profile data update is complete.
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