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Abstract: The P-CR suggests adding a new key issue on how using Forward Error Correction (FEC) mechanisms on MBMS broadcast channels for mission critical communication services.
1. DISCUSSION

The P-CR suggests to add a key issue on using FEC mechanisms when using MBMS bearers for mission critical broadcast (i.e. MCPTT, MCVideo, MCData).
2. PROPOSAL
*** First change ***
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5
Key issues

5.x
Key issue #x- Usage of Forward Error Correction (FEC) 
5.x.1
Description

Editor's note:
Describe the key issue (i.e. problem statement), including use cases, technical constraints and interpretations.
Experience shows that today non mission critical services over MBMS suffer by significant packet losses (1%-5% as order of magnitude). To overcome the situation and guarantee the excepted coverage, MBMS deployments add an adapted FEC percentage, based on QoE metrics, over FLUTE and RTP streams.
Mission critical communications over MBMS use the group communication delivery method defined in TS 26.346, which has so far no FEC support. Consequently, these communications will experience many packet losses, which will deeply impact their overall quality of service.
Existing mechanism were already defined in TS 26.346 [x], which are only applicable to RTP streams. This key issue shall describe how an existing FEC mechanism, as specified in TS 26.346 [x], could be efficiently used and how it would be configured in order to reach the required QoS for mission critical services.
Note: Implications with encrypted information, multiple media on the same broadcast channel or interoperability when switching between broadcast and unicast bearers may need to be addressed.
5.x.2
Architectural requirements

Editor's note:
Capture agreements on architectural requirements for solving the key issue. This clause may be omitted if deemed unnecessary.

*** End of changes ***
