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Figure 7.3.1-1 shows the functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane
In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios (e.g. when the MCPTT service provider and the PLMN operator are part of the same trust domain). 
-
The MCPTT user database may be implemented as a User Data Repository (UDR) in some deployment scenarios (e.g. when the UDC concept is already in place; see 3GPP TS 23.335 [X]), in that case the MCPTT Server and the Configuration Management Server are considered as Application Front-Ends.
-
MCPTT-9 carries multicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-4 carries unicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-7 carries unicast media between the media distribution function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media distribution function of the MCPTT server to the media mixer of the MCPTT UE.

Figure 7.3.1-2 shows the functional model for the signalling control plane.
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Figure 7.3.1-2: Functional model for signalling control plane
Figure 7.3.1-3 shows the relationships between the reference points of the application plane and the signalling plane.
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Figure 7.3.1-3: Relationships between reference points of application and signalling control planes

NOTE 1:
Application plane reference point CSC-7 makes use of SIP-2 reference point when the group management servers are connected by a single SIP core. Where they are joined by more than one SIP core, CSC-7 also makes use of the SIP-3 reference point.

NOTE 2:
For simplicity, the HTTP proxy, which provides the interconnection between HTTP-1, HTTP-2 and HTTP-3 reference points, is not shown in figure 7.3.1-3.
* * * Next Change * * * *

7.5.2.3
Reference point MCPTT-2 (between the MCPTT server and the MCPTT user database)

The MCPTT-2 reference point, which exists between the MCPTT server and the MCPTT user database, is used by the MCPTT server to obtain information about a specific user. The MCPTT-2 reference point utilises a diameter management application protocol as defined in  3GPP TS 29.283[x] and hall be intra-network. 
* * * Next Change * * * *

9.2.2.2
MCPTT user database, SIP database and HSS
Figures 9.2.2.2-1 to 9.2.2.2-4 show the possible deployment scenarios of the MCPTT user database and SIP user database, including collocation with the HSS.

NOTE 1:
As an implementation option, the SIP database can be located within the SIP core, in which case the AAA‑1 interface is not exposed.

NOTE 2:
The MCPTT user database and the MCPTT server are always deployed in the same network i.e. both in the PLMN operator's network or both in the MCPTT service provider's network.
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Figure 9.2.2.2-1: Collocation of MCPTT user database and SIP database with HSS

The HSS depicted in figure 9.2.2.2-1 can be deployed either in the PLMN operator's network or the MCPTT service provider's network. 
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Figure 9.2.2.2-2: Shared PLMN operator and MCPTT service provider based deployment of MCPTT service - SIP database collocated with HSS with separate MCPTT user database
The MCPTT user database depicted in figure 9.2.2.2-2 can be deployed in the PLMN operator's network or the MCPTT service provider's network, and the HSS depicted in figure 9.2.2.2-2 can be deployed in the same or different network to the MCPTT user database i.e. PLMN operator's network or the MCPTT service provider's network.
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Figure 9.2.2.2-3: Shared PLMN operator and MCPTT service provider based deployment of MCPTT service - MCPTT user database and SIP database deployed together, with separate HSS
The MCPTT user database and SIP database depicted in figure 9.2.2.2-3 can be deployed in the PLMN operator's network or the MCPTT service provider's network, and the HSS depicted in figure 9.2.2.2-3 can be deployed in the same or different network to the MCPTT user database i.e. PLMN operator's network or the MCPTT service provider's network.



[image: image10.wmf]HSS

HLR

AAA

-

1

MCPTT

-

2

SIP 

d

atabase

MCPTT 

u

ser 

d

atabase

EPS

SIP 

c

ore

MCPTT  

s

erver

S

6

a


Figure 9.2.2.2-4: Shared PLMN operator and MCPTT service provider based deployment of MCPTT service - separate HSS, MCPTT user database and SIP database
Each of the MCPTT user database, SIP database and HSS depicted in figure 9.2.2.2-4 can be deployed in the same or different networks i.e. PLMN operator's network or the MCPTT service provider's network.

* * * End of changes * * * *
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