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*************** First Change ********************
5.1.2
Trust domain

For an MCPTT system, the trust domain consists of one or more MCPTT functions that are administered by the same or different service providers (e.g. MCPTT service provider, PLMN operator) that have an agreement to share sensitive information.

For the MCPTT architecture, the following rules are implied for functions in different trust domains:

-
A public user identity shall not identify an MCPTT user in a different trust domain (see subclause 8.3.1);

-
A public service identity shall not identify an MCPTT group ID in a different trust domain (see subclause 8.3.2);

-
A SIP database shall not pass responses to a registrar or registrar finder in a different trust domain (see subclause 7.4.3.2.1); and

-
An HTTP proxy shall not pass requests or responses to another HTTP proxy, an HTTP server or an HTTP client in a different trust domain (see subclause 7.4.3.3.2).

*************** Second Change ********************

5.2.1
General architectural requirements

General MCPTT architectural requirements include:

a)
To develop economies of scale, it will be useful if PLMN operators can reuse the MCPTT architecture for non-public safety customers that require similar functionality. These PLMN operators may want to integrate many components of the MCPTT solution with their existing network architecture.


Hence a functional decomposition of MCPTT into a small number of distinct logical functions is required.

b)
The architecture should enable an application plane and signalling control plane split for the provision of the MCPTT service.

c)
To enable parts of the MCPTT solution to be reused for other applications, the architecture should enable the group management functions (e.g. admission control; linking of groups;) to be implemented on a separate node from the main PTT functions (e.g. "call" setup/termination; allocation of TMGI to UE; floor control;).

d)
There is a need to promptly form (and release) groups of users that span multiple public safety network administrations. To enable this, the architecture should provide the relevant interfaces between public safety networks.

*************** Third Change ********************

5.2.5
Group affiliation and de-affiliation
Group affiliation can be achieved through the following two methods:

a)
Explicit affiliation: An MCPTT user provides interest in one or many MCPTT groups using the MCPTT UE. An MCPTT authorized user may remotely modify another MCPTT user's affiliation to an MCPTT group.

b)
Implicit affiliation: MCPTT user's affiliations to MCPTT groups are determined through configurations and policies at the MCPTT UE or MCPTT service and performed implicitly by the associated MCPTT UE or MCPTT service.

NOTE:
Group affiliation is not the same as group membership; however, an MCPTT user is a member of a group prior to becoming an affiliated member of that group.
The following functionality shall be enabled by the MCPTT service for the MCPTT users affiliated to the MCPTT groups:

-
MCPTT users receive notifications for group call setup and invitation for their affiliated group(s).

-
MCPTT users can select amongst their affiliated group a selected MCPTT group for media transmission. Thus, allowing the MCPTT user to initiate a new group call or transmit in an existing group call.

-
MCPTT users receive media and events from their affiliated group(s).

Group de-affiliation indicates that the MCPTT user is no longer affiliated to that MCPTT group, and therefore is not able to perform any actions that are associated with an affiliated member (e.g. receive media, notifications). De-affiliation can occur either through MCPTT user's explicit request, or implicitly (e.g. changed as the result of another action, such as the user logging off).
*************** Fourth Change ********************

7.4.2.3.5
Media distribution function 

The media distribution function is responsible for the distribution of media to call participants. By means of information provided by the MCPTT server (e.g. IP addresses, transport layer ports), it will provide the following functionality:

-
provide for the reception of uplink MCPTT UE media transmission by means of the MCPTT-7 reference point;

-
replicate the media as needed for distribution to those participants using unicast transport;

-
distribute downlink media to MCPTT UEs by IP unicast transmission to those participants utilizing unicast transport by means of the MCPTT-7 reference point;

-
distribute downlink media to MCPTT UEs using multicast downlink transport of media for the call by means of the MCPTT-8 reference point; and

-
provide a media mixing function where multiple media streams are combined into a single media stream for transmission to the MCPTT UE.

NOTE 1:
If media mixing function occurs within the media distribution function, it operates independently of the media mixer in the UE.

NOTE 2:
A media mixing function within the media distribution function is not possible where the media is end to end encrypted.

*************** Fifth Change ********************

9.2.1.1
On-network architectural model diagram

Figure 9.2.1.1-1 below is the on-network architectural model for the MCPTT system solution, where the MCPTT system provides MCPTT service via a single PLMN. 
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Figure 9.2.1.1-1: On-network architectural model
*************** Sixth Change ********************

9.2.2.1.4
MCPTT service provider administers SIP core, separate from EPS

In this scenario, as illustrated in figure 9.2.2.1.4-1, the MCPTT service provider administers the SIP core, and the MCPTT application services and SIP core are independent of the PLMN operator.
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Figure 9.2.2.1.4-1: MCPTT service provider provision of SIP core, separate domain from EPS

The MCPTT service provider may require that all identities and other sensitive information at the application services layer are hidden from the EPS. The MCPTT service provider need not hide the identities and signalling at the application services layer from the SIP core. However the MCPTT service provider may require that identities and other sensitive information between SIP core and SIP client in the MCPTT UE are also hidden from the EPS.

All authentication and authorisation mechanisms, including security roots, at both application services layer and at SIP signalling plane may need to be hidden from, and not available to, the PLMN operator. 

*************** Seventh Change ********************

9.2.2.1.5
SIP core partially administered by both PLMN operator and MCPTT service provider

In this scenario, as illustrated in figure 9.2.2.1.5-1, the SIP core is partially administered by both parties, for example when the SIP core registrar is administered by the MCPTT service provider, but the SIP core registrar finder and proxy is administered by the PLMN operator.
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Figure 9.2.2.1.5-1: MCPTT service provider partial provision of SIP core, separate domain from EPS

The MCPTT service provider may require that all identities and signalling at the application services layer are hidden from the EPS, and may require identities and other sensitive information to be hidden from the PLMN operator administered part of the SIP core.

All authentication and authorisation mechanisms, including security roots, at the application services layer may need to be hidden from, and not available to, the PLMN operator.

*************** Eigth Change ********************

9.3.1
Off-network architectural model diagram

Figure 9.3.1-1 shows the off-network architectural model for the MCPTT system solution for inter-UE communication, where no relay function is used.
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Figure 9.3.1-1: Off-network architectural model for inter-UE communication where no relay function is used

Figure 9.3.1-2 shows the off-network architectural model for the MCPTT system solution for configuration management and group management.
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Figure 9.3.1-2: Off-network architectural model for configuration management and group management

NOTE 1:
The offline common services server denoted in figure 9.3.1-2 could be provided by a portable device e.g. laptop.
NOTE 2:
Non-EPS access can be any IP-CAN that is mutually supported by the offline common services server and the UE 3, and which provides necessary connectivity for the CSC-11 and CSC-12 reference points. It is out of scope of this specification what type of IP-CANs are supported, but could be e.g. USB, Bluetooth, WLAN.
The offline common services server could be the same entity (or set of entities) as the common services core. In this case the configuration management server shall not configure to the same user on the same UE, with parameters provisioned by offline and online configuration simultaneously. The configuration management server shall not configure to the same user on the same UE for the same parameters by using CSC-11 and CSC-4 reference points simultaneously.
The entities within this model are described in the following subclauses and a full functional model is given in subclause 7.3.2.
*************** Ninth Change ********************

10.1.2.4
Get group configuration response
Table 10.1.2.4-1 describes the information flow get configuration response from the group management server to the group management client.

Table 10.1.2.4-1: Get group configuration response
	Information element
	Status
	Description

	MCPTT group configuration data
	M
	MCPTT group configuration data


*************** Tenth Change ********************

10.1.3.2
Procedures

The procedure for MCPTT UE obtaining the MCPTT UE related configuration data is illustrated in figure 10.1.3.2-1.
Pre-conditions:

-
The MCPTT UE has the secure access to the configuration management server.
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Figure 10.1.3.2-1: MCPTT UE obtains the configuration data
1.
The configuration management client sends a get MCPTT UE configuration request to the configuration management server for obtaining MCPTT UE configuration data.

2.
The configuration management server sends get MCPTT UE configuration response to the configuration management client. This message carries the MCPTT UE configuration data.
*************** Eleventh Change ********************

10.1.4.1
General

An MCPTT user is associated with at least one MCPTT user profile and can be associated with several. The MCPTT user profile is associated with the user’s MCPTT ID. An example of the relationship between the MCPTT ID and several MCPTT user profiles is shown in figure 10.1.4.1-1. The MCPTT user profile is stored in MCPTT user database MCPTT user profile information is downloaded to the MCPTT UE. For the same MCPTT user there can be different MCPTT user profiles active on different MCPTT UEs or on the same MCPTT UE at different times. Only one MCPTT user profile per MCPTT client is active at a time.

Different parts of the MCPTT user profile are provisioned by the Mission Critical Organization, by the MCPTT service provider and by the MCPTT user, respectively. The MCPTT user profile provisioning can be initiated by configuration management client (e.g. upon MCPTT user’s initial log on or on reconnect to MCPTT service), or initiated by configuration management server (e.g. the dynamic attributes applied to MCPTT service due to role change or organization change).
Information contained in the MCPTT user profile is listed in annex B.3.
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Figure 10.1.4.1-1: The relationship of MCPTT ID, MCPTT User Profile
*************** Twelth Change ********************

10.3.2
Information flows for affiliation

10.3.2.1
MCPTT group affiliation request
Table 10.3.2.1-1 describes the information flow MCPTT group affiliation request from the MCPTT client to the MCPTT server.
Table 10.3.2.1-1: MCPTT group affiliation request
	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to affiliate.


10.3.2.1a
MCPTT group affiliation request (MCPTT server – MCPTT server)
Table 10.3.2.1a -1 describes the information flow MCPTT group affiliation request between the MCPTT servers.

Table 10.3.2.1a-1: MCPTT group affiliation request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to affiliate and is defined in the destination MCPTT system.


10.3.2.2
MCPTT group affiliation response

Table 10.3.2.2-1 describes the information flow MCPTT group affiliation response from the MCPTT server to the MCPTT client.
Table 10.3.2.2-1: MCPTT group affiliation response
	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to affiliate.

	Affiliation status per MCPTT group ID
	M
	It indicates the affiliation result for every MCPTT group ID in the list.


10.3.2.2a
MCPTT group affiliation response (MCPTT server – MCPTT server)
Table 10.3.2.2a-1 describes the information flow MCPTT group affiliation response between the MCPTT servers.

Table 10.3.2.2a-1: MCPTT group affiliation response

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to affiliate and is defined in the destination MCPTT system.

	Affiliation status per MCPTT group ID
	M
	It indicates the affiliation result for every MCPTT group ID in the list.


10.3.2.3
Group affiliation status update 

Table 10.3.2.3-1 describes the information flow group affiliation status update from the MCPTT server to the group management server.
Table 10.3.2.3-1: group affiliation status update
	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID for which the group affiliation status needs to be updated. 

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs for which the affiliation status needs to be updated.

	Affiliation status per MCPTT group ID
	M
	It indicates the affiliation status for every MCPTT group ID in the list.


10.3.2.4
MCPTT group de-affiliation request
Table 10.3.2.4-1 describes the information flow MCPTT group de-affiliation request from the MCPTT client to the MCPTT server.
Table 10.3.2.4-1: MCPTT group de-affiliation request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group de-affiliation request.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to de-affiliate.


10.3.2.4a
MCPTT group de-affiliation request (MCPTT server – MCPTT server)
Table 10.3.2.4a-1 describes the information flow MCPTT group de-affiliation request between the MCPTT servers.

Table 10.3.2.4a-1: MCPTT group de-affiliation request

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group de-affiliation request.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to de-affiliate and is defined in the destination MCPTT system.


10.3.2.5
MCPTT group de-affiliation response

Table 10.3.2.5-1 describes the information flow MCPTT group de-affiliation response from the MCPTT server to the MCPTT client.
Table 10.3.2.5-1: MCPTT group de-affiliation response

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group de-affiliation request.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to de-affiliate.

	De-affiliation status per MCPTT group ID
	M
	It indicates the de-affiliation result for every MCPTT group ID in the list.


10.3.2.5a
MCPTT group de-affiliation response (MCPTT server – MCPTT server)
Table 10.3.2.5a-1 describes the information flow MCPTT group de-affiliation response between MCPTT servers.

Table 10.3.2.5a-1: MCPTT group de-affiliation response

	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group de-affiliation request.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to de-affiliate and is defined in the destination MCPTT system.

	De-affiliation status per MCPTT group ID
	M
	It indicates the de-affiliation result for every MCPTT group ID in the list.


10.3.2.6
Group de-affiliation status update 

Table 10.3.2.6-1 describes the information flow group de-affiliation status update from the MCPTT server to the group management server.
Table 10.3.2.6-1: group de-affiliation status update
	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID for which the group de-affiliation status needs to be updated. 

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs for which the de-affiliation status needs to be updated.

	De-affiliation status per MCPTT group ID
	M
	It indicates the de-affiliation status for every MCPTT group ID in the list.


10.3.2.7
MCPTT group affiliation change request
Table 10.3.2.7-1 describes the information flow MCPTT group affiliation change request from the MCPTT client to the MCPTT server.
Table 10.3.2.7.1: MCPTT group affiliation change request
	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group affiliation change request.

	MCPTT ID list
	M
	A list of one or more MCPTT IDs to which the originator intends to the change their MCPTT group affiliation relationship.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to change their affiliation relationship with the target user.

	Change request type
	M
	It indicates the affiliation request type, i.e. mandatory or negotiated


10.3.2.8
MCPTT group affiliation change response

Table 10.3.2.8-1 describes the information flow MCPTT group affiliation change response from the MCPTT server to the MCPTT client.
Table 10.3.2.8-1: MCPTT group affiliation change response
	Information element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT ID list
	M
	A list of one or more MCPTT IDs to which the originator intends to the change their MCPTT group affiliation relationship.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intends to change their affiliation relationship with the target user.

	Affiliation status per MCPTT group ID
	M
	It indicates the affiliation relationship change result for every MCPTT group ID in the list.


*************** Thirteenth Change ********************

10.3.5.1.2
Authorized user remotely changes another MCPTT user's affiliated MCPTT group(s) – negotiated mode

Procedure for the authorized user to remotely change another MCPTT user's affiliated MCPTT group(s) with the target MCPTT user's approval is described in figure 10.3.5.1.2-1. 

Pre-conditions:
-
The MCPTT client 1 (authorized user 1) has already been provisioned (statically or dynamically) with target MCPTT user's information and its group information, that target MCPTT user 2 is allowed to be affiliated or de-affiliated;
-
The primary MCPTT server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate or to de-affiliate to MCPTT group(s), priority, and other related configuration data.
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Figure 10.3.5.1.2-1: Remotely change MCPTT group affiliation – negotiated mode
1.
When an authorized user requires one or more MCPTT users to change the affiliation to an MCPTT group or set of MCPTT groups, the MCPTT client 1 of the authorized user 1 sends MCPTT group affiliation change request to the primary MCPTT server. The information (i.e. target MCPTT user(s) ID, MCPTT group(s) ID) used to indicate the change of the affiliation relationship between the target MCPTT user 2 and the MCPTT group(s) shall be included.

2.
The primary MCPTT server shall check if the MCPTT user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MCPTT group(s). The primary MCPTT server shall check if the target MCPTT user(s) are authorized for the requested affiliation relationship based on the user subscription and the group policy (i.e. if not available, the primary MCPTT server obtains the group policy from the group management server). The primary MCPTT server also performs the check for the maximum limit on the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.

3.
If the target MCPTT user 2 is authorized to the changes to its affiliated MCPTT group(s), the primary MCPTT server sends the MCPTT group affiliation change request to the MCPTT client 2 of the target MCPTT user 2. 

4.
The MCPTT client 2 notifies the MCPTT group affiliation change request to the target MCPTT user 2 to receive the approval from the user on the proposed changes to the affiliated MCPTT group(s).

NOTE 1:
The procedure is aborted if the target MCPTT user 2 does not respond to the notification within an implementation dependent time.
5. 
If the target MCPTT user 2 provides a response (accept or reject) to the notification, then the MCPTT client 2 sends an MCPTT group affiliation change response to the primary MCPTT server. A response indicating target user 2's acceptance to the requested affiliation change by authorized user 1, triggers the affiliation or de-affiliation procedures at the primary MCPTT server (see subclause 10.3.3.1 or subclause 10.3.4.2) as per the MCPTT user 1's requested changes to the target user 2's affiliated group(s). 

NOTE 2:
In the case where the affiliation changes for target user 2 includes MCPTT groups defined in partner MCPTT systems, the primary MCPTT server performs the affiliation or de-affiliation procedures by interacting with the partner MCPTT systems (see subclause 10.3.3.2 or subclause 10.3.4.3).
6. The primary MCPTT server sends the MCPTT group affiliation change response to the MCPTT client 1.

NOTE 3:
If multiple MCPTT groups are included in step 1, and these MCPTT groups belong to different partner MCPTT systems, the primary MCPTT server can wait until all the partner MCPTT systems provides the MCPTT group affiliation change response messages.
*************** Fourteenth Change ********************

10.4.3
Group creation

Figure 10.4.3-1 below illustrates the group creation operations by authorized MCPTT user/MCPTT administrator to create a group. It applies to the scenario of normal group creation by an MCPTT administrator and user regrouping operations by authorized user/dispatcher.

Pre-conditions:

1.
The group management client, group management server, MCPTT server and the MCPTT group members belong to the same MCPTT system.

2.
The administrator/authorized user/dispatcher is aware of the users' identities which will be combined to form the MCPTT group.
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Figure 10.4.3-1: Group creation

1.
The group management client of the administrator/dispatcher/authorized MCPTT user requests group create operation to the group management server. The identities of the users being combined shall be included in this message.

2.
During the group creation, the group management server creates and stores the information of the group as group configuration data as described in subclause 10.1.5.4. The group management server performs the check on the maximum limit of the total number (N11) of MCPTT group members for the MCPTT group(s).
3.
The group management server may conditionally notify the MCPTT server regarding the group creation with the information of the group members. During user regroup, the group management server notifies the MCPTT server regarding the group creation with the information of the temporary group members. The MCPTT users of the temporary group may be automatically affiliated, if configured on the MCPTT server.

4.
The MCPTT group members of the MCPTT group are notified about the newly created MCPTT group configuration data.

5.
The group management server provides a group creation confirmation response to the group management client of the administrator/dispatcher/authorized MCPTT user.

*************** Fifteenth Change ********************

10.5.2.1
Pre-established session establishment

Table 10.5.2.1-1 describes the information flow create pre-established session request from the MCPTT client to the MCPTT server.

Table 10.5.2.1-1: Create pre-established session request

	Information element
	Status
	Description

	MCPTT ID of requester (originator)
	M
	This element identifies the MCPTT user that wishes to create a pre-established session.

	SDP offer
	M
	SDP with media information offered by client (e.g. ports, codec, protocol id).


Table 10.5.2.1-2 describes the information flow create pre-established session response from the MCPTT server to the MCPTT client.

Table 10.5.2.1-2: Create pre-established session response

	Information element
	Status
	Description

	SDP Answer
	M
	SDP with media information offered by server (e.g. ports, codec, protocol id)

	Session ID
	M
	This element identifies the specific session ID used for pre-established sessions.


*************** Sixteenth Change ********************

10.5.2.4
Pre-established session release - server initiated

Table 10.5.2.4-1 describes the information flow release pre-established session request from the MCPTT server to the MCPTT client.

Table 10.5.2.4-1: Release pre-established session release request - server initiated

	Information element
	Status
	Description

	MCPTT ID of target
	M
	This element identifies the MCPTT user that is the target of the for pre-established session release.

	Release reason
	M
	This element indicates the reason for the session release. 


Table 10.5.2.4-2 describes the information flow release pre-established session response from the MCPTT client to the MCPTT server.

Table 10.5.2.4-2: Release pre-established session response - server initiated

	Information element
	Status
	Description

	Session ID
	M
	This element identifies the specific session ID used for pre-established sessions.


*************** Seventeenth Change ********************

10.5.3.2
Pre-established session establishment

The pre-established session is a session between the MCPTT client and the MCPTT server in the MCPTT system, and which may utilise other functional entities (e.g. a media distribution function, as defined in subclause 7.4.2.3.5, for means of obtaining media parameters and gathering ICE candidates). Figure 10.5.3.2-1 represents the pre-established session establishment flow.
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Figure 10.5.3.2-1: Pre-established session establishment

1.
The MCPTT client within the MCPTT UE gathers ICE candidates.

2.
The MCPTT client within the MCPTT UE sends a request to the MCPTT server to create a pre-established session.

3.
MCPTT server performs necessary service control, obtains media parameters (e.g. by means of interacting with a media distribution function of the MCPTT server) and gathers ICE candidates.

4.
MCPTT server sends a create pre-establish session response to the MCPTT client within the MCPTT UE.

5.
ICE candidate pair checks take place e.g. between the MCPTT client within the MCPTT UE and a media distribution function of the MCPTT server.

6.
If necessary the MCPTT client within the MCPTT UE sends another request to the MCPTT server to update the ICE candidate pair for the pre-established session.

7.
The MCPTT server sends a create pre-establish session response accepting the ICE candidate pair update.

The media sessions are consisting of at least an active media session carrying the floor control messages with bearer of QCI "Mission Critical delay sensitive signalling" and an inactive media session for the voice media (which is carried when active by a GBR of QCI "Mission Critical user plane Push To Talk voice").

NOTE:
The mission critical specific QCIs are defined in 3GPP TS 23.203 [4].
*************** Eighteenth Change ********************

10.5.3.3
Pre-established session modification

Figure 10.5.3.3-1 represents the pre-established session establishment flow.
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Figure 10.5.3.3-1: Pre-established session modification

1.
The MCPTT client within the MCPTT UE gathers ICE candidates, if necessary (e.g. depending on the information that needs to be updated).

2.
The MCPTT client within the MCPTT UE sends a request to the MCPTT server to modify a pre-established session.

3.
MCPTT server performs necessary service control, obtains any necessary media parameters (e.g. by means of interacting with a media distribution function of the MCPTT server) and gathers necessary ICE candidates.

4.
MCPTT server sends a modify pre-establish session response to the MCPTT client within the MCPTT UE.

5.
If necessary, ICE candidate pair checks take place e.g. between the MCPTT client within the MCPTT UE and a media distribution function of the MCPTT server.

6.
If necessary the MCPTT client within the MCPTT UE sends another request to the MCPTT server to update the ICE candidate pair for the pre-established session.

7.
The MCPTT server sends a create pre-establish session response accepting the ICE candidate pair update.

NOTE 1:
The represented procedure corresponds to a session modification initiated by the MCPTT client. It can also be initiated by the MCPTT server.

NOTE 2:
The procedure can also be used to switch a media session from the inactive to the active state and the reverse. The modification of the session triggers a corresponding modification of the characteristics (e.g. activity, bandwidth) of the corresponding GBR bearers.
*************** Nineteenth Change ********************

10.5.3.4
Pre-established session release

Figure 10.5.3.4-1 represents the MCPTT client within the MCPTT UE initiated pre-established session release flow and figure 10.5.3.4-2 represents the MCPTT server initiated pre-established session release flow.
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Figure 10.5.3.4-1: MCPTT client within the MCPTT UE initiated pre-established session release

1.
The MCPTT client within the MCPTT UE sends a request to the MCPTT server to release a pre-established session.

2.
The MCPTT server sends a release pre-establish session response to the MCPTT client within the MCPTT UE.

3.
The MCPTT server releases all resources for the pre-established session.
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Figure 10.5.3.4-2: MCPTT Server initiated pre-established session release 
1.
The MCPTT server sends a request to the MCPTT client within the MCPTT UE to release a pre-established session.

2.
The MCPTT client within the MCPTT UE sends a release pre-establish session response to the MCPTT server.

3.
The MCPTT server releases all resources for the pre-established session.
*************** Twentith Change ********************

10.6.2.3.1.1.3
Release pre-arranged group call

The procedure focuses on the case where an MCPTT server initiates the termination of an ongoing MCPTT group call for all the participants of that group call, since at least one of the termination conditions are met e.g., due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

NOTE:
The procedure for MCPTT user leaving the group call is a different scenario and is not considered in this solution.

Procedures in figure 10.6.2.3.1.1.3-1 are the signalling control plane procedures for the MCPTT server initiating termination of an ongoing MCPTT group call.
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Figure 10.6.2.3.1.1.3-1: Release pre-arranged group call

1.
It is assumed that MCPTT users on MCPTT client 1, client 2 and client 3 are already part of the ongoing group call (e.g., as a result of pre-arranged group call setup).

2.
MCPTT server would like to release the MCPTT group call which is ongoing e.g., due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

3.
MCPTT server identifies the participants of the ongoing group call and generates group call release request to release ongoing session.

4. 
MCPTT server sends a group call release request via SIP core towards each participant of the ongoing group call.

5.
MCPTT users are notified about the release of the group call.

6.
MCPTT client(s) receiving group call release request, acknowledge towards the MCPTT server by sending a group call release response.

7. MCPTT client 1, client 2 and client 3 have successfully released the floor control and media plane resources associated with the group call that is terminated.

*************** Twenty-first Change ********************

10.6.2.3.1.1.5
Rejoining call
Procedures in figure 10.6.2.3.1.1.5-1 are the signalling control plane procedures for the MCPTT client to rejoin an ongoing MCPTT group call (e.g. coming back from out of coverage).
Pre-conditions:

-
It is assumed that MCPTT users on MCPTT client 2 to MCPTT client n are on an ongoing call.
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Figure 10.6.2.3.1.1.5-1: Rejoin call

1.
MCPTT client 1 has necessary information for rejoining an ongoing group call, then the MCPTT client 1 initiates group call rejoin request including the ongoing group call information.

2.
MCPTT server checks whether the MCPTT client 1 can rejoin the ongoing call (e.g. based upon affiliation status).

3.
MCPTT client 1 is informed that the group call rejoin is successful by sending a group call rejoin response.

4.
MCPTT client 1 is successfully added to the ongoing group call and MCPTT users at MCPTT client 1 to MCPTT client n may be notified about the MCPTT client 1 joining the group call.

5.
The floor taken with the information of the current talker is sent to MCPTT client 1. 
*************** Twenty-second Change ********************

10.6.2.3.1.2.3
Release chat group call

The procedure describes the case where the MCPTT server releases an ongoing MCPTT group call for all the participants of that group call, since at least one of the conditions for release are met e.g. due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or the number of affiliated MCPTT group members is below the minimum number permitted.

NOTE 1:
The procedure for an MCPTT user leaving the group call is a different procedure.

Procedures in figure 10.6.2.3.1.2.3-1 are the procedures for the MCPTT server initiating the release of an ongoing MCPTT group call.

The following precondition applies:

- A group call is ongoing between MCPTT clients 1, 2 and 3
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Figure 10.6.2.3.1.2.3-1: Release chat group call

1.
MCPTT server would like to release the MCPTT group call which is ongoing e.g., due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

2.
MCPTT server identifies the participants of the ongoing group call and generates group call release request to release the ongoing session.

3. 
MCPTT server sends a group call release request towards each participant of the ongoing group call. 

NOTE 2:
The group call release request can also be sent over SIP signalling on the signalling plane.
4.
MCPTT users are notified about the release of the group call.

5.
Optionally the MCPTT client(s) receiving group call release request, may send a group call release response to the MCPTT server.

NOTE 3:
The MCPTT client can send group call release response when the group call release request is sent using a unicast bearer.
6. 
MCPTT client 1, client 2 and client 3 release the floor control and media plane resources associated with the group call that is released. Successful release of the group call does not affect the status of affiliation of any of the clients.

*************** End of  Changes ********************
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