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************************ 1st of Changes ************************

10.6.2.6
Emergency and imminent peril procedures

10.6.2.6.1
MCPTT emergency group call

10.6.2.6.1.1
MCPTT emergency group call commencement

The procedure focuses on the case where an MCPTT client is initiating an MCPTT emergency group call with the affiliated MCPTT members of that MCPTT group. An MCPTT client in the MCPTT emergency state gains elevated access privilege for all of the MCPTT user's mission critical applications.

Procedures in figure 10.6.2.6.1.1-1 are the signalling control plane procedures for the MCPTT client initiating establishment of an MCPTT emergency group call with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The initiating MCPTT client 1 has been provisioned with an MCPTT group that has been designated via provisioning as the MCPTT emergency group.

NOTE 2:
Alternatively, the client could have been provisioned for emergency behaviour on the selected group.
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Figure 10.6.2.6.1.1-1: MCPTT emergency group call

1.
The user at the MCPTT client 1 initiates an MCPTT emergency group call. MCPTT client 1 sets its MCPTT emergency state. The MCPTT emergency state is retained until explicitly cancelled. 

2.
MCPTT client 1 sends an MCPTT group call request towards the MCPTT server. The request contains an indication of the MCPTT emergency. The MCPTT server records the identity of the MCPTT user that initiated the MCPTT emergency group call until the MCPTT emergency is cancelled. Once an MCPTT emergency call has been initiated, the MCPTT group is considered to be in an in-progress emergency state until cancelled. If configured to send an MCPTT emergency alert when initiating an MCPTT emergency group call, the request also contains an indication that an MCPTT emergency alert is to be initiated. The request may contain an indication of an implicit floor request.

3.
The MCPTT server implicitly affiliates the client to the emergency group if the client is not already affiliated. 

4.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.



5.
MCPTT server sends the MCPTT emergency group call request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of the in-progress emergency. The request contains an indication of an MCPTT emergency alert if the request from the originator indicated MCPTT emergency alert.

6.
MCPTT users are notified of the incoming MCPTT group call.

7.
The receiving MCPTT clients acknowledge the MCPTT emergency group call request to the MCPTT server. For a multicast call, these acknowledgements are not sent.

8.
The MCPTT server informs the MCPTT client 1 about the successful MCPTT emergency call establishment.

NOTE 3:
Step 8 can occur at any time following step 4, depending on the conditions to proceed with the call.
NOTE 4 :  The resource reservation and priority configuration is described in 3GPP TS 23.203 [4] and section 10.11.2 of this specification.
MCPTT client 1, MCPTT client 2 and MCPTT client 3 have successfully established media plane for communication. MCPTT floor participant 1, floor participant 2 and floor participant 3 exchange floor control information e.g., MCPTT client 1 receives the floor granted information over the established media plane, while the other MCPTT client's receive floor taken information. MCPTT client 1 indicates to the MCPTT user that the floor is available to send media, while the other MCPTT clients in the MCPTT emergency group call will be receiving that media. MCPTT client 1 can override other clients in the call except those that are also in the MCPTT emergency state.

10.6.2.6.1.2
MCPTT group call upgraded to an MCPTT emergency group call

The procedure focuses on the case where an authorized MCPTT user is upgrading an MCPTT group call to an MCPTT emergency group call while the MCPTT group call is already in progress.

Procedures in figure 10.6.2.6.1.2-1 are the signalling control plane procedures for the MCPTT client upgrading an MCPTT group call on an MCPTT group to an MCPTT emergency group call.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
An MCPTT group call is already in progress.

4.
The initiating MCPTT client 1 has been configured to send an MCPTT emergency alert when upgrading an MCPTT emergency group call.
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Figure 10.6.2.6.1.2-1: MCPTT group call upgraded to an MCPTT emergency group call

1.
The MCPTT user at MCPTT client 1 initiates a group emergency. MCPTT client 1 sets its MCPTT emergency state. The MCPTT emergency state is retained until explicitly cancelled. 

2.
MCPTT client 1 requests the MCPTT server to upgrade the MCPTT group to an in-progress emergency state by sending an MCPTT group emergency request. If configured to send an MCPTT alert when initiating an MCPTT emergency upgrade, the request also contains an indication that an MCPTT alert is to be initiated. The request may contain an indication of an implicit floor request.


3.
MCPTT server sends the MCPTT group emergency request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of an MCPTT emergency alert if the request from the originator indicated MCPTT emergency alert. 

4.
MCPTT users are notified of the in-progress emergency state of the MCPTT group.

5.
The receiving MCPTT clients acknowledge the MCPTT group emergency request to the MCPTT server. For a multicast call, these acknowledgements are not sent.

6.
The MCPTT server confirms the upgrade request to MCPTT client 1. If the MCPTT emergency request contained an implicit floor request, the OK message contains the result of the implicit floor request.

NOTE 2:
Step 6 can occur at any time following step 2, depending on the conditions to proceed with the call.
NOTE 3 :  The resource modification and priority configuration is described in 3GPP TS 23.203 [4] and section 10.11.3 of this specification.

MCPTT client 1, MCPTT client 2 and MCPTT client 3 continue with the MCPTT group call, which has been transformed into an MCPTT emergency group call. MCPTT client 1 can override other clients in the call except those that are also in the MCPTT emergency state.

10.6.2.6.1.3
MCPTT group emergency cancel

The procedure focuses on the case where an MCPTT client cancels an MCPTT group's in-progress emergency.

Procedures in figure 10.6.2.6.1.3-1 are the signalling control plane procedures for the MCPTT client cancelling an in-progress emergency.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

NOTE 2:
The end of the MCPTT emergency group call does not cancel the MCPTT group's in-progress emergency state. It is explicitly cancelled by an authorized user.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
MCPTT group members have been notified about the in-progress emergency.

4.
The MCPTT group is in the in-progress emergency state and has prioritized bearer support.

5.
MCPTT client 1 previously initiated the in-progress emergency.
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Figure 10.6.2.6.1.3-1: MCPTT emergency group cancel

1.
The user at the MCPTT client 1 initiates an MCPTT emergency group cancel.

NOTE 3:
An MCPTT user authorized to cancel in-progress emergencies on the MCPTT group can also be authorised to cancel the MCPTT emergency alert in addition to the initiator. However, only the initiator can cancel the initiator's local MCPTT emergency state.

2.
MCPTT client 1 sends an MCPTT emergency group cancel request to the MCPTT server. 

NOTE 4:
When MCPTT emergency alerts are in effect together with an MCPTT emergency group condition on the same MCPTT group, the MCPTT emergency alert can, under some circumstances be cancelled at the same time. In that case, the MCPTT emergency group cancel request carries an indication that the alert is also being cancelled.

3.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based upon the information from group management server.


4.
The MCPTT server sends an MCPTT emergency group cancel request to the MCPTT group members.

5.
MCPTT group members are notified of the MCPTT emergency cancel.

6.
The receiving MCPTT group members acknowledge the MCPTT emergency cancel to the MCPTT server. For a multicast call scenario, these acknowledgements are not sent.

7.
The MCPTT server confirms the MCPTT emergency group cancel to MCPTT client 1. MCPTT client 1 resets its local emergency status since it is the one requesting the MCPTT emergency group cancel. 

NOTE 5:
Step 7 can occur at any time following step 3, depending on the conditions to proceed with the call.
NOTE 6 :  The resource revoke is described in 3GPP TS 23.203 [4]
10.6.2.6.2
MCPTT imminent peril group call
10.6.2.6.2.1

MCPTT imminent peril group call commencement 

The procedure focuses on the case where an authorized MCPTT user is initiating an imminent peril group call for communicating with the affiliated MCPTT members of that MCPTT group. This procedure will gain elevated access privilege for the MCPTT client if it is not already in that state. The access privilege for other applications will not necessarily be affected.
Procedures in figure 10.6.2.6.2.1-1 are the signalling control plane procedures for the MCPTT client initiating establishment of an imminent peril group call with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The initiating MCPTT client 1 has been provisioned with an MCPTT group that has been designated in the provisioning to be used for imminent peril communications.

NOTE 1:
Alternatively, the client could have been provisioned for imminent peril behaviour on the selected group.
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Figure 10.6.2.6.2.1-1: MCPTT imminent peril group call

1.
The user at the MCPTT client 1 initiates an imminent peril group call.

2.
MCPTT client 1 sends an MCPTT imminent peril group call request towards the MCPTT server. The request contains an indication of the in-progress imminent peril. The MCPTT server records the identity of the MCPTT user that initiated the imminent peril group call until the in-progress imminent peril state is cancelled. Once an imminent peril group call has been initiated, the MCPTT group is considered to be in an in-progress imminent peril state until cancelled. The request may contain an indication of an implicit floor request.
3.
The MCPTT server implicitly affiliates the client to the imminent peril group if the client is not already affiliated.

4.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of imminent peril group calls on the indicated MCPTT group, and if authorized, it resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.



5.
MCPTT server sends the imminent peril group call request towards the MCPTT clients of each of those affiliated MCPTT group members. The request contains an indication of the in-progress imminent peril. 

6.
MCPTT users are notified of the incoming imminent peril call.

7.
The receiving MCPTT clients acknowledge the imminent peril call request to the MCPTT server. For a multicast call, these acknowledgements are not set.
8.
The MCPTT server informs the MCPTT client 1 about the successful imminent peril call establishment. If the MCPTT imminent peril request contained an implicit floor request, the OK message contains the result of the implicit floor request.

NOTE 2:
Step 8 can occur at any time following step 4, depending on the conditions to proceed with the imminent peril call.
NOTE 3 :  The resource reservation and priority configuration is described in 3GPP TS 23.203 [4] and section 10.11.2 of this specification.

MCPTT client 1, MCPTT client 2 and MCPTT client 3 have successfully established media plane for communication. MCPTT floor participant 1, floor participant 2 and floor participant 3 exchange floor control information e.g., MCPTT client 1 receives the floor granted information over the established media plane, while the other MCPTT clients receive floor taken information. MCPTT client 1 indicates to the MCPTT user that the floor is available to send media, while the other MCPTT clients in the imminent peril call will be receiving that media.

10.6.2.6.2.2

Imminent peril group call upgrade

The procedure focuses on the case where an authorized MCPTT user is upgrading an MCPTT group call to an imminent peril group call while the MCPTT group call is already in progress.

Procedures in figure 10.6.2.6.2.2-1 are the signalling control plane procedures for the MCPTT client upgrading an MCPTT group call on an MCPTT group to an imminent peril group call.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 1, MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group.

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
An MCPTT group call is already in progress.
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Figure 10.6.2.6.2.2-1: MCPTT group call upgrade to an imminent peril group call

1.
The MCPTT user at MCPTT client 1 initiates an imminent peril call.

2.
MCPTT client 1 requests the MCPTT server to upgrade the MCPTT group to an in-progress imminent peril state by sending an MCPTT imminent peril call request. The request may contain an indication of an implicit floor request.

3.
MCPTT server sends the MCPTT imminent peril call request towards the MCPTT clients of each of those affiliated MCPTT group members. 

4.
MCPTT users are notified of the in-progress imminent peril state of the MCPTT group.

5.
The receiving MCPTT clients acknowledge the MCPTT imminent peril call request to the MCPTT server. For a multicast call, these acknowledgements are not set.
6.
The MCPTT server confirms the upgrade request to MCPTT client 1. If the MCPTT imminent peril call request contained an implicit floor request, the OK message contains the result of the implicit floor request.

NOTE 1 :
Step 6 can occur at any time following step 2, depending on the conditions to proceed with the call.
NOTE 4 :  The resource modification and priority configuration is described in 3GPP TS 23.203 [4] and section 10.11.3 of this specification.

MCPTT client 1, MCPTT client 2 and MCPTT client 3 continue with the MCPTT group call, which has been transformed into an imminent peril group call.

10.6.2.6.2.3

MCPTT imminent peril group call cancel

The procedure focuses on the case where an authorized MCPTT user cancels an MCPTT group's in-progress imminent peril state.

Procedures in figure 10.6.2.6.2.3-1 are the signalling control plane procedures for the MCPTT client cancelling an MCPTT group's in-progress imminent peril state.

NOTE 1:
The end of the imminent peril call does not cancel the MCPTT group's in-progress imminent peril state. It is explicitly cancelled by an authorized user.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 1, MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group.

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The MCPTT group is an in-progress imminent peril state and has prioritized bearer support.

4.
MCPTT group members have been notified about the MCPTT group's in-progress imminent peril state.

5.
MCPTT client 1 previously initiated the in-progress imminent peril.
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Figure 10.6.2.6.2.3-1: MCPTT imminent peril group call cancel

1.
The user at the MCPTT client 1 initiates an imminent peril cancel.

2.
MCPTT client 1 sends an MCPTT imminent peril cancel request to the MCPTT server. 


3.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based upon the information from group management server.

4.
The MCPTT server sends an MCPTT imminent peril cancel request to the MCPTT group members.

5.
MCPTT group members are notified of the in-progress imminent peril cancel.

6.
The receiving MCPTT group members acknowledge the in-progress MCPTT imminent peril cancel request to the MCPTT server. For a multicast scenario, these acknowledgements are not set.
7.
The MCPTT server confirms the MCPTT imminent peril cancel request to MCPTT client 1.

NOTE 2:
Step 7 can occur at any time following step 3, depending on the conditions to proceed with the call.
NOTE 3 :  The resource revoke is described in 3GPP TS 23.203 [4].
************************ End of Changes ************************
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