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*** START OF CHANGES ***
10.3.2.7
MCPTT group affiliation change request
Table 10.3.2.7-1 describes the information flow MCPTT group affiliation change request from the MCPTT client to the MCPTT server.
Table 10.3.2.7.1: MCPTT group affiliation change request
	Information element
	Status
	Description

	MCPTT ID of the originator
	M
	The MCPTT ID of the originator who triggers the MCPTT group affiliation change request.

	MCPTT ID list of the target user (s)  
	M
	A list of one or more MCPTT IDs to which the originator intend to the change their MCPTT group affiliation relationship.

	MCPTT group ID list per target user
	M
	A list of one or more MCPTT group IDs to which the originator intents to change their affiliation relationship with the target user.

	Change request type
	M
	It indicates the affiliation request type, i.e. mandatory or negotiated


*** NEXT CHANGE ***
10.3.2.8
MCPTT group affiliation change response

Table 10.3.2.8-1 describes the information flow MCPTT group affiliation change response from the MCPTT server to the MCPTT client.
Table 10.3.2.8-1: MCPTT group affiliation change response
	Information element
	Status
	Description

	MCPTT ID of the originator
	M
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT ID list of the target user (s) 
	M
	A list of one or more MCPTT IDs to which the originator intend to the change their MCPTT group affiliation relationship.

	MCPTT group ID list
	M
	A list of one or more MCPTT group IDs to which the originator intents to change their affiliation relationship with the target user.

	Affiliation status per MCPTT group ID
	M
	It indicates the affiliation relationship change result for every MCPTT group ID in the list.


*** NEXT CHANGE ***
10.3.3.2.2
Procedure

Procedure for affiliation to MCPTT group(s) which is defined in partner MCPTT system is described in figure 10.3.3.2.2-1.

Pre-conditions:

1.
The MCPTT client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MCPTT client is allowed to be affiliated.
2.
The MCPTT server of the primary MCPTT system may have locally cached the MCPTT group affiliation status of the MCPTT user.
3.
The MCPTT server of the partner MCPTT system may have retrieved the group related information from the group management server.
4.
The MCPTT client may have indicated to the group management server of the partner MCPTT system that it wishes to receive updates of group configuration data for MCPTT group(s) for which it is authorized (as described in subclause 10.1.5.3).
5.
The MCPTT user triggers the affiliation procedure. This is an explicit affiliation caused by the MCPTT user.
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Figure 10.3.3.2.2-1: Affiliation for an MCPTT group defined in partner MCPTT system
1.
The MCPTT client requests the MCPTT server of the primary MCPTT system to affiliate to an MCPTT group or a set of MCPTT groups. The MCPTT client shall provide the initiating MCPTT ID and the MCPTT group ID(s) being affiliated to.
2.
The MCPTT server of the primary MCPTT system shall check if the MCPTT client is authorized to affiliate to the requested MCPTT group(s) based on the user subscription. The MCPTT server also performs the check for the maximum limit of the total number (N2) of MCPTT groups that the user can be affiliated to simultaneously.
3.
Based on the group information included in the request, the MCPTT server of the primary MCPTT system, it determines to send group affiliation request to the corresponding MCPTT server of the partner MCPTT system. The request may be routed through some intermediate signalling nodes.

4a.
The MCPTT server of the partner MCPTT system checks if the group policy is locally cached. If the group policy is not locally cached on the MCPTT server then MCPTT server subscribes to the group policy from the group management server.

4b.
The MCPTT server of the partner MCPTT system receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the MCPTT server of the partner MCPTT system checks if the MCPTT group(s) is not disabled and if the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s).

6.
If the user of the MCPTT client is authorised to affiliate to the requested MCPTT group(s) then the MCPTT server of the partner MCPTT system stores the affiliation status of the user for the requested MCPTT group(s).

7.
The MCPTT server of the partner MCPTT system sends the affiliation status result of requested MCPTT group(s) to the MCPTT server of the primary MCPTT system (7a) and updates the group management server with the affiliation status of the user for the requested MCPTT group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

8.
The MCPTT server of the primary MCPTT system stores the affiliation status of the user for the requested MCPTT group(s).

9.
The MCPTT server of the primary MCPTT system sends the group affiliation status result for the requested MCPTT group(s) to the MCPTT client.

*** NEXT CHANGE ***
10.4.4.1
Temporary group formation - group regrouping within an MCPTT system

Figure 10.4.4.1-1 below illustrates the group regroup operations to create a temporary group within an MCPTT system. For simplicity, only the case of two MCPTT groups being combined is represented, but the procedure is the same if more than two groups are combined.

Pre-conditions:

1.
The group management client, group management server, MCPTT server and the MCPTT group members belong to the same MCPTT system.
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Figure 10.4.4.1-1: Group regroup for the groups within the same MCPTT system

1.
The group management client of the authorized MCPTT user requests group regroup operation to the group management server, where the groups being combined are within the same MCPTT system. The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.

2.
The group management server checks whether group1 or group2 is a temporary group. If group 1 or group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed. 

3.
The group management server creates and stores the information of the temporary group, including the temporary MCPTT group ID, the MCPTT group IDs of the groups being combined, the priority level of the temporary group and the security level of the temporary group. If the authorized MCPTT user does not specify the security level and the priority level, the group management server shall set the lowest security level and the highest priority of the constituent groups.
4.
The group management server notifies the MCPTT server regarding the temporary group creation with the information of the constituent groups, i.e. temporary MCPTT group ID, MCPTT group1 ID and MCPTT group2 ID.

5.
The group management server notifies the affiliated MCPTT group members of the constituent MCPTT groups, possibly with an indication of lower security level.

6.
The group management server provides a group regroup confirmation response to the group management client of the dispatcher/authorized MCPTT user.
*** NEXT CHANGE ***
10.4.4.2
Temporary group formation involving multiple MCPTT systems

Figure 10.4.4.2-1 below illustrates the group regroup operations to create a temporary group involving multiple MCPTT systems. For simplicity, only the case of two MCPTT groups being combined is represented, but the procedure is the same if more than two groups are combined.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The primary MCPTT system consists of the group management server 1 and MCPTT server (primary). The partner MCPTT system consists of the group management server 2 and MCPTT server (partner).

3.
The group management client of the authorized MCPTT user belongs to the primary MCPTT system.
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Figure 10.4.4.2-1: Temporary group formation - group regrouping involving multiple MCPTT systems

1.
The group management client of the authorized MCPTT user (e.g. dispatcher) requests group regroup operation to the group management server 1 (which is the group management server of the dispatcher/authorized MCPTT user). The identities of the groups being combined shall be included in this message. The group management client may indicate the security level required for the temporary group. The group management client may indicate the priority level required for the temporary group.
2.
The group management server 1 checks whether group1 is a temporary group. If group1 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.
3.
The group management server 1 forwards the group regroup request to the target group management server 2 with the information of the group management server 2 MCPTT groups.

4.
The group management server 2 checks whether group2 is a temporary group. If group2 is a temporary group, then the group regrouping will be rejected, otherwise the group regrouping can proceed.
5.
The group management server 2 provides a group regroup response. Due to security aspects concerning sharing information among different MCPTT systems, the group management server 2 does not share the users' information of the groups under its management to the group management server 1.

NOTE:
If there is a trust relationship between the primary MCPTT service provider and the partner service provider, the partner MCPTT system can share their users' information to the primary MCPTT system at this step. If there is a change in partner MCPTT system’s constituent group membership, the synchronization procedure with the primary MCPTT system for temporary group is out of scope of this specification
6.
The group management server 1 creates and stores the information of the temporary group, including the temporary MCPTT group ID, off-network information, and the MCPTT IDs of the groups being combined, the priority level of the temporary group, and the security level of the temporary group. If the authorized MCPTT user does not specify the security level and the priority level, the group management server shall set the lower security level and the higher priority of the constituent groups.
7.
The group management server 1 notifies the group management server 2 about its group regroup operation.

8.
The group management server 2 acknowledges the group management server 1 and the group management server 2 also stores the information about the temporary group including the temporary MCPTT group ID, the MCPTT group IDs of the groups being combined, the priority level of the temporary group and the security level of the temporary group.

9.
The group management server 2 notifies the partner MCPTT server regarding the temporary group creation with the information of the constituent groups i.e. temporary MCPTT group ID, MCPTT group1 ID and MCPTT group2 ID.

10.
Partner MCPTT server acknowledges the notification from the group management server 2.

11.
The group management server 2 notifies the affiliated MCPTT group members of the constituent MCPTT groups of the group management server 2, possibly with an indication of a lower security level.

12.
The group management server 1 notifies the MCPTT server of the primary system regarding the temporary group creation with the information of the constituent groups, i.e. temporary MCPTT group ID, MCPTT group1 ID and MCPTT group2 ID. If there are active calls to be merged then the group management server 1 includes an indication to merge active calls.
13.
Primary MCPTT server acknowledges the notification from the group management server 1.

14.
The group management server 1 notifies the affiliated MCPTT group members of the constituent MCPTT groups of the group management server 1, possibly with an indication of lower security level.

15.
The group management server 1 provides a group regroup confirmation response to the group management client of the authorized MCPTT user (e.g. dispatcher).

*** NEXT CHANGE ***
10.4.4.3
Temporary group tear down involving multiple group host servers

Figure 10.4.4.3-1 below illustrates the tearing down procedure of temporary group created through the group regroup. The procedure can be used when, e.g., the specific task for which the temporary group was created has been completed or a busier period occurs. For simplicity, only the teardown case for a temporary group with two MCPTT groups is represented. The procedure is applicable for more than two groups combined in this temporary group.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, it considers the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The primary MCPTT system consists of the group management server 1 and MCPTT server (primary). The partner MCPTT system consists of the group management server 2 and MCPTT server (partner).

3.
The group management client of the authorized MCPTT user belongs to the primary MCPTT system.

4.
The temporary group to be torn down is comprised of multiple MCPTT groups, and is created through the group regrouping procedure as described in subclause 10.4.4.2.
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Figure 10.4.4.3-1: Temporary group tear down

1.
The group management client of the authorized MCPTT user requests group regroup teardown operation to the group management server 1 (which is the group management server where the temporary group is created and stored). The identity of the temporary group (MCPTT group ID) being torn down shall be included in this message. This message may route through some other signalling nodes.

2.
The group management server 1 checks whether the MCPTT group ID is a temporary group. If MCPTT group ID is not a temporary group, then the group regroup teardown request will be rejected, otherwise the group regroup teardown can proceed.

3.
Any active group call for the temporary group is completed. 

4.
The group management server 1 tears down the temporary group, i.e., remove the temporary group related information.

5.
The group management server 1 notifies the primary MCPTT application server regarding the temporary group teardown.

6.
The group management server 1 notifies the affiliated MCPTT group members regarding the temporary group teardown.

7.
The group management server 1 notifies the group management server 2 – group management server in another MCPTT system regarding the temporary group teardown.

8-9.
The group management server 2 notifies the partner MCPTT server and the affiliated MCPTT group members regarding the temporary group teardown.

NOTE:
Step 7, 8 and 9 are only performed when the teardown of the temporary group involves constituent groups from different MCPTT systems.

10.
The group management server 1 provides a group regroup teardown confirmation response to the group management client of the authorized MCPTT user.

*** NEXT CHANGE ***
10.6.2.2.1
MCPTT emergency group call request
Table 10.6.2.2.1-1 describes the information flow emergency group call request from the MCPTT client to the MCPTT server.

Table 10.6.2.2.1-1 MCPTT emergency group call request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the calling party

	MCPTT group ID
	M
	The MCPTT group ID on which the call is to be conducted

	Emergency indicator
	M
	Indicates that the group call request is an MCPTT emergency call

	Alert indicator
	M
	Indicates whether an emergency alert is to be sent


*** NEXT CHANGE ***
10.6.2.2.2
MCPTT emergency group call cancel request

Table 10.6.2.2.2-1 describes the information flow emergency group call cancel request from the MCPTT client to the MCPTT server.

Table 10.6.2.2.2-1 MCPTT emergency group call cancel request information elements

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelling party

	MCPTT group ID
	M
	The MCPTT group ID on which the MCPTT emergency is in progress

	Alert indicator
	O
	Indicates whether the emergency alert is to be cancelled


*** NEXT CHANGE ***
10.6.2.2.3
MCPTT emergency alert request
Table 10.6.2.2.3-1 describes the information flow MCPTT emergency alert request from the MCPTT client to the MCPTT server.

Table 10.6.2.2.3-1 MCPTT emergency alert request information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the alerting party

	MCPTT group ID
	M
	The MCPTT group ID with which the alert is associated


*** NEXT CHANGE ***
10.6.2.2.4
MCPTT emergency state cancel request
Table 10.6.2.2.4-1 describes the information flow MCPTT emergency state cancel request from the MCPTT client to the MCPTT server.

Table 10.6.2.2.4-1 MCPTT emergency state cancel request information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelling party

	MCPTT group ID
	M
	The MCPTT group identity with which the alert is associated

	Client emergency state cancel inform

(NOTE)
	O
	Requests cancellation of the emergency state associated with this MCPTT client

	Group emergency condition cancel request

(NOTE)
	O
	Requests cancellation of the emergency condition of the group

	NOTE: 
At least one of these information elements shall be present


*** NEXT CHANGE ***
10.6.2.2.5
MCPTT imminent peril group call request
Table 10.6.2.2.5-1 describes the information flow MCPTT imminent peril group call request from the MCPTT client to the MCPTT server.

Table 10.6.2.2.5-1 MCPTT imminent peril group call request information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the calling party

	MCPTT group ID
	M
	The MCPTT group ID on which the call is to be conducted

	Imminent peril indicator
	M
	Indicates that the group call request is an imminent peril call


*** NEXT CHANGE ***
10.6.2.2.6
MCPTT imminent peril group call cancel request
Table 10.6.2.2.6-1 describes the information flow MCPTT imminent peril group call cancel request from the MCPTT client to the MCPTT server.

Table 10.6.2.2.6-1 MCPTT imminent peril group call cancel request information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelling party

	MCPTT group ID
	M
	The MCPTT group ID on which the imminent peril is to be cancelled


*** NEXT CHANGE ***
10.6.2.4.1.1.1
Group call setup procedure – originating side
Figure 10.6.2.4.1.1.1-1 illustrates the originating side group call involving groups from multiple MCPTT systems. It considers the scenario for group hierarchies and temporary groups formed by group regroup. The protocol followed may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.4.4.2) and identified via a temporary MCPTT group ID.

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.6.2.4.1.1.1-1: Group call setup involving temporary groups from multiple MCPTT systems (originating)
1.
The affiliated MCPTT user via MCPTT client initiates a group call with an MCPTT group ID. A group call request message with the MCPTT group ID is routed to the MCPTT server of the primary MCPTT system, which owns the group and is where the authorized MCPTT user/dispatcher created the temporary group. If the group call is for a temporary group formed by the group regroup procedure, the MCPTT group ID will be a temporary MCPTT group ID.

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, accessible group members list of the constituent groups, and other related data. 

3.
The MCPTT server of the primary MCPTT system initiates directly a call request to the accessible group members using the detailed user information and/or location information. The group members upon receipt of the call request may accept or reject the call. Alternatively, the MCPTT server of the primary MCPTT system notifies the group members via a notification message containing the MCPTT group ID and/or the group call session identity information. Upon receipt of the notification message, the group members may perform a late call entry.

4.
The MCPTT server of the primary MCPTT system may not have access to group members' information of the constituent group belonging to the partner MCPTT system. For such group members, the MCPTT server of the primary MCPTT system initiates a group call request message to the MCPTT server of the partner MCPTT system with the target group's MCPTT group ID information. 

5.
The MCPTT server of the partner MCPTT system further initiates a call request or call notification to the constituent group's members as described in step 3.

6.
The MCPTT server of the partner MCPTT system provides a group call response to the MCPTT server of the primary MCPTT system with success or failure result and/or detailed reason information in case of failure.

7.
The MCPTT server of the primary MCPTT system provides a group call response message to the MCPTT client of the affiliated MCPTT user upon receiving responses to the call requests sent to members of primary and partner MCPTT systems. The group call response message will consist of the success or failure result and/or detailed reason information in case of failure.

NOTE:
The group call response message is triggered depending on the conditions to proceed with the call.

8.
Upon successful call setup completion a group call is established for the group members from constituent groups of multiple MCPTT servers.

*** NEXT CHANGE ***
10.6.2.4.1.2
Group call release
The procedure focuses on the case where the group host MCPTT server releases an ongoing MCPTT group call for all the participants of that group call involving groups from multiple MCPTT systems, since at least one of the release conditions are met e.g., due to hang time expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

NOTE:
The scenario of MCPTT user leaving the group call is not considered in this procedure.

Figure 10.6.2.4.1.2-1 illustrates the procedure for the MCPTT server releasing an ongoing MCPTT group call involving groups from multiple MCPTT systems.
Pre-conditions:

1.
The MCPTT server of the primary MCPTT system is controlling the group call involving groups from multiple MCPTT systems.
2.
The MCPTT client 1 belongs to group of the MCPTT server of the primary MCPTT system and the MCPTT client 2 and client 3 belong to the groups of the MCPTT server of the partner MCPTT system.

3.
The MCPTT users on MCPTT client 1, client 2 and client 3 are already part of the ongoing group call (e.g., as a result of group call setup involving groups from multiple MCPTT systems).
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Figure 10.6.2.4.1.2-1: Group call release involving groups from multiple MCPTT systems
1.
The MCPTT server of primary MCPTT system would like to release the MCPTT group call which is ongoing e.g., due to hang timer expiry, last participant leaving, second last participant leaving, initiator leaving, or minimum number of affiliated MCPTT group members are not present.

2.
The MCPTT server of the primary MCPTT system identifies the participants of the ongoing group call and generates group call release message to release ongoing session.

3. 
The MCPTT server of the primary MCPTT system initiates a group call release request message via SIP core towards each accessible participant of the ongoing group call (3a). The MCPTT server of the primary MCPTT system may not have access to group members' information of the constituent group belonging to a partner MCPTT system. For such group members, the MCPTT server of the primary MCPTT system initiates a group call release request message (3b) to the MCPTT server(s) of the partner MCPTT system(s) with the target group's MCPTT group ID information. The MCPTT server(s) of the partner MCPTT system(s) further initiate group call release request messages (3c-1, 3c-2) to its group's users.

4.
The MCPTT users are notified about the release of the group call.

5.
The MCPTT client(s) receiving the group call release request messages provide group call release response to the MCPTT server of the primary MCPTT system. The MCPTT client(s) of the MCPTT users belonging to partner MCPTT system(s) route their responses via the MCPTT server(s) of the partner MCPTT system(s).

6.
The MCPTT client 1, client 2 and client 3 have successfully released the floor control and media plane resources associated with the group call that is released.
*** NEXT CHANGE ***
10.6.2.4.2
Group call for temporary group formed by group regroup procedure involving multiple MCPTT systems via trusted mode
Figure 10.6.2.4.2-1 illustrates a group call involving a temporary group formed by group regroup from multiple MCPTT systems. The protocol followed may be SIP. 

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system shares their users' information to the primary MCPTT system.

2.
The MCPTT user belongs to an MCPTT group hosted by the primary MCPTT system.

3.
A temporary group is formed by authorized MCPTT user/dispatcher by the group regroup procedure (subclause 10.4.4.2) and identified via a temporary MCPTT group ID.

4.
The MCPTT group members of the constituent MCPTT groups belonging to the temporary group are affiliated to participate in a group call for the temporary group.

5.
The authorized MCPTT user/dispatcher created the temporary group on the MCPTT server of the primary MCPTT system.

6.
The constituent groups of the temporary group may belong to MCPTT servers of the partner MCPTT systems.
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Figure 10.6.2.4.2-1: Group call involving temporary group formed by group regroup from multiple MCPTT systems
1.
The affiliated MCPTT user via MCPTT client initiates a group call with an MCPTT group ID. A call setup message with the MCPTT group ID is routed to the MCPTT server of the primary MCPTT system, which owns the temporary group formed by group regroup procedure, and is also where the authorized MCPTT user/dispatcher has created the temporary group. The MCPTT group ID will be a temporary MCPTT group ID.

2.
The MCPTT server of the primary MCPTT system gets the group information (either from group management server or itself) including the constituent MCPTT groups' identities, and other related data. 

3.
The MCPTT server of the primary MCPTT system may interrogate the MCPTT server of the partner MCPTT system for the affiliated group 2 members. 

4.
The MCPTT server of the partner MCPTT system responds with a list of the affiliated group members of group 2.

NOTE 1:
Steps 3 and 4 do not occur if the constituent groups' information is available and up to date at primary MCPTT system due to the procedure for temporary group formation as defined in subclause 10.4.4.2.
5.
The MCPTT server of the primary MCPTT system verifies the commencement policies of the temporary group, and initiates a call invitation or call notification to the affiliated members of groups 1 and 2.

6.
The MCPTT server of the primary MCPTT system provides a call setup complete response via a call setup complete message to the MCPTT UE of authorized MCPTT user/dispatcher upon receiving responses to the call invitations sent to members of primary and partner MCPTT systems. The call setup complete response will consist of the success or failure result and/or detailed reason information in case of failure.

8.
Upon successful call setup completion a group call is established for the group members belonging to constituent groups of multiple MCPTT systems.

NOTE 2:
MCPTT clients are generally aware that their (constituent) groups have been regrouped (e.g., see subclause 10.1.5.3); however, if not, the partner MCPTT server of the constituent group can also respond to a group call request with a redirection response, such as "moved temporarily" that includes the group URI of the temporary group formed by group regroup procedure.
*** NEXT CHANGE ***
10.6.2.4.3.1
Group call setup procedure – initiating side
Figure 10.6.2.4.3.1-1 illustrates the group call setup procedure for an MCPTT group defined in the partner MCPTT system.
Pre-conditions:

1.
MCPTT group is defined on the group management server which is located in the partner MCPTT system with MCPTT users affiliated to that group.
2.
The members of the MCPTT group defined in partner MCPTT system belong to different MCPTT systems.
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Figure 10.6.2.4.3.1-1: Group call for an MCPTT group defined in partner MCPTT system (initiating)
1.
The affiliated MCPTT user via MCPTT client initiates a group call with an MCPTT group ID. A group call request message with the MCPTT group ID is routed to the MCPTT server of the primary MCPTT system.

2.
The MCPTT server of the primary MCPTT system determines the group home MCPTT server where the MCPTT group is defined. 
3.
The MCPTT server of the primary MCPTT system forwards the group call request to the MCPTT server of the partner MCPTT system which owns the group and is where the authorized MCPTT user/dispatcher created the temporary group.

4.
The MCPTT server of the partner MCPTT system checks whether the user of MCPTT client is authorized for initiating the group call for the selected group. If authorized, it resolves the MCPTT group ID to determine the members of that group and their affiliation status, based on the information from group management server.

5.
The MCPTT server of the partner MCPTT system initiates a call request to the group's affiliated members.

6.
The MCPTT server of the partner MCPTT system provides a group call response message to the MCPTT server of the primary MCPTT system of the MCPTT client. The group call response message will consist of the success or failure result and/or detailed reason information in case of failure.

7. 
The MCPTT server of the primary MCPTT system forwards the group call response message to the MCPTT client.

8
Upon successful call setup completion a group call is established for the group members.

*** NEXT CHANGE ***
10.6.2.5.3
Temporary group – broadcast group call procedure
Figure 10.6.2.5.3-1 illustrates the procedure for temporary group-broadcast group call procedure. The protocol used may be SIP.

Pre-conditions:

1.
The security aspects of sharing the user information between primary and partner MCPTT systems shall be governed as per the service provider agreement between them. In this case, we consider the partner MCPTT system does not share their users' information to the primary MCPTT system.

2.
The authorized MCPTT user/dispatcher belongs to the primary MCPTT system.

3.
The MCPTT server of the primary MCPTT system is where the authorized MCPTT user/dispatcher created the temporary group.

4.
Other groups in the temporary group – broadcast group may belong to partner MCPTT systems.
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Figure 10.6.2.5.3-1: Temporary group – broadcast group call

1.
The MCPTT client of authorized user initiates a group call with multiple groups from primary and partner MCPTT systems. A call setup message with the MCPTT group IDs (MCPTT group1 ID, MCPTT group2 ID) is routed to the MCPTT server of the primary MCPTT system, which is where the authorized MCPTT user/dispatcher created the temporary group.

2.
The MCPTT server of the primary MCPTT system forms the temporary group with the groups' information received. It resolves the MCPTT group IDs and identifies the appropriate MCPTT server responsible for the groups. It further triggers a temporary group – broadcast group call via a call invite message to the affiliated group members of MCPTT group1 ID of the MCPTT server of the primary MCPTT system.

NOTE 1:
The temporary group information is not notified to the group members of the constituent groups.

3.
A call setup message is further initiated with the MCPTT server of the partner MCPTT system for MCPTT group2 ID.

4.
Upon receiving the call setup message from the MCPTT server of the primary MCPTT system, the MCPTT server of the partner MCPTT system initiates a call invitation to their affiliated group members. The group members upon receipt of the invitation may accept or reject the call. Alternatively, the MCPTT server of the partner MCPTT system notifies the group members via a notification message containing the group call session identity information. Upon receipt of the notification message, the group members may perform a late call entry.

5.
The MCPTT server of the partner MCPTT system provides a call setup response to the MCPTT server of the primary MCPTT system with success or failure result and/or detailed reason information in case of failure.

6.
The MCPTT server of the primary MCPTT system provides a call setup complete response via a call setup complete message to the MCPTT client of the authorized MCPTT user upon receiving response to the corresponding call setup with the MCPTT server of the partner MCPTT system. The call setup complete response will consist of the success or failure result and/or detailed reason information in case of failure.

NOTE 2:
The call setup complete message is triggered depending on the conditions to proceed with the call.

7.
Upon successful call setup completion, a group call is established amongst the multiple group members from primary and partner MCPTT systems. The call originating MCPTT user starts transmitting media to other group call participants.

NOTE 3:
Only the call originating MCPTT user is allowed to transmit media on broadcast group call.

NOTE 4:
A broadcast group call transmitted on a temporary group-broadcast group has priority over group calls on its subordinate groups.
8.
At the completion of the media transmission, the broadcast group call is released, and the temporary group – broadcast group is torn down.

*** NEXT CHANGE ***
10.6.2.6.3.1
MCPTT emergency alert initiation

The procedure focuses on the case where an MCPTT client is initiating an MCPTT emergency alert unicast signalling for communicating the alert with the affiliated MCPTT members of that MCPTT group. An MCPTT client in the MCPTT emergency state gains elevated access privilege for all of the MCPTT user's mission critical applications. This procedure will place the MCPTT client in the MCPTT emergency state if the MCPTT client is not already in that state.

Procedures in figure 10.6.2.6.3.1-1 are the signalling control plane procedures for the MCPTT client initiating an MCPTT emergency alert with an MCPTT group i.e., MCPTT users on MCPTT client 1, MCPTT client 2 and MCPTT client 3 belong to the same MCPTT group which is defined on MCPTT group management server.

NOTE 1:
For simplicity, a single MCPTT server is shown in place of a user home MCPTT server and a group hosting MCPTT server.

Pre-conditions:

1.
The MCPTT group is previously defined on the group management server with MCPTT client 2 and MCPTT client 3 affiliated to that MCPTT group. 

2.
All members of the MCPTT group belong to the same MCPTT system.

3.
The initiating MCPTT client 1 is affiliated with one or more MCPTT groups.

4.
The initiating MCPTT client 1 has been provisioned with an MCPTT group designated as the MCPTT emergency group.

NOTE 2:

Alternatively, the client could have been provisioned for emergency behaviour on the currently selected group.

5.
The initiating MCPTT client 1 may not have carried out an explicit affiliation procedure with the MCPTT group designated as the MCPTT emergency group.
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Figure 10.6.2.6.3.1-1 MCPTT emergency alert

1.
The user at the MCPTT client 1 initiates an MCPTT emergency alert. MCPTT client 1 sets its MCPTT emergency state. The MCPTT emergency state is retained by the MCPTT client until explicitly cancelled. 

2.
MCPTT client 1 requests the MCPTT server to send an MCPTT emergency alert request to the MCPTT group designated as the MCPTT emergency group. 

3.
MCPTT server checks whether the MCPTT user of MCPTT client 1 is authorized for initiation of MCPTT emergency alerts for the indicated MCPTT group.

4.
MCPTT server resolves the MCPTT group ID to determine the members of that MCPTT group and their affiliation status, based on the information from group management server.

5.
The MCPTT server confirms to MCPTT client 1 the MCPTT emergency alert request. MCPTT group calls made to this MCPTT group by the MCPTT client 1 will be sent as emergency calls until the in-progress emergency state on the MCPTT client 1 is cancelled.

6.
The MCPTT server sends an MCPTT emergency alert request towards the MCPTT clients of each of those affiliated MCPTT group members. The MCPTT emergency alert request message shall contain the following information: Location, MCPTT ID and MCPTT group ID (i.e., MCPTT user's selected MCPTT group or dedicated MCPTT emergency group, as per MCPTT group configuration) and the MCPTT user's mission critical organization name.

7.
MCPTT users are notified of the MCPTT emergency.

8.
The receiving MCPTT clients acknowledge the MCPTT emergency alert to the MCPTT server.

9.
The MCPTT server implicitly affiliates the client to the emergency group if the client is not already affiliated.

NOTE 3:
Sending the emergency alert without making a request to also start an emergency call does not put the group into the ongoing emergency condition.

NOTE 4:
Sending the emergency alert does not put the other UEs in the group into an emergency state.
NOTE 5:
The MCPTT client 1 need not initiate a group call. For example, the MCPTT client can be configured to only allow alerts or the MCPTT user can choose not to make an MCPTT emergency group call.

*** NEXT CHANGE ***
10.6.3.2.1
Group call announcement

Table 10.6.3.2.1-1 describes the information flow for the group call announcement from the MCPTT client to other MCPTT clients.
Table 10.6.3.2.1-1: Group call announcement

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the calling party

	MCPTT group ID
	M
	The MCPTT group ID on which the call is to be conducted

	Media type
	M
	Type of the media to be used for the call

	Media codec
	M
	The media codec to be used for the call

	Multi-cast port
	M
	Multicast port number for media

	Bandwidth
	M
	Bearer bandwidth to be used for the call

	Floor control port number
	M
	Port number for floor control protocol

	Announcement period
	M
	Period of the group call announcement

	Encryption parameters
	O
	Encryption parameters to be used for the call, if the call is to be encrypted

	Confirm mode indicator
	O
	Indicates whether the MCPTT group call is to be confirmed

	Emergency indicator
	O
	Indicates that the MCPTT group call is an MCPTT emergency call

	Imminent peril indicator
	O
	Indicates that the MCPTT group call is an MCPTT imminent peril call


*** NEXT CHANGE ***
10.6.3.2.5

MCPTT emergency alert request

Table 10.6.3.2.5-1 describes the information flow for the MCPTT emergency alert request from the MCPTT client to the other MCPTT clients.

Table 10.6.3.2.5-1: MCPTT emergency alert
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the alerting MCPTT user

	MCPTT group ID
	M
	The MCPTT group ID with which the alert is associated

	Location
	O
	The alerting client's location, if known

	Organization name
	M
	The alerting user’s mission critical organization name


*** NEXT CHANGE ***
10.6.3.2.7
MCPTT upgrade to imminent peril call
Table 10.6.3.2.7-1 describes the information flow for the MCPTT upgrade to imminent peril from the MCPTT client to other MCPTT clients.

Table 10.6.3.2.7-1: MCPTT upgrade to imminent peril call 

	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the upgrading party

	MCPTT group ID
	M
	The MCPTT group ID of the group to be upgraded


*** NEXT CHANGE ***
10.6.3.2.8
MCPTT imminent peril group call cancel

Table 10.6.3.2.8-1 describes the information flow MCPTT imminent peril group call cancel from the MCPTT client to other MCPTT clients.

Table 10.6.3.2.8-1: MCPTT imminent peril group call cancel
	Information Element
	Status
	Description

	MCPTT ID
	M
	The identity of the cancelling party

	MCPTT group ID
	M
	The MCPTT group ID on which the imminent peril is to be cancelled


*** NEXT CHANGE ***
10.6.3.4
Passive join to group call

Figure 10 6.3.4-1 illustrates the control plane procedures for the passive MCPTT client to join the on-going MCPTT group call. The passive MCPTT client does not initiate to establish an MCPTT group call, but receives the group call announcement to be transferred periodically. When receiving the announcement message with parameters for media transfer, the passive MCPTT client configures the parameter to receive the voice and joins the announced MCPTT group call.

This procedure happens after the MCPTT group call is established. The group call announcement including the parameters for the media transfer has been performed periodically, in order for the MCPTT client later to join the MCPTT group call. 

The MCPTT client 4 enters the coverage of the MCPTT group call lately.
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Figure 10.6.3.4-1: Passive join to group call

1.
MCPTT client 2 sends the group call announcement message. This message contains parameters such as MCPTT group ID, group call originator identity, media type, media codec, bandwidth, multicast port number for media, port number for floor control protocol, any encryption key for the media encryption if needed, and optionally confirm mode indication.

NOTE 1:
The group call announcement includes at least one common set of parameters and values for media transfer. Additional values per parameter will not be prohibited for the better user experience.

2.
MCPTT client 4 configures the parameters for media transfer by making use of the received parameters in group call announcement. 

3.
MCPTT client 4 may send the response message to the group when the periodic group call announcement includes confirm mode indication. This message contains the MCPTT ID. 

4.
MCPTT client 1, 2, 3 check through the received response message that the MCPTT client 4 joins the group call. The MCPTT client 2, as the floor control arbitrator, may send a floor taken message.
NOTE 2:
Due to the movement of the participants (in and out of the radio coverage) during the off-network group call, the group call announcement message including parameters for media delivery is periodically sent. 

NOTE 3:
The participating MCPTT clients do not need to respond to the periodic group call announcement.

*** NEXT CHANGE ***
10.9.1.3.4.1
Floor request cancellation from the queue – MCPTT user initiated

Figure 10.9.1.3.4.1-1 illustrates the procedure for floor request cancellation from the floor queue initiated by the MCPTT user. The MCPTT user may be an authorized user who has rights to cancel the floor requests of other MCPTT users, whose floor requests are in floor control queue.

Pre-conditions:

-
It is assumed that floor participant B has been granted the floor and is transmitting voice media. There are several other floor participants (including floor participant A and floor participant C) requesting the floor which have been queued at the floor control server.


[image: image12.emf]Floor participant A(

or MCPTT 

Dispatcher)

Floor 

participant B

Floor 

participant C

Floor 

control server

Floor control established between floor participants and floor control server. Floor is granted to participant B, and floor 

requests of floor participant A and floor participant C are in the floor queue.

1.User wants to cancel a floor 

request from the floor request 

queue

3.Authorization check, and 

removefloor requestfrom the 

floor queue

Home MCPTT service provider

2.Floor request cancel

4.Floor request cancel notify

5.Floor request cancel 

response


Figure 10.9.1.3.4.1-1: Floor request cancellation from queue initiated by MCPTT user

1.
The floor participant A wants to remove the floor request from the floor request queue. If floor participant A is an authorized MCPTT user with the rights to cancel another MCPTT user's floor request, the authorized MCPTT user may request floor request cancellation for one or more floor participants, whose floor request needs to be removed from the floor queue. 

2.
The floor participant A sends a floor request cancel (initiating MCPTT ID) message to the floor control server. If the floor participant A wants to remove the floor request(s) of other participant(s), the target participant(s)' MCPTT ID should be included in this message.

3.
The floor control server shall check whether the requesting floor participant has authorization to cancel the floor request(s). If authorized, the floor request(s) will be removed from the floor request queue. When current transmission is completed, floor control server will process the floor request from the updated floor request queue. 

4.
If the floor request cancel in step 3 is sent by an authorized user (e.g., dispatcher) to cancel the floor request(s) of other participant(s) from the floor request queue, the floor request cancel notify message is sent to the floor participant whose floor request was cancelled from the floor queue.

5.
The floor control server provides a floor request cancel response to the floor participant A when the floor cancellation is completed. Optionally, the new queue position information may be notified to the floor participants whose floor requests are in the floor request queue (not shown in the figure).
*** NEXT CHANGE ***
C.1
Local UE settings for MCPTT
Table C.1-1 details local UE settings for MCPTT that represent important functionalities that may be required by MCPTT UEs, however these functionalities do not require central configuration like the parameters in annex B, so these are detailed in this annex for information to UE vendors interested in producing MCPTT UEs. The various columns in the tables have the following meanings:

-
Reference: Is the reference of the corresponding requirement in 3GPP TS 22.179 [2].

-
Definition: A short definition of the local UE setting.

Table C.1-1: Local UE settings for MCPTT
	Reference
	Definition

	[R-5.1.1-003]
	Call reception signalling method

	[R-5.1.1-004]
	Disabling of call reception signalling

	[R-5.8-003]
	Configuration of display of MCPTT ID (on/off)

	[R-5.8-003]
	Configuration of display of aliases associated with the MCPTT ID (on/off)

	[R-5.8-003]
	Configuration of display of Selected MCPTT Group (on/off)

	[R-5.8-003]
	Configuration of display of Mission Critical Organization name (on/off)

	[R-6.8.7.4.1-003]
	Configuration of the notification of an emergency alert 


*** END OF CHANGES ***
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