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1
3GPP Work Area

	
	Radio Access

	
	Core Network

	X
	Services


2
Classification of WI and linked work items
2.0
Primary classification
This work item is a …

	
	Study Item (go to 2.1)

	
	Feature (go to 2.2)

	X
	Building Block (go to 2.3)

	
	Work Task (go to 2.4)


2.1
Study Item

	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	
	
	


Go to §3.

2.2
Feature
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	

	
	
	

	
	
	


Go to §3.

2.3
Building Block

	Parent Feature (or Study Item)

	Unique ID
	Title
	TS

	620064
	Mission Critical Push To Talk over LTE
	22.179

23.179

	700030
	Mission Critical Video over LTE
	22.281

	700031
	Mission Critical Data over LTE
	22.282


This work item is … 
	
	Stage 1 (go to 2.3.1)

	X
	Stage 2 (go to 2.3.2)

	
	Stage 3 (go to 2.3.3)

	
	Test spec (go to 2.3.4)

	
	Other (go to 2.3.5)


2.3.1
Stage 1

	Source of external requirements (if any)

	Organization
	Document
	Remarks

	
	
	


Go to §3.

2.3.2
Stage 2
	Corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	

	
	
	


	Other source of stage 1 information

	TS or CR(s)
	Clause
	Remarks

	22.179
	Mission Critical Push to Talk over LTE
	Requirements

	23.179
	Mission Critical Push-to-Talk over LTE
	TS approved in SA#70

	22.280
	Mission Critical Services Common Requirements (MCCoRe)
	WID approved in SA#70. TS to be approved in SA#71.

	22.281
	Mission Critical Video over LTE (MCVideo)
	WID approved in SA#70. TS to be approved in SA#71.

	22.282
	Mission Critical Data over LTE (MCData)
	WID approved in SA#70. TS to be approved in SA#71.



If no identified source of stage 1 information, justify: The stage 2 architecture specification for mission critical services as defined in 23.179 is currently specific to MCPTT but has logical classification of common services core with corresponding reference point description to MCPTT service. It is a stage 2 decision to organize the requirements of stage 1 in a common architecture for several mission critical services. Hence, some of the stage 2 activities for this work item can commence without any dependency on stage 1 requirements.
Go to §3.

2.3.3
Stage 3
	Corresponding stage 2 work item (if any)

	Unique ID
	Title
	TS

	
	
	


	Else, corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other justification

	TS or CR(s) or external document
	Clause
	Remarks

	
	
	



If no identified source of stage 2 information, justify: 

Go to §3.

2.3.4
Test spec

	Related Work Item(s)

	Unique ID
	Title
	TS

	
	
	


Go to §3.

2.3.5
Other
	Related Work Item(s)

	Unique ID
	Title
	Nature of relationship
	TS / TR

	
	
	
	


Go to §3.

2.4
Work task
	Parent Building Block

	Unique ID
	Title
	TS

	
	
	


3
Justification

In Release 13, the stage 2 architecture for mission critical services is specified in 23.179. The TS 23.179 specifies MCPTT service and several functional services (like group management, configuration management, identity management) as the common services core. Stage 1 work is currently concluding for Release 14 which consists of new requirements for MC Video, MC Data and MC common requirements. The current functional architecture in 23.179 is required to support the new services too.

The main objective of this work item is to commence stage 2 activities for common functional architecture and the MC video and MC data services and enable re-use of some or all of the common functional services by other mission critical services not limited only to MCPTT. The following key benefits justify the need for a common functional architecture for mission critical services:
a)
To develop economies of scale, it will be useful if network operators can reuse the MCPTT architectural features across different public safety services (e.g. MCVideo, MCData) that require similar functionality. The operators may want to integrate many components of the MCPTT solution with their existing network architecture. Hence a functional decomposition of MCPTT into a small number of distinct logical functions is required.

b)
To enable parts of the MCPTT solution to be reused for other mission critical services, the architecture should be modular thus enabling the common functions like group management (e.g. admission control; linking of groups;) to be implemented on a separate node from the main PTT functions (e.g. ‘call’ setup/termination; allocation of TMGI to UE; floor control;).
However, there are some of the following issues that need to be considered further:
· Defining common functional architecture within the same specification of mission critical push to talk is not quite appropriate since it is service independent. The common functional architecture specification should allow integration of any mission critical service.
· In Release 13, most of MCPTT requirements have been realized. There are some requirements for example location, presence, etc to be realized. 
· SA1 has defined new mission critical requirements to support MCData and MCVideo. Some enhancement to the common functional architecture is required to support the new services.
· MCPTT, MCVideo, MCData services may have some interactions between them (e.g., priority adjustments). So, these services should be defined in the same specification.

4
Objective

The SA6 objectives are as follows:

Specify the stage 2 for mission critical services and applications by:

a) Separating the common functional architecture and MCPTT service as defined in 23.179 into a new technical specification.

b)
Enhance the common functional architecture for mission critical services to support some pending requirements from Release 13 based on 22.179.
c)
Enhance the common functional architecture to support new requirements from Release 14 based on MCData, MCVideo, MCCoRe.
d)
Specify the stage 2 for MCData and MCVideo services and enhancements to MCPTT service. Also specify the interactions between the MCPTT, MCVideo and MCData services.
5
Service Aspects

Service aspects will be identified.

6
MMI-Aspects

Not applicable.

7
Charging Aspects

Charging aspects will be identified.
8
Security Aspects

Security aspects will be identified.

9
Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	X
	X
	X
	

	No
	
	
	
	
	

	Don't know
	X
	
	
	
	X


10
Expected Output and Time scale

	New specifications  [If Study Item, one TR is anticipated]

	Spec No.
	Title
	1st rsp. WG
	2nd rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary #
	Comments

	TR
23.xxx
	Study the common functional architecture for mission critical services
	S6
	
	SA#71 [Mar-16]

	SA#72[Jun-16]

	Rapporteur: Niranth, Huawei

	TS 23.xxx
	Common functional architecture for mission critical services
	S6
	
	SA#72 [Jun-16]
	SA#73 [Sep-16]
	Rapporteur: Niranth, Huawei


	Affected existing specifications  [None in the case of Study Items]

	Spec No.
	CR
	Subject of the CR
	Approved at plenary#
	Comments

	TS 23.179
	
	Stage 2 MCPTT
	
	Move the sub clauses relevant to common functional architecture from 23.179 to the new specification for common functional architecture for mission critical services [TS 23.xxx]
Addition of new services like MCData, MCVideo

Addition of interactions between MCPTT, MCVideo and MCData

Rapporteur: ?



	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


11
Work item rapporteur(s)
SA6: Niranth Amogh
Huawei Telecommunications India
namogh@huawei.com
12
Work item leadership

SA6

13
Supporting Individual Members
	Supporting IM name

	Huawei

	Hisilicon

	Harris?

	CMCC?

	TD-Tech?

	US Dept of Commerce?

	UK Home Office?

	LGE?

	Qualcomm?

	Samsung?

	Blackberry?

	NEC?

	Ericsson?

	Kodiak?

	Motorola?

	Sepura?

	Airbus?

	Vodafone?

	Tridea Works?

	Nokia?
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