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1. Overall Description
:
SA6 would like to thank CT1 for their LS S6-160006 (C1-160622) on Group Management parameters. The 5 questions asked in the LS S6-160006 were discussed in the SA6 #9 meeting and the following responses are provided:
1) CT1 Question- In sub-clause 10.1.5.4 the information element “group call ongoing or not” is defined but this is not listed in B.4 and it seems to be dynamic state information and not information that is intended to be a part of MCPTT group information stored in the Group Management Server. SA6 is requested to clarify if this information element is intended to be a part of MCPTT group information stored in the Group Management Server and if so how it is intended to be used in the MCPTT Server procedures.
SA6 Response- It was agreed by SA6 that the “group call ongoing or not” is different from the other configuration items listed in B.4, as it changes more often than other attributes, which are likely to be relatively static and contain aspects that may change with a periodicity of days, weeks, months whereas “group call ongoing or not” will change on per second basis. Affiliation Status is also mentioned in the parameters listed in 10.1.5.4, but again is another parameter not mentioned in the B.4. Note: Affiliation status for users will generally change with an intervals in minutes and hours with upper limits likely to be the duration of users’ shifts.  
The “group call ongoing or not”  provides the capability to satisfy the TS 22.179 requirments [R-5.1.2-001] and [R-5.1.2-002]. Also it might be used when one newly affiliates to a group to know whether or not to establish the user media plane for transmission of the voice (TS 22.179 late call entry [5.3-001]; as an optimization of floor control; or to determine the number of group calls ongoing that a user is participating in (TS 22.179 [R.5.5.2-005]N4 or [R-5.5.2-008]N6). 

The affiliation status is stored in the MCPTT Server and then passed to the Group Management server as described in procedure 10.3.3.1-1. It was determined that the “group call ongoing” would be known in the MCPTT Server with the Affiliation status,  and that this information could
 be provided to the Group Management server to allow an aggregation of where there are group calls ongoing to an authorized user, but that this information is similar to the affiliation status and has less permanence so is not something that needs to be configured in devices to communicate with that group, but can be provided on request on-network. It is noted that Off-Network there will not be the ability for a device to connect directly to the Group Management Server, so the ability for the device to know whether there is an ongoing call in an Off-Network network mode is dependent on the device ‘listening’ for group transmissions and potentially doing late call entry if the user is interested in receiving media from that group
. 
2) CT1 Question- In subclause 10.1.5.4 the information elements “pre-emption capability” and “pre-empted capability” are defined but these are not listed in B.4. SA6 is requested to confirm these are intended to be a part of MCPTT group information stored in the Group Management Server, to define the possible values and how they are intended to be used in the MCPTT Server procedures.
SA6 Response- The area of priorities is a complex area, as  priorities (including group) need to be considered on and off network (including in a network shared with the public) and to allow special types of calls such as Emergency Calls, Imminent Peril Calls, System Calls and Broadcast Calls to assume the expected user behaviours.

In On Network the Group Calls will be mapped to unicast or multicast bearers that will use certain QCIs (including R12 public safety QCIs) and ARP values available in the network, with the MCPTT service using Rx or MB2-C to request these bearers. The MCPTT service can  therefore act as a gating capabilities to provide finer granularity of priorities within the MCPTT service to determine which calls are allowed to request bearers. As an analogy schedulers in RAN have relative priorities and ARP type parameters that can be used to determine the behaviour required. In the MCPTT system relative priorities could be used to provide policy in congested scenarios and a pre-emption capability and pre-emption vulnerability can be used to ensure that Emergency Calls can stop other group calls for most groups except for potentially system calls. 
In Off Network scenarios any MCPTT level priorities would need to be mapped to per packet ProSe priorities (PPPP) of which there are 8 in release 13
. In Off-Network the per packet ProSe priority is used within the UE to determine the resource pool used for the different priorities, so in effect between groups the resource pool used is the only mechanism of arbitrating the priorities, so here a simple scalar would be would be used.

SA6 is also aware of some mapping work being done in SA2 between on network priorities and how these are mapped to PPPP in the the UE-to-Network relay case, so the approach should take account of this
. 
David Cypher’s comments circulated on the reflector:-

 One is to indicate the ability of this group call request to take resources away from an exisiting group call and the other is to indicate the ability of an existing group call to be pre-empted by a new group call request.  Both could be simply Yes or No, meaning that a group call request either can or cannot pre-empt an exisiting group call  and to the existing call as to whether it can be pre-empted or not.  Alternatively they could have values (similar priorities) which indicate the level to which they are able to pre-empt or be pre-empted.  Rather than create another set of priorities one might choose to combine the simple Yes and No with the existing group priorities, to create a pseudo multi level pre-empt and pre-empted decision function.  
To properly answer CT1’s question SA6 will have to agree to one of the about possibilities in a., or define another.
3) CT1 Question- In subclause 10.1.5.4 the information elements “group priority” and “priority level of the group” are defined but in B.4 “priority of the group” is listed. SA6 is requested to clarify if these are the same element or two or three separate elements for the MCPTT Group and to define the relationship between them and how they are intended to be used in the MCPTT Server procedures.
SA6 Response- SA6 acknowledges that there is some inconsistency in the terminology in the specification. SA6 would like to clarify that “group priority”, “priority level of the group”, “priority of the group” are all the same attribute and indicate the default priority of normal group calls initiated for a particular group, Emergency Group Calls and Imminent Peril Group Calls will have a higher priority than normal group calls for a group
. 

David Cypher’s comments circulated on the reflector:-

Group priority is the configured priority for the group.  Priority level of the group is the dynamic priority level of the group based on dynamic situatuions (e.g., the current group gets elevated due to it becoming an MCPTT emergency group call or an imminent peril group call.)   The former would be used when the group is establish under “normal” conditions, and the later would be used as the current priority. 
4) CT1 Question- In subclause 10.1.5.4 and in B.4 the information element “the security level of the group” is defined but it is not clear how this is intended to be used. SA6 is requested to define the possible values and how this is intended to be used in the MCPTT Server procedures.
SA6 Response- Possible values would have to be defined by SA3.  They could be simply Yes or no, or a value based on the preceived strength of the security mechanism used or reference to the encryption algoriths used or type of security.   
It seems to only be relevant when combining two or more groups since the individual security levels may be different than the security level of the resultant group.
	The related SA1 requirements are (note there is similar functionality in TETRA):

[R-6.6.2.2-003] The MCPTT Service shall provide information to an authorized MCPTT User if that user is attempting to Group Regroup MCPTT Groups of different security levels.
[R-6.6.2.2-004] The MCPTT Service shall enable an authorized MCPTT User to set the security level of the Group created from a Group Regroup operation. Where an MCPTT User does not specify the security level the MCPTT Service shall default the security level to be set to the lower security level of the constituent Groups.

[R-6.6.2.2-005] The MCPTT Service shall notify Affiliated MCPTT Group Members of a constituent MCPTT Group when the security level of the MCPTT Group that they are using lowers as a result of a Group Regroup operation
.




5) CT1 Question- In subclause 10.1.5.4 the information element “participant type (first responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator)” is defined but in B.4 “Participant type for the group (group membership information)” is defined. It is not clear to CT1 if these are the same elements or different elements and if the set of values defined in in subclause 10.1.5.4 for participant type are the full set of pre-defined participant types or whether the values of this are intended to be completely definable by the Mission Critical organisation. It is also not clear to CT1 how these values are intended to be used. SA6 is requested to clarify if these information elements are identical, what values are intended and how it is intended they are to be used in the MCPTT Server procedures.
SA6 Response- ‘Participant type’/ ‘Participant type for the group’  is defined/ mentioned in three distinct places in 23.179.

 ‘Participant type’ is defined for the user in the user profile B3 and in subclause 10.1.5.4 for the group.

‘Participant type for the group’ is defined in the group configuration items in B4.

As mentioned in the question participant type in SA1 consists of a number of roles (First responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator).  Although
 the listed participant types are fairly understood and accepted by some public safety organizations, these cannot be considered an inclusive enumeration.  Also if this service is to be used by other than public safety it is easy to envision a need to specify other participate types, as well as the various public safety organizations to be able to enumerate their own participant types or have flexibility with regards to the system.

In order to provide a flexible approach we need to consider how these participant types are used within MCPTT, 

1) Floor Control Priority- One use of participant type was shown in an SA6 contribution (S6-150778) that gave an example of a floor control algorithm and how participant type was used in determining the winner of the floor grant when multiple floor request were received.  

Note: The priority  of a user initiating or receiving a call is a separate parameter in  B3 and is analogous to the Group Priority which determines the default priority of a group call for a group.
	[R-5.1.7-002]
	Priority of the user for initiating/receiving calls


2) Administration capability- Another use of participant type although not yet specified is for authorizing and accessing functions and features of a group.   For example the user marked as MCPTT adminstrator for the MCPTT group would have (as default) more than user marked with participant type: first responder e.g. they would be able to change attributes related to the attributes of a group such as it’s name and membership.

The approach adopted within SA6 to clarify the priority of user’s floor requests within a group is to make the following change in B4. This would align with the information element in table 10.9.1.2.2-1. This priority value should then be a scalar value that represents the default value of that user that they do in normal floor requests, for Emergency/ Imminent Peril floor requests the user would use different values. Linked to the discussion on group and group call priorities this floor control priority

 could be a single set of scalar values with pre-emptive priorities for the highest priority users/ emergency calls or there could be separate ‘ARP’ values to be used which can indicate what floor requests will be pre-emptive and which ones are pre-emptible.  

	[R-5.1.3-001] 
[R-5.1.5-001]
[R-6.4.5-005] 
[R-6.4.5-006]
	List of group members (group membership information):

- MCPTT ID (group membership information)
- Floor priority (User priority for the group, group membership information
) 
- Participant type for the group (group membership information)


	This is included for reference.

Table 10.9.1.2.2-1: Floor request

Information element

Status

Description

User identity
M
Requester identity
Floor priority
M
Priority of the request
Source identifier

O
Identifies the communication, e.g. by identifying the media flow within a media multiplex, present only in case of media multiplexing



The approach adopted for adopted for SA6 for administration capability is Participant type of the user and Participant type for group. Participant Type for the group will indicate who has permission to make changes to the group, the terminology will be aligned in 10.1.5.4 and in B4
. Participant type of the user should determine who has the right to make changes to other non group settings. 
	[R-5.1.3-001] 
[R-5.1.5-001]
[R-6.4.5-005] 
[R-6.4.5-006]
	List of group members (group membership information):

- MCPTT ID (group membership information)
- User priority for the group (group membership information)
- Participant type for the group, which users have the right to make changes to the group (group membership information)


	Included as background, as it would be part of any change.

SA1

[R-5.1.1-005] At any moment in time in a call, only one Participant type shall be used per Participant.

[R-5.1.7-002] The MCPTT Service shall provide a mechanism to prioritize MCPTT Group Calls based on the priorities associated with elements of the call (e.g., service type, requesting identity, and target identity).
[R-5.10-001] The MCPTT Service shall ensure that each MCPTT User has at least one associated MCPTT User Profile that records the MCPTT User's: information, including permissions and privileges with respect to the MCPTT Service.
NOTE:
Examples of profile information include: their User ID, which MCPTT Groups they are a member of, their Participant type, which authority they belong to, whether they can make/receive Private Calls.

SA6

User profile B3

[R-5.1.1-005]

[R-5.10-001]

Participant type of the user
Priority for user making and initiating a call

[R-5.1.7-002]
Priority of the user for initiating/receiving calls



Although the listed participant types are fairly understood and accepted by some public safety organizations, these cannot be considered an inclusive enumeration.  Also if this service is to be used by other than public safety it is easy to envision a need to specify other participate types, as well as the various public safety organizations to be able to enumerate their own participant types. It would be helpful if the elements of an inclusvie list could be agreed to simplify interactions with other MCPTT System’s participant types, but for flexibility this may be too optimistic. One use of participant type was shown in an SA6 contribution (S6-150778) that gave an example of a floor control algorithm and how participant type was used in determining the winner of the floor grant when multiple floor request were received.  Another use of participant type although not yet specified is for authorizing and accessing functions and features of a group.   For example the user marked as MCPTT adminstrator for the MCPTT group would have (as default) more than user marked with participant type: first responder.

2. Actions:

To-  CT1, SA3 group
.

ACTION: 

CT1- To take note of the responses for their work.
SA3- To provide guidance and feedback with respect to item 4.

3. Date of Next SA6 Meetings:
SA6 Meeting #10
11th-15th April 2016
Ljubljana, Slovenia

SA6 Meeting #11
23rd-27th May 2016
Bangalore, India
�Note the LS response would change dramatically from this document, this document takes the LS content, David Cypher’s comments from the reflector, with some additional thoughts from the Home Office to try and move discussions forward so that we might be able to respond to CT1.


�We need to determine the approach and be definitive one way or another.


�I view this response as a starting point for discussion, as this goes into areas we have not thoroughly discussed for which we could draft CRs  in Dubrovnik to discuss with CT1


�Do we need to have a PPPP for each group for Off-Network or is there a reliance on an internal mapping.


�I am not sure on the conclusion for the response, I have tried to represent the factors and considerations that I am aware of to try and take the discussion forward/ prompt discussion within companies between SA2, CT1 and SA6 colleagues.





This might be worth discussing further in a joint session with CT1 in Dubrovnik, as I am aware of some discussions they have had on priorities.


�If this is agreeable then a CR would need to be drafted.


�I have added this otherwise this is David Cypher’s response. 





It is worth companies talking to SA3 colleagues about this and how this might be used.


�Included purely for reference.


�I have pasted in David’s response to the email as I agree.


�By making the second attribute floor priority this should make it explicit what is happening. 


�CR required for this if this is agreeable.


�David Cypher’s initial comment to the reflector.


�Depending on the discussion CR’s could be prepared which could be flashed upto SA3 and CT1.





